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1. Introduction
In RAN3#59 meeting, it was agreed that the UTRAN architecture supports different deployment options, in particular an Iub deployment and an Iu deployment option. Different deployment options based on Iu has also been discussed, all relying on an access concentrator or gateway between 3G Home NB and core network. However, different proposals on Iu-based solution need to be studied further. This paper presents one possible 3G HNB network architecture.
2. Discussion
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              Figure1: Iu-based 3G HNB Architecture
Here we give the proposed interface description and functional split between the HNB and HNB GW in 3G HNB network.
1) Iu interface

Iu interface between HNB GW and CN is a current standardized Iu(including Iu-CS, Iu-PS) interface. 
2) Iu′ interface

Iu′interface is the interface between HNB and HNB GW. The interface could be IP standardized in line with E-UTRAN IP based interfaces. IP Optional Iu′signalling transport refers to Figure2. Whether it is a current standardized Iu interface is based on the requirements of HNB. For example, there exists a large number of HNBs in the network, the range of signalling point code in SCCP may need to be expanded.  Furthermore, if needed, some specific encryption protection could be provided for the Iu′ (e.g. IPsec).
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Figure 2: IP optional Iu Signalling Transport[1]

3）HNB Function
RNC functionalities collapsed into HNB. The HNB is envisaged as operating a standard Uu towards existing UMTS Mobiles.
4) HNB GW Function
The primary function of HNB GW is accomplishing the task of routing and relaying between HNB and CN.
- HNB Management and device access control

- UE access control

  It can reject illegal end equipment access attempt, e.g. method based on LAU.
- Protocol transfer between Iu and Iu′interface

- Thousands of node ids management
- Mobility management
This function includes Inter-HNB handover and Inter-RAT handover.
- SEGW

For security reason, SEGW for the set-up of a secure IPSec tunnel to the HNB for mutual authentication, encryption and data integrity. It is a logical unit in Figure1, which means it can be realized as one function part of HNB GW or one separate device. The Wm interface is defined by 3GPP TS 29.234.
In general, the Iu-based solution is one of  the deployment options based on current 3G network architecture. The following principles are proposed for the Iu-based solution development.
· Standardized Iu interface is used between HNB GW and CN.
· Whether it is a current standardized Iu interface between HNB and HNB GW is based on the concrete requirements of HNB. If needed, some special and minimal modifications on current standardized Iu interface are allowed and need to be specified as an open interface.
· No impact on current standard Uu interface and NAS protocol.
3. Conclusion and Proposal

As discussed above, we propose to reflect the above conclusions in TR3.020.
4. References
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