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1
Scope


The present document specifies the radio network layer signalling procedures of the control plane between eNodeBs in EUTRAN. X2AP supports the functions of X2 interface by signalling procedures defined in this document. X2AP is developed in accordance to the general principles stated in [2] and [3].

----------------------------------
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----------------------------------

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in [1].
<defined term>: <definition>.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in [1].
<ACRONYM>
<Explanation>

4
General
----------------------------------

Skip unchanged text

----------------------------------

4.2
Forwards and backwards compatibility

The forwards and backwards compatibility of the protocol is assured by a mechanism where all current and future messages, and IEs or groups of related IEs, include ID and criticality fields that are coded in a standard format that will not be changed in the future. These parts can always be decoded regardless of the standard version.

----------------------------------

Skip unchanged text

----------------------------------

5
X2AP services

The present clause describes the services an eNodeB offers to its neighbours.


5.1
X2AP procedure modules

The X2 interface X2AP procedures are divided into two modules as follows:

1.
X2AP Basic Mobility Procedures;

2.
X2AP Global Procedures;

The X2AP Basic Mobility Procedures module contains procedures used to handle the mobility within EUTRAN.

The Global Procedures module contains procedures that are not related to a specific UE. The procedures in this module are in contrast to the above module involving two peer eNBs.

5.2
Parallel transactions

Unless explicitly indicated in the procedure specification, at any instance in time one protocol peer shall have a maximum of one ongoing X2AP procedure related to a certain UE.
----------------------------------

Skip unchanged text

----------------------------------

7
Functions of X2AP
The X2AP protocol provides the following functions:

-
Mobility Management. This function allows the eNB to move the responsibility of a certain UE to another eNB. Forwarding of user plane data is a part of the mobility management.

-
Load Management. This function is used by eNBs to indicate overload and traffic load to each other.

-
Reporting of General Error Situations. This function allows reporting of general error situations, for which function specific error messages have not been defined.
8
X2AP procedures

8.1
Elementary procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs.

Table 8.1-1: Class 1 Elementary Procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Handover Preparation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER PREPARATION FAILURE

	
	
	
	

	
	
	
	

	Reset
	RESET REQUEST
	RESET RESPONSE
	

	X2 Setup 
	X2 SETUP REQUEST
	X2 SETUP RESPONSE
	X2 SETUP FAILURE


Table 8.1-2: Class 2 Elementary Procedures

	Elementary Procedure
	Initiating Message

	Load Indication
	LOAD INFORMATION

	Handover Cancel 
	HANDOVER CANCEL

	SN Status Transfer
	SN STATUS TRANSFER

	Release Resource
	RELEASE RESOURCE

	Error Indication
	ERROR INDICATION


8.2
Basic mobility procedures

8.2.1
Handover Preparation
8.2.1.1
General

This procedure is used to establish necessary resources in a eNodeB for an incoming handover.
8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation
The source eNodeB initiates the procedure by sending the HANDOVER REQUEST message to the target eNodeB. When the source eNodeB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep 

If at least one of the requested SAE bearers is admitted to the cell, the target eNodeB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNodeB. The target eNodeB shall include the SAE Bearers for which resources have been prepared at the target cell in the SAE Bearers Admitted List IE. The target eNodeB shall include the SAE bearers that have not been admitted in the SAE Bearers Not Admitted List IE with an appropriate cause value.
For each bearer for which the source eNodeB proposes to do forwarding of downlink data, the source eNodeB shall include the DL forwarding IE within the SAE Bearer Info IE of the HANDOVER REQUEST message. For each bearer that it has decided to admit, the target eNB may include the DL GTP Tunnel endpoint IE within the SAE Bearer Info IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer.

For each bearer in the SAE Bearers Admitted List IE, the target eNodeB may include the UL GTP Tunnel Endpoint IE if it requests data forwarding of uplink packets to be performed for that bearer.
Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNodeB shall stop the timer TRELOCprep,  start the timer TX2RELOCOverall and  terminate the Handover Preparation procedure. The source eNodeB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

Editors note: The following topics related to data forwarding have been identified (non exhaustive list):

· The relation between the GTP tunnel end point allocated by the HANDOVER REQUEST ACKNOWLEDGE message, and corresponding GTP tunnel endpoints allocated in the S1 Path Switching message is FFS.

If the Trace activation IE is included in the HANDOVER REQUEST message then eNB should initiate the requested trace function as described in 32.422. 

The HANDOVER REQUEST message may contain the Serving PLMN IE, and shall contain this Information Element if source eNB serves more than one PLMN identity. If the Serving PLMN IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information.

The eNB should use the information in Handover Restriction List IE to determine a target cell for subsequent handover attempts. 

The HANDOVER REQUEST message shall contain the Handover Restriction List IE, if available.

If the Handover Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target eNB shall store this information. 
-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

8.2.1.2.1
UE History Information 

Configuration may be used to instruct an eNB about collection of UE historical information.

When configured to collect UE historical information, the eNB shall:

· Collect information about the UE for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations. 
· At handover preparation, add the stored information to the Last Visited Cell IE and include the UE History Information IE in the HANDOVER REQUEST message.

· At reception of the HANDOVER REQUEST message in where the UE History Information IE is included, collect the same type of information that was included in the UE History Information IE and act according to the bullets above.

8.2.1.3
Unsuccessful Operation
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Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation
If the target eNodeB is not able to accept any of the SAE bearers or a failure occurs during the Handover Preparation, the target eNodeB shall send the HANDOVER PREPARATION FAILURE message to the source eNodeB. The message shall contain the Cause IE with an appropriate value.

Interactions with Handover Cancel procedure:

If there is no response from the target eNodeB to the HANDOVER REQUEST message before timer TRELOCprep expires in the source eNodeB, the source eNodeB should cancel the Handover Preparation procedure towards the target eNodeB by initiating the Handover Cancel procedure with the appropriate value for the Cause IE, e.g.  "TRELOCprep expiry".
8.2.1.4
Abnormal Conditions

Void.
8.2.2

SN Status Transfer

8.2.2.1
General

The purpose of the SN Status Transfer procedure is to transfer the uplink PDCP-SN receiver status and the downlink PDCP-SN transmitter status from the source to the target eNodeB during an X2 handover for each respective SAE bearer for which PDCP SN status preservation applies.

8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: SN Status Transfer, successful operation
The source eNodeB initiates the procedure by sending the SN STATUS TRANSFER message to the target eNodeB at the time point when it considers the transmitter/receiver status to be frozen. After sending this message the source eNodeB shall stop assigning PDCP SNs to downlink SDUs and shall stop delivering UL SDUs towards the EPC.  At that point of time, the source eNodeB shall either:

· discard the uplink packets received out of sequence for each bearer for which PDCP SN status preservation applies but not forwarding,

· forward the uplink packets received out of sequence for each bearer for which the source eNodeB has accepted the request from the target eNodeB for uplink forwarding,

· send the uplink packets received out of sequence to the EPC for each bearer for which the PDCP SN status preservation doesn’t apply. If the target eNodeB receives this message for a UE for which no prepared handover exists at the target eNodeB, the target eNodeB shall ignore the message.
For each bearer for which PDCP SN status preservation applies, the source eNB shall include the UL PDCP-SN Next In-Sequence Expected IE within the SAE Bearers Subject to Status Transfer Item IE.  

The source eNodeB shall also include in the SN STATUS TRANSFER message the list of uplink SDUs received out of sequence within the PDCP-SN of UL SDUs Not To Be Retransmitted List IE (FFS) for each bearer for which the source eNB has accepted the request from the target eNodeB for uplink forwarding.
For each bearer for which the UL PDCP-SN Next In-Sequence Expected IE is received in the SN STATUS TRANSFER message, the target eNodeB shall use it and not deliver any uplink packet which has a PDCP SN lower than the value contained in this IE.

If the PDCP-SN of UL SDUs Not To Be Retransmitted List IE is included in the SN STATUS TRANSFER message for at least one bearer, the target eNodeB may use it to build and send a Status Report message to the UE over the radio.
For each bearer for which PDCP SN status preservation applies, the source eNB shall include the DL PDCP-SN Next To Assign IE within SAE Bearers Subject to Status Transfer Item IE.

If the DL PDCP-SN Next To Assign IE is received in the SN STATUS TRANSFER message for one bearer, the target eNodeB shall use it to mark with the value contained in this IE the first downlink packet for which there is no PDCP SN yet assigned.

8.2.2.2
Abnormal Conditions

If the target eNodeB receives this message for a UE for which no prepared handover exists at the target eNodeB, the target eNodeB shall ignore the message.
8.2.3
Release Resource

8.2.3.1
General

The Release Resource procedure is initiated by the target eNB to signal to the source eNB that control plane resources for the handed over UE context can be released.
8.2.3.2
Successful Operation
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Figure 8.2.3.2-1:  Release Resource, successful operation
The Release Resource procedure is initiated by the target eNB. By sending RELEASE RESOURCE the target eNB informs success of HO to source eNB and triggers the release of resources. 
Upon reception of the RELEASE RESOURCE message, the source eNB can release radio and control plane related resources associated to the UE context. For bearers that data forwarding has been performed.  The source eNB should continue forwarding of U-plane data as long as packets are received at the source eNB from the EPC or the source eNB buffer has not been emptied (an implementation dependent mechanism decides that data forwarding can be stopped).
8.2.3.3
Unsuccessful Operation
Not applicable.
8.2.3.4
Abnormal Conditions

If the Release Resource procedure is not initiated towards the source eNodeB from the target eNodeB before the expiry of the timer TX2RELOCoverall, the source eNodeB shall release all resources associated to the UE context and request the MME to release the UE context. 
8.2.4
Handover Cancel

8.2.4.1
General

The Handover Cancel procedure is used to cancel an already prepared handover.

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: Handover Cancel, successful operation
The source eNodeB initiates the procedure by sending the HANDOVER CANCEL message to the target eNodeB. The source eNodeB shall indicate the reason for cancelling the handover by means of an appropriate cause value.

At the reception of the HANDOVER CANCEL message, the target eNodeB shall remove any reference to, and release any resources previously reserved to the concerned UE context.

8.2.4.3
Unsuccessful Operation
Not applicable.
8.2.4.4
Abnormal Conditions

Should the HANDOVER CANCEL message refer to a context that does not exist, the target eNodeB shall ignore the message.
8.3

Global Procedures

8.3.1

Load Indication

8.3.1.1
General

The purpose of the Load Indication procedure is to transfer the uplink Interference Overload Indication between intra-frequency neighboring eNodeBs for interference coordination purposes.
8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Load Indication, successful operation 
An eNodeB initiates the procedure by sending LOAD INFORMATION message to intra-frequency neighbouring eNodeBs. The LOAD INFORMATION message can carry interference overload indication. The Load Indication procedure shall be used to send interference overload indication when the eNB experiences too high interference level on some resource blocks.

Whether an eNB receiving a LOAD INFORMATION message should respond with a LOAD INFORMATION message is FFS.
8.3.1.2
Abnormal Conditions
Void.
8.3.2
Error Indication

Editor Note: Used by peer node to report detected errors in a received message.
8.3.2.1
General

The Error Indication procedure is initiated by an eNodeB to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising UE associated signalling, then the Error Indication procedure uses UE associated signalling. Otherwise the procedure uses non UE associated signalling.

8.3.2.2
Successful Operation
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Figure 8.3.2.2-1: Error Indication, successful operation
When the conditions defined in clause 10 are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the node detecting the error situation.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics IE.

In case the Error Indication procedure is triggered by UE associated signalling the Old eNB UE X2AP ID IE and New eNB UE X2AP ID IE shall be included in the ERROR INDICATION message. If one or both of Old eNB UE X2AP ID IE and New eNB UE X2AP ID IE are not correct, the cause shall be set to appropriate value e.g. “unknown Old eNB UE X2AP ID”, “unknown New eNB UE X2AP ID” or “unknown the pair of UE X2AP ID ” FFS.
8.3.2.3
Unsuccessful Operation

Not applicable.
8.3.2.4
Abnormal Conditions

Not applicable.
8.3.3
X2 Setup 

8.3.3.1
General

The purpose of the X2 Setup procedure is to exchange application level data needed for two eNodeBs to interoperate correctly over the X2 interface.
8.3.3.2
Successful Operation
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Figure 8.3.3.2-1: X2 Setup, successful operation
An eNodeB, initiates the procedure by sending an X2 SETUP REQUEST to a candidate eNodeB. Candidate eNodeB replies with X2 SETUP RESPONSE. The initiating eNodeB transfers a list of served cells to the candidate eNodeB. Candidate eNodeB replies with a list of its served cells.
8.3.3.3
Unsuccessful Operation
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Figure 8.3.3.3-1: X2 Setup, unsuccessful operation
If the candidate eNodeB can not accept the setup it should respond with an X2 SETUP FAILURE with appropriate cause value.

If the X2 SETUP FAILURE messages include the Time To Wait IE the eNodeB shall wait at least for the indicated time before reinitiating the X2 setup towards the same eNodeB.
8.3.3.4
Abnormal Conditions
Void.
8.3.4
Reset

8.3.4.1
General
The purpose of the Reset procedure is to align the resources in eNB1 and eNB2 in the event of an abnormal failure.

The procedure uses non UE associated signalling.
8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: Reset, successful operation
The procedure is initiated with a RESET REQUEST message sent from the eNB1 to the eNB2. Upon receipt of this message, eNB2 shall abort any other ongoing procedures over X2 between eNB1 and eNB2. The eNB2 shall delete all the context information related to the eNB1..
8.3.4.3
Unsuccessful Operation
Void.
8.3.4.4
Abnormal Conditions
Void.
9
Elements for X2AP Communication

9.1
Message Functional Definition and Content

Editors Note: Details on the Connection Management Identifiers is FFS. When general principles and consistency with S1AP has been decided all X2AP procedures will need to be revised.

9.1.1
Messages for Basic Mobility Procedures
----------------------------------

Skip unchanged text

----------------------------------
9.1.2.2
ERROR INDICATION

This message is used to indicate that some error has been detected in the eNodeB.

Direction: eNodeB ( eNodeB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.15
	
	YES
	ignore

	Cause
	O
	
	9.2.8
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.9
	
	YES
	ignore

	Old eNB UE X2AP ID
	O
	
	INTEGER (0..4095)
	
	YES
	ignore

	New eNB UE X2AP ID
	O
	
	INTEGER (0..4095)
	
	YES
	ignore

	
	
	
	
	
	
	

	
	
	
	
	
	
	


9.1.2.3
X2 SETUP REQUEST

This message is sent by an eNodeB to a neighbouring eNodeB to transfer the initialization information for a TNL association.

Direction: eNodeB ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.15
	
	YES
	reject

	eNB ID
	M
	
	INTEGER (0..65535)  
	Coding FFS
	YES
	reject

	Served Cells
	
	1 to maxnoofCellineNB
	
	This is all the eNB cells 
	–
	–

	    >Served Cell information
	M
	
	9.2.10
	
	–
	–


9.1.2.4
X2 SETUP RESPONSE

This message is sent by an eNodeB to a neighbouring eNodeB to transfer the initialization information for a TNL association.

Direction: eNodeB ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.15
	
	YES
	reject

	eNB ID
	M
	
	INTEGER (0..65535)  
	Coding FFS
	YES
	reject

	Served Cells
	
	1 to maxnoofCellineNB
	
	This is all the eNB cells 
	–
	–

	   >Served Cell information
	M
	
	9.2.10
	
	–
	–


----------------------------------

Skip unchanged text

----------------------------------

9.2
Information Element definitions

----------------------------------

Skip unchanged text

----------------------------------

9.2.2
Trace activation
Defines parameters related to trace activation. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Trace Reference 
	M
	
	OCTET STRING (3)
	
	
	

	Interfaces To Trace
	
	1 to <maxInterfaces>
	
	
	
	

	>Interface
	M
	
	ENUMERATED (s1, x2 Uu, ...)
	
	
	

	>Trace depth 
	M
	
	ENUMERATED(

Minimum, Medium, Maximum, ...)
	
	
	


----------------------------------

Skip unchanged text

----------------------------------

9.2.4
Last Visited Cell Information

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Global Cell ID
	M
	
	9.2.16
	
	
	

	Cell type
	M
	
	ENUMERATED(macro, micro, pico, femto)
	
	
	

	Time UE stayed in cell
	O
	
	INTEGER
	In seconds
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


Editors Note: The definition of “Cell Type” is FFS

9.2.5
Handover Restriction list 
This IE defines area roaming or access restrictions for handover. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs together with Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in [TS 24.008].
	
	

	>PLMN Identity
	M
	
	9.2.6
	
	
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	intra E-UTRAN roaming restrictions
	
	

	>PLMN Identity
	M
	
	9.2.6
	
	
	

	>Forbidden TAIs
	
	1..<maxnoofForbTAIs>
	
	
	
	

	>>TAI
	M
	
	OCTET STRING
	
	
	

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	inter-3GPP RAT roaming restrictions
	
	

	>PLMN Identity
	M
	
	9.2.6
	
	
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	
	
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, …)
	inter-3GPP RAT access restrictions
	
	


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMN Ids. Value is 15.

	maxnooffEPLMNsPlusOne
	Maximum no. of equivalent PLMN Ids plus one. Value is 16.

	maxnoofforbiddenTAIs
	Maximum no. of forbidden Tracking Area Identities. Value is 256.

	maxnoofforbiddenLACs
	Maximum no. of forbidden Location Area Codes. Value is 256.


----------------------------------
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----------------------------------

9.2.9
Criticality Diagnostics
The Criticality Diagnostics IE is sent by the RNC or the CN when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Criticality Diagnostics
	
	
	
	

	>Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error

	>Triggering Message 
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome, outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure. 

	>Procedure Criticality 
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0 to <maxnoof errors>
	
	

	>IE Criticality 
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality  is used for reporting the criticality of the triggering IE. The value 'ignore' shall  not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE 

	
	
	
	
	

	
	
	
	
	

	>Type of Error
	M
	
	ENUMERATED(not understood, missing, …)
	


	Range bound
	Explanation

	maxnooferrors
	Maximum no. of IE errors allowed to be reported with a single message. The value for maxnooferrors is 256.


----------------------------------
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9.2.11
SAE Bearer Level QoS Parameters
This IE defines the QoS to be applied to a SAE bearer.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAE Bearer Level QoS Parameters
	
	
	
	

	>Label
	M
	
	INTEGER (1..256)
	Coded as specified in TS 23.xxx, which will be defined in SA2

	>Allocation and Retention Priority
	M (FFS)
	
	OCTET STRING 
	The ARP definition is left FFS in SA2.

	>SAE Bearer Type
	M
	
	9.2.12
	Either GBR or non-GBR Bearer


9.2.12 
SAE Bearer Type

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Choice SAE Bearer Type
	
	
	
	

	> SAE GBR bearer
	
	
	
	

	>> SAE Bearer Maximum Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate

9.2.13
	to be added

	>> SAE Bearer Maximum Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate 9.2.13
	to be added

	>> SAE Bearer Guaranteed Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate 9.2.13
	to be added

	>> SAE Bearer Guaranteed Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate 9.2.13
	to be added

	>SAE Non-GBR bearer
	
	
	
	

	>> Non GBR bearer
	
	
	ENUMERATED (Non GBR bearer,…)
	


9.2.13 
SAE Bearer Bit Rate
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAE Bearer Bit Rate
	M
	
	INTEGER (0..10,000,000,000)
	This IE indicates the maximum number of bits delivered by E-UTRAN and to E-UTRAN within a period of time, divided by the duration of the period.

The unit is: bit/s 


9.2.14
Aggregate Maximum Bit Rate
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	
	
	
	
	

	Aggregate Maximum Bit Rate
	
	
	
	
Applicable for non-GBR SAE Bearers, provided at initial context setup

	>Aggregate Maximum Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate

9.2.13
	to be added

	>Aggregate Maximum Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate

9.2.13
	to be added

	
	
	
	
	


----------------------------------

Skip unchanged text

----------------------------------

9.2.16
CGI
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CGI
	
	
	
	
	-
	

	> PLMN identity
	M
	
	9.2.6
	
	-
	

	> LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	

	>CI
	M
	
	OCTET STRING (2)
	
	-
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