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1 Introduction

The Initial Context Setup procedure is defined for the transition LTE-Idle -> LTE-Active state. This transition only occurs when the UE has already established a secure NAS relation to the EPC. NAS PDUs that are piggybacked in the INITIAL CONTEXT SETUP REQUEST/ INITIAL CONTEXT SETUP RESPONSE  messages will therefore be integrity protected and (if so required) ciphered on NAS level.
2 Establishment of eNB UE Context and start of RRC/UP security
When the UE attaches to the network a secure relationship on NAS level may not be established. Under the following assumptions a clean separation of NAS security and AS security is achieved:
· Required NAS signalling to start the NAS security is allowed to be performed without ciphering/ integrity protection of the underlying RRC connection.

· Setup of AS security is only performed when there exist a secure relation on NAS level, after NAS security is started. 
From S1-AP procedure point of view it is beneficial to use the same procedure for the establishment of eNB UE Context and start of RRC/UP security. This Initial Context Setup procedure should be used regardless of the UE state transition that triggers the procedure: LTE-Idle -> LTE-Active or LTE-Detached -> LTE-Active. The merits of defining only one S1-AP procedure for establishment of eNB UE Context together with mandatory setup of RRC/UP security are:
· No duplication of procedure definition in the text
· Easier to maintain the standard
· The necessary IE for the RRC/UP security context will be mandatory, thus decreasing the risk of multivendor interoperability issues.
Conclusion: the Initial Context Setup procedure shall be used any time MME requests establishment of eNB UE Context. Setup of RRC/UP security shall be mandated in the procedure. 
3 Exchange of NAS messages in Initial Context Setup

When Initial Context Setup procedure is invoked the NAS security should already be started ahead of the S1 procedure. The forwarding of NAS PDU in INITIAL CONTEXT SETUP REQUEST and INITIAL CONTEXT SETUP RESPONSE messages will therefore be secure on NAS level. For short service setup response time, it is beneficial to also handle bearer configuration in Initial Context Setup procedure. 
In LTE-Idle -> LTE-Active state transition one or several dedicated SAE bearers may be setup as part of the transition. A dedicated SAE bearer are associated with information sent from EPC to the UE that are completely transparent to the eNB, one example of such element is the UL traffic flow template. The UE also need to respond to EPC the NAS level result, e.g. NAS level cause values in case of failure.
To support the required transparent NAS SAE bearer handling the INITIAL CONTEXT SETUP REQUEST and INITIAL CONTEXT SETUP RESPONSE messages shall contain an optional NAS PDU IE. 
With the assumption that NAS security is started ahead of S1 Initial Context Setup procedure also for the UE transition LTE-Detached -> LTE-Active, the NAS PDU IE may be used to forward NAS Attach Accept PDU and NAS Attach Complete PDU if feasible and required by NAS.
Conclusion: Include an optional NAS PDU IE in INITIAL CONTEXT SETUP REQUEST and INITIAL CONTEXT SETUP RESPONSE messages.

4 Proposal

It is proposed to include the text proposal detailed in R3-071843 in 36.413.
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