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1 Introduction
In the last RAN3 and SA5 joint meeting, the dual-roles of HNB have been discussed [2]. On the one hand, HNB, like a conventional NodeB, is a logical node responsible for radio transmission/reception to/from user equipment. But on the other hand, it is equipment owned by a private user. It can be powered on and off any time and it can be moved. Before allowing a HNB to go into operational mode, the HNB operator requires its owner’s subscription. From this point of view the HNB can be considered to be user equipment. The HNB operator will need some functionality in the network to manage the HNB. 
In this document, a proposed architecture for HNB in LTE/SAE is discussed based on the above working assumption. In this architecture, a new management plane is introduced to manage HNB from the point that HNB is considered as user equipment.
2 Discussion
2.1 Proposed architecture
Figure 1 illustrates a proposed architecture.
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Figure 1 Proposed HNB architecture
In this architecture, two new network nodes, four new interfaces and a new management plane is introduced:
(1) Two new network nodes:
· A HNB GW which can be used as security GW and take some functions to manage HNBs; 

· A HNB HSS which can be used to store some information of HNBs. 
(2) Four new interfaces: 
· H1: logical interface between HNB GW and HNB. HNB GW；
· H2: logical interface between HNB HSS and HNB GW;
· H3:  logical interface between MME and HNB HSS;
· H4: logical interface between HNB HSS and HSS. 
(2) Three planes:
· Control plane and user plane: Same to the control plane and user plane in macro eNB; 
· Management plane: When a HNB act as a user-equipment, management plane is introduced. 

More details about the network nodes, the interfaces and the planes are described in subsection below.
2.2 Network nodes description
2.2.1 HNB GW

HNB GW is a centralized node (this node may also be called Femto GW, and so on) which can take some functions to manage HNBs:
· Security GW: Since HNB is a node located outside of a PLMN network, there needs a security tunnel (for example IPSec tunnel) between HNB and security GW. After this secure tunnel is established and an internal IP address is assigned to the HNB, which means a VPN is established, then this HNB can be treated as a internal node of the PLMN network;
· Management Functions: HNB GW also has the functions to manage HNBs, which can help operators to authenticate HNB and allocate Internal IP Addresses of HNB, and so on; Considering HNB is a node located outside of a PLMN network, the HNB GW can also act as a portal for HNB accessing into PLMN network. That means the HNB GW may need a Public IP Address and, as an option, a public domain name for outer nodes access in, and some internal IP addresses for internal nodes visit.
2.2.2 HNB HSS
HNB HSS is a subscription server (the may also be called AAA Server, and so on) which can be used to store subscription information of HNB and other information related to the HNB. 
The stored information may include:

· Security information: HNB HSS needs to store some security information for authentication and authorization. For example, if AKA mechanism is adopted for mutual authentication between HNB and PLMN network, HNB HSS need to store the root key and HNB identifier, etc;

· Access control information: In RAN2’s suggestion, each CSG cell is associated with a list of the subscribers. The CSG information can be stored in HNB HSS.
· HNB user information: The personal information of HNB owner, e.g. the name, identification number, the home address of HNB owner, etc.
· Service information: It is helpful to improve the AURP and decrease Churn rate if some home-based service can be provided to HNB users. So some specific service information should be stored in HNB HSS;
· Charging information: Considering there has different charging for different HNB users and for different Home-based service, there need to store charging information for each HNB in HNB HSS;

· Other information: FFS.
HNB can visit an HNB HSS through the HNB GW mentioned above.
2.3 Interfaces

In this architecture, four new logical interfaces for management plane need to be introduced: 

· H1 is a logical interface between HNB GW and HNB. HNB GW can manage HNB through this interface.

· H2 is a logical interface between HNB HSS and HNB GW. This interface is used for synchronization and transmission of HNB’s information between HNB HSS and HNB through HNB GW.

· H3 is a logical interface between MME and HNB HSS. MME can inquire some HNB related information via this interface. 

· H4 is a logical interface between HNB HSS and HSS. HNB HSS can get UE information via this interface and HSS can get HNB information via this interface. 
2.4 Management Plane 
When a HNB is considered as a user-equipment, there needs some functions to manage the HNB, so management plane is added to this architecture to provide the function of managing HNB. 
The management functions may include:

· When a HNB firstly access to PLMN network, HNB GW needs to forward the message something like Registration message to HNB HSS;
· Then HNB GW needs to be involved in authentication and authorization for HNB;
· HNB GW needs helping internal IP addresses allocation of HNB;
· If there are some Home-based services, HNB GW need to provide some mechanism to support there services.
HNB GW can manage HNB through H1 interface, and some related information to help HNB GW manage HNB can be got from the HNB HSS through H2 interface such as subscription and other information related to the HNB. 
2.5 Control Plane & User Plane
When HNB is considered as a network element, control plane and user plane through a HNB needs to be highlighted in this architecture
In this architecture, HNB GW is transparent to the control plane procedure. That means HNB GW only works at transport layer and plays the role as a security GW. If SCTP aggregation function needs to be supported, it is better to locate this aggregation function at HNB GW too.
Similarly for user plane, HNB GW also works at transport layer and plays a role as the security GW, and has no knowledge about upper layers.
The protocol stack of control plane and user plane of HNB are shown in Figure 2 and Figure 3. In the figures, IPSec tunnel is adopted:
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Figure 2 
The protocol stack of control plane
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Figure 3
 The protocol stack of user plane

3 Conclusion and Proposal
In this contribution, we have discussed the HNB architecture in LTE/SAE system. Based on this discussion, the text in section 2 is suggested to be captured into internal TR R3.020.
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