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1. Introduction

One open issue raised by the deployment of NodeBs in homes is whether their access is restricted to a very limited set of users, typically the owner's family, or whether it would be beneficial if their access is opened to a larger set of users – potentially to anyone. The present contribution discusses the two approaches and proposes way forwards.

2. Discussion

Approach 1: Access to Home NodeBs is strictly restricted

One can make the following observations if HNBs are strictly restricted to home owners:

Despite that the deployment of HNBs is expected to induce a reduction of PLMN load, as some users will use the HNB instead of the overlapping macro-cell, HNBs will not participate in a PLMN coverage extension since their access is restricted.

The maximum number of UE per HNB corresponds to the number of users in the closed group and is assumed to be small, in the order of 5 ‎[1]. Hence, some optimisation in the HNB design may be envisaged. 

The duty cycle of the HNB is low, since a HNB will have no user to serve most of the time. Indeed, it has been proposed HNB releases its network link to the core network during inactive periods ‎[2]. 

Thus, even though they have neither traffic to handle nor idle terminals camping in, HNBs will likely generate significant interferences to other cells due to transmission of channels such as pilots, BCCH, PCH, SCH,… This may be particularly harmful to the PLMN when numerous HNBs and overlapping PLMN macro-cells operate on the same frequency band.

To mitigate the interference level, we propose as a way forward, that in addition to have their network connections released when HNBs have no users to cope with, they may also switch off their radio transmitters. Indeed, HNBs become 'intermittent' base stations which can be switched on or off.

In such an inactive state, HNBs still monitor radio power signal received from surrounding UEs in order to detect a UE approaching. The radio signal may be usual LTE uplink signal emitted by UE in active or idle mode, or any other predetermined signal (e.g. bluetooth, IrDa, etc). When the detection succeeds, the HNB resumes its activity from power save mode by switching on its radio transmitter and by establishing network connection to the core network. It is then ready for a accepting a handover if the UE belongs to the closed group.

After a given period of inactivity, the HNB goes back into inactive state and stops the transmission of pilot channels such as BCCH, PCH, SCH, ....

Thresholds may be defined in such a way HNB wakes up only when it receives a signal strong enough over a sufficiently large period, in order to limit false activations.
The predetermined signal could carry just power information, or could preferably contain a signature known only by UEs in the closed group.
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Figure 1 – Activation of Intermittent HNB upon detection of UE

Even if HNB activity is correlated to business hours (it is expected HNB will experiment peaks of activity outside business hours), the mechanism described above will help, in average, to reduce the interference level generated by HNBs in addition to limit the number of S1 connections a MME will have to manage and the number of X2 interfaces a macro-cell NodeB will have to deal with. 

Noticeably, rather than UE presence, it is better that UE activity triggers the activity of HNB. With the proposed way forward, the number of active HNBs can be reduced to a large extend even when all subscribers are all located in their respective home. Assuming average 20 mErl traffic per subscriber and per peak hour, one can assume that the number of active HNBs within the set of deployed HNBs can be reduced by a factor 98%, i.e. from N to N/50.

To avoid activation of HNB by undesirable UE passing by and not belonging to the HNB closed group, the detection range used for  HNB activation could be set to an area closed enough to HNB location, in which only closed group users are likely to enter. This can be achieved by setting the detection power to a sufficiently high level. 

Approach 2: Access to Home NodeBs is opened to a larger number of users

Since the HNBs will not be used by their owners during large period of times, we can consider though that they will be available for other users most of the time. Indeed, HNBs may participate to the PLMN coverage extension. However this possibility raises several issues.
The network link characteristics between HNBs and the core network will not be under the control of the PLMN operator. In case of connection of HNB via xDSL lines for example, the network link will be shared with other applications, like Internet access or Internet TV. The capacity available for traffic between HNB and core network will thus largely depend on users' network activity. This capacity is likely to be quite large when the HBN owner (and the closed group) is not at home, and reduced otherwise. 

On the other end, user may not want its ADSL line be loaded with too much HNB traffic from external users when it wants to download files from the Internet for example. Thus, the owner may want to control the usage of its ADSL line and the usage of its HNB.

One way forward would be to let the HNB owner control and configure how the different services share the network connection (Figure 2-a). The HNB has then to assess the capacity available for the HNB service and takes this parameter into account in its access control policy.

Alternatively, HNB owner could also control the "openness" of its HNB, for example by restricting the access to UEs belonging to the closed group or to emergency calls only, or by authorizing also gold users, or by letting the HNB open for all (Figure 2-b). Hence, the owner may have a control on the radio access policy, with indirect impacts on how much network connection capacity the HNB will take.

For instance, it is possible that HNB owner, which want to get the best out of its fixed access connection, will appreciate to prioritise (i) the access of its own fleet of UE, (ii) other wired traffic flows, and (iii) other wireless traffic flows produced by external UEs, according to its own policy.
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	a- Owner-controlled network link traffic policy
	b- Owner-controlled HNB access policy


Figure 2 – HNB Access Control Policies
3. Conclusion

We have described two possible functional approaches for HNBs, one considering them as restricted to a closed group, another letting the possibility to open them to other users, and possible way forwards in the two approaches. We would like to discuss them within the group and have the discussion part included in the internal TR 020.
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