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8.6
Relocation Preparation

8.6.1
General

The purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving the UE or without involving the UE. The relocation procedure shall be co-ordinated over all Iu signalling connections existing for the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented signalling.
The source RNC shall not initiate the Relocation Preparation procedure for an Iu signalling connection if a Prepared Relocation exists in the RNC for that Iu signalling connection or if a Relocation Preparation procedure is ongoing for that Iu signalling connection or in the case of a MOCN configuration if the Rerouting Function is ongoing.
8.6.2
Successful Operation
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Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC initiates the procedure by sending a RELOCATION REQUIRED message. The source RNC shall decide whether to initiate an intra-system Relocation or an inter-system handover. In case of intra-system Relocation, the source RNC shall indicate in the Source ID IE the RNC-ID of the source RNC and in the Target ID IE the RNC-ID of the target RNC only including the RAC if the message is sent towards the PS domain. In case the source RNC and/or the target RNC are configured to use the extended RNC-ID, the source RNC shall include the Extended RNC-ID IE of the source RNC in the Source ID IE and/or the Extended RNC-ID IE of the target RNC in the Target ID IE and CN should use the Extended RNC-ID IE for RNC ID of the source RNC and/or the target RNC and should ignore the RNC-ID IE in Global RNC-ID IE. In case of inter-system handover towards the GSM CS domain, the source RNC shall indicate in the Source ID IE the Service Area Identifier and in the Target ID IE the cell global identity of the cell in the target system. In case of inter-system handover towards the GSM PS domain, the source RNC shall indicate in the Source ID IE the Service Area Identifier, in the Target ID IE the cell global identity of the cell in the target system and shall also indicate routing area code for the relevant cell in the target system. In case of inter-system handover towards the GSM CS domain and GSM PS domain in parallel, the source RNC shall include in the Target ID IE the same cell global identity of the cell in the target system for CS domain and PS domain and set the appropriate information about the nature of the CS/PS inter-system handover (see ref [47]) in the Old BSS to New BSS Information IE and Source BSS to Target BSS Transparent Container IE accordingly. The source RNC shall indicate the appropriate cause value for the Relocation in the Cause IE. Typical cause values are "Time critical Relocation", "Resource optimisation relocation", "Relocation desirable for radio reasons" , "Directed Retry", "Reduce Load in Serving Cell", "Access Restricted Due to Shared Networks".

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of the UE. The source RNC shall set accordingly the Relocation Type IE to "UE involved in relocation of SRNS" or "UE not involved in relocation of SRNS".

In case of intra-system Relocation, the source RNC shall include in the RELOCATION REQUIRED message the Source RNC to Target RNC Transparent Container IE. This container shall include the Relocation Type IE and the Number of Iu Instances IE containing the number of Iu signalling connections existing for the UE .

Only in case of intra-system relocation, the Source RNC to Target RNC Transparent Container IE shall include the Integrity Protection Key IE from the last received domain on which the Security Mode Control procedure has been successfully performed, and the associated Chosen Integrity Protection Algorithm IE that has been selected for this domain.

Only in case of intra-system relocation, the Source RNC to Target RNC Transparent Container IE shall include the Ciphering Key IE for the signalling data from the last received domain on which the Security Mode Control procedure has been successfully performed if the ciphering has been started, together with the associated Chosen Encryption Algorithm IE that has been selected for this domain. If the ciphering has not been started, the RNC may include the Ciphering Key IE and the Chosen Encryption Algorithm IE if they are available.

Only in case of intra-system relocation, for each domain where the Security Mode Control procedure has been successfully performed in the source RNC, the Source RNC to Target RNC Transparent Container IE shall include the Chosen Encryption Algorithm IE of CS (PS respectively) user data corresponding to the ciphering alternative that has been selected for this domain. If the Security Mode Control procedure had not been successful or performed for one domain or had proposed no ciphering alternative, the Chosen Encryption Algorithm IE for the user data of this domain shall not be included. When both the CS and the PS user data Chosen Encryption Algorithm IEs are provided, they shall be the same.

This Source RNC to Target RNC Transparent Container IE shall include the RRC Container IE. If the Relocation Type IE is set to "UE not involved in relocation of SRNS" and the UE is using DCH(s), DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the Source RNC to Target RNC Transparent Container IE shall:

· for each RAB include the RAB ID, the CN Domain Indicator IE and the mapping between each RAB subflow and transport channel identifier(s) over Iur, i.e. if the RAB is carried on a DCH(s), the DCH ID(s) shall be included, and when it is carried on DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the DSCH ID(s), USCH ID(s), HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included,

· only in the case the active SRBs in SRNC are not all mapped onto the same DCH, include the SRB TrCH Mapping IE containing for each SRB the SRB ID and the associated transport channel identifier over Iur, i.e. if the SRB is carried on a DCH, the DCH ID shall be included, and when it is carried on DSCH, USCH, HS-DSCH and/or E-DCH, the DSCH ID, USCH ID,HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS", the d-RNTI IE shall be included in the Source RNC to Target RNC Transparent Container IE. If the Relocation Type IE is set to "UE involved in relocation of SRNS", the Target Cell ID IE shall be included in the Source RNC to Target RNC Transparent Container IE.
In case a Trace Recording Session is active in the Source RNC due to a Signalling Based Activation (see ref [37]), the Trace Recording Session Information IE containing information identifying the Trace Record being generated may be included in the Source RNC to Target RNC Transparent Container IE.

In case the UE has been linked to at least one Multicast Service, the Source RNC shall include in the Source RNC to Target RNC Transparent Container IE the MBMS Linking Information IE, if available.
In case of inter-system handover to GSM CS domain, the RNC:

· shall include the MS Classmark 2 and MS Classmark 3 IEs received from the UE in the RELOCATION REQUIRED message to the CN.
· shall include the Old BSS to New BSS Information IE within the RELOCATION REQUIRED message only if the information is available. This information shall include, if available, the current traffic load in the source cell, i.e. prior to the inter-system handover attempt. This information shall also include the source cell identifier the included traffic load values correspond to. In the case the UE is using, prior to the inter-system handover attempt, radio resources of more than one cell, it is implementation specific for which cell the source RNC should report the current traffic load and the cell identifier.
In case of inter-system handover to GSM PS domain, the RNC:

-
shall include the Source BSS to Target BSS Transparent Container IE within the RELOCATION REQUIRED message to the CN. It may indicate in this container whether it requests to receive the SI/PSI container from the external inter-system handover target in the RELOCATION COMMAND message.
When the source RNC sends the RELOCATION REQUIRED message, it shall start the timer TRELOCprep.
When the preparation including resource allocation in the target system is ready and the CN has decided to continue the relocation of SRNS, the CN shall send a RELOCATION COMMAND message to the source RNC and the CN shall start the timer TRELOCcomplete.

If the Target RNC To Source RNC Transparent Container IE or the L3 information IE or the Target BSS to Source BSS Transparent Container IE is received by the CN from the relocation target, it shall be included in the RELOCATION COMMAND message.

The RELOCATION COMMAND message may also contain the Inter-System Information Transparent Container IE.

If the Target BSS to Source BSS Transparent Container IE is received in the RELOCATION COMMAND message, only the value part of the UE related containers received shall be sent to the UE.

For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION COMMAND message shall contain at least one pair of Iu transport address and Iu transport association to be used for the forwarding of the DL N-PDU duplicates towards the relocation target. If more than one pair of Iu transport address and Iu transport association is included, the source RNC shall select one of the pairs to be used for the forwarding of the DL N-PDU duplicates towards the relocation target. Upon reception of the RELOCATION COMMAND message from the PS domain, the source RNC shall start the timer TDATAfwd.
The Relocation Preparation procedure is terminated in the CN by transmission of the RELOCATION COMMAND message.

If the target system (including target CN) does not support all existing RABs, the RELOCATION COMMAND message shall contain a list of RABs indicating all the RABs that are not supported by the target system. This list may include information on RABs from the PS domain not existing in the source RNC which shall be ignored by the source RNC. This list is contained in the RABs to Be Released IE. The source RNC shall use this list to avoid transferring associated contexts where applicable and may use this list e.g. to decide if to cancel the relocation or not. The resources associated with not supported RABs shall not be released until the relocation is completed. This is in order to make a return to the old configuration possible in case of a failed or cancelled relocation.

Upon reception of the RELOCATION COMMAND message the source RNC shall stop the timer TRELOCprep,  start the timer TRELOCOverall and  terminate the Relocation Preparation procedure.  The source RNC is then defined to have a Prepared Relocation for that Iu signalling connection.

When the Relocation Preparation procedure is successfully terminated and when the source RNC is ready, the source RNC should trigger the execution of relocation of SRNS.

Interactions with other procedures:

If, after a RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated, the source RNC receives a RANAP message initiating another connection oriented RANAP class 1 or class 3 procedure (except IU RELEASE COMMAND message, which shall be handled normally) via the same Iu signalling connection, the source RNC shall either:

1.
cancel the Relocation Preparation procedure i.e. execute the Relocation Cancel procedure with an appropriate value for the Cause IE, e.g. "Interaction with other procedure", and after successful completion of the Relocation Cancel procedure, the source RNC shall continue the initiated RANAP procedure;

or

2.
terminate the initiated RANAP procedure without any changes in UTRAN by sending the appropriate response message with the cause value “Relocation Triggered” to the CN. The source RNC shall then continue the relocation of SRNS.

If during the Relocation Preparation procedure the source RNC receives a DIRECT TRANSFER message it shall be handled normally up to the anticipated limit according to section 14.12.4.2 [10].

If during the Relocation Preparation procedure the source RNC receives connection oriented RANAP class 2 messages (with the exception of DIRECT TRANSFER message) it shall decide to either execute the procedure immediately or suspend it. In case the relocation is cancelled, the RNC shall resume any suspended procedures (if any).

After the Relocation Preparation procedure is successfully terminated, all RANAP messages (except IU RELEASE COMMAND message, which shall be handled normally) received via the same Iu signalling bearer shall be ignored by the source RNC.

8.6.2.1
Successful Operation for GERAN Iu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Preparation procedure as intra-system relocation from RANAP point of view.

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in Iu mode the following shall apply in addition for the successful operation of the Relocation Preparation procedure:

-
In case of a Relocation to GERAN Iu-mode (only for CS), the RNC shall include, if available, the GERAN Classmark IE within the RELOCATION REQUIRED message in those cases where the transmission of the GERAN Classmark IE is required, as defined in [27].

8.6.3
Unsuccessful Operation
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Figure 6: Relocation Preparation procedure. Unsuccessful operation.

If the CN or target system is not able to even partially accept the relocation of SRNS, or a failure occurs during the Relocation Preparation procedure in the CN, or the CN decides not to continue the relocation of SRNS, the CN shall send a RELOCATION PREPARATION FAILURE message to the source RNC.

The RELOCATION PREPARATION FAILURE message shall contain the appropriate value for the Cause IE, e.g. "TRELOCalloc expiry", "Relocation Failure in Target CN/RNC or Target System", "Relocation not supported in Target RNC or Target System", "Relocation Target not allowed", "No Radio Resources Available in Target Cell" or "Traffic Load In The Target Cell Higher Than In The Source Cell".

Transmission of the RELOCATION PREPARATION FAILURE message terminates the procedure in the CN. Reception of the RELOCATION PREPARATION FAILURE message terminates the procedure in UTRAN.

When the Relocation Preparation procedure is unsuccessfully terminated, the existing Iu signalling connection can be used normally.

If the Relocation Preparation procedure is unsuccessfully terminated, the CN shall release the possibly existing Iu signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC by initiating the Iu Release procedure towards the target RNC with an appropriate value for the Cause IE, e.g. "Relocation Cancelled".

The RELOCATION PREPARATION FAILURE message may contain the Inter-System Information Transparent Container IE.

Interactions with Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer TRELOCprep expires in the source RNC, the source RNC shall cancel the Relocation Preparation procedure by initiating the Relocation Cancel procedure with the appropriate value for the Cause IE, e.g.  "TRELOCprep expiry".

8.6.4
Abnormal Conditions

If the target RNC indicated in the RELOCATION REQUIRED message is not known to the CN:

1.
The CN shall reject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message to the source RNC with Cause IE set to "Unknown target RNC".

2.
The CN shall continue to use the existing Iu connection towards the source RNC.

NOTE: 
In case two CN domains are involved in the SRNS Relocation Preparation procedure and the Source RNC receives the Target RNC to Source RNC Transparent Container IE via two CN domains, it may check whether the content of the two Target RNC to Source RNC Transparent Container IE is the same. In case the Source RNC receives two different Target RNC to Source RNC Transparent Container IEs, the RNC behaviour is left implementation-specific.

NOTE: 
In case two CN domains are involved in the SRNS Relocation Preparation procedure due to the inter-system handover towards the GSM CS domain and GSM PS domain in parallel and the Source RNC receives the L3 Information IE from CS domain and the Target BSS to Source BSS Transparent Container IE from PS domain, it may check whether the content of the L3 Information IE and the content of the Target BSS to Source BSS Transparent Container IE is the same. In case the Source RNC receives two IEs with different contents, the RNC behaviour is left implementation-specific.

8.6.5
Co-ordination of Two Iu Signalling Connections

If the RNC decides to initiate the Relocation Preparation procedure for a UTRAN to UTRAN relocation, the RNC shall initiate simultaneously a Relocation Preparation procedure on all Iu signalling connections existing for the UE. The source RNC shall also include the same Source RNC to Target RNC Transparent Container IE, Relocation Type IE, Source ID IE and Cause IE in the RELOCATION REQUIRED message towards the two domains.

For intersystem handover to GSM, the Relocation Preparation procedure shall be initiated either only towards the circuit-switched CN or only towards the packet-switched CN, if the inter-system handover towards the GSM CS domain and GSM PS domain in parallel is not supported. Otherwise the Relocation Preparation procedure shall be simultaneously initiated towards both the circuit-switched CN and the packet-swithched CN.

The source RNC shall not trigger the execution of relocation of SRNS unless it has received a RELOCATION COMMAND message from all Iu signalling connections for which the Relocation Preparation procedure has been initiated.

If the source RNC receives a RELOCATION PREPARATION FAILURE message from the CN, the RNC shall initiate the Relocation Cancel procedure on the other Iu signalling connection for the UE if the other Iu signalling connection exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that Iu signalling connection.

#Partially Omitted
8.22
Initial UE Message

8.22.1
General

The purpose of the Initial UE Message procedure is to establish an Iu signalling connection between a CN domain and the RNC and to transfer the initial NAS-PDU to the CN node as determined by the NAS Node Selection Function - if this function is active, or otherwise to the default CN node- or by the Rerouting Function (see [2]) in case of MOCN configuration. The procedure uses connection oriented signalling.

8.22.2
Successful Operation
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Figure 24: Initial UE Message procedure. Successful operation.

When the RNC has received from radio interface a NAS message (see [8]) to be forwarded to a CN domain to which no Iu signalling connection for the UE exists, the RNC shall initiate the Initial UE Message procedure and send the INITIAL UE MESSAGE message to the CN. If NNSF is active, the selection of the CN node is made according to [26].

In addition to the received NAS-PDU, the RNC shall add the following information to the INITIAL UE MESSAGE message:

-
CN domain indicator, indicating the CN domain towards which this message is sent.

-
For CS domain, the LAI which is the last LAI indicated to the UE by the UTRAN via the current RRC connection, or if the UTRAN has not yet indicated any LAI to the UE via the current RRC connection, then the LAI of the cell via which the current RRC connection was established.

-
For PS domain, the LAI+RAC which are the last LAI+RAC indicated to the UE by UTRAN via the current RRC connection, or if the UTRAN has not yet indicated any LAI+RAC to the UE via the current RRC connection, then the LAI+RAC of the cell via which the current RRC connection was established.

· Service Area corresponding to at least one of the cells from which the UE is consuming radio resources.

-
Iu signalling connection identifier.
-
Global RNC identifier. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the  Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
-
Selected PLMN Identity, if received from radio interface by a network sharing supporting UE in shared networks.

-
Redirect Attempt Flag, in MOCN configuration for a network sharing non supporting UE in order to indicate that the CN should respond with a Redirection Indication IE or a Redirection Completed IE.

The Iu Signalling Connection Identifier IE contains an Iu signalling connection identifier which is allocated by the RNC. The value for the Iu Signalling Connection Identifier IE shall be allocated so as to uniquely identify an Iu signalling connection for the RNC. The CN should store and remember this identifier for the duration of the Iu connection.

Whereas several processing entities within the CN (e.g. charging, interception, etc.) may make use of the location information given in the SAI IE and the LAI (and RAC for PS domain) IE, the mobility management within the CN shall rely on the information given within the LAI IE (respectively LAI and RAC IEs for PS domain) only.

Interaction with Direct Transfer procedure

In MOCN configuration, if the RNC receives the Redirection Indication IE in the DIRECT TRANSFER message from a CN node which is not the last attempted, it shall initiate the Initial UE Message procedure towards another CN operator when possible (or possibly to the same CN in case when CS/PS coordination is required), with the following additional information in the INITIAL UE MESSAGE message:

-
NAS Sequence Number IE, if received from previously attempted CN operator;
-
Permanent NAS UE Identity IE, if received from one of previously attempted CN operators.

8.22.2.1
Successful Operation for GERAN Iu-mode

For GERAN Iu-mode, the following shall apply in addition for the successful operation of the Initial UE Message procedure:

-
In case of establishment of a signalling connection towards the CS domain in GERAN Iu-mode, the INITIAL UE MESSAGE message shall contain the GERAN Classmark IE in order to provide the CN with GERAN-specific information (see [27]).

#Partially Omitted
8.25
Overload Control

8.25.1
General

This procedure is defined to give some degree of signalling flow control. At the UTRAN side, "Processor Overload" and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN side, "Processor Overload" is catered for. The procedure uses connectionless signalling.

The philosophy used is to stem the traffic at source with known effect on the service. The algorithm used is:

At the CN side:

-
If TigOC is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOC and TinTC should be started.

-
During TigOC all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTC expires, the traffic should be increased by one step and TinTC should be re-started unless the number of steps by which the traffic is reduced is back to zero.

At the UTRAN side:

-
If TigOR is not running and an OVERLOAD message or "Signalling Point Congested" information is received, the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of steps to reduce the traffic within the Number of Steps IE. At the same time, timers TigOR and TinTR should be started.

-
During TigOR all received OVERLOAD messages or "Signalling Point Congested" information should be ignored.

-
This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the last step.

-
If TinTR expires, the traffic should be increased by one step and TinTR should be re-started unless the number of steps by which the traffic is reduced is back to zero.

The number of steps and the method for reducing the load are implementation-specific.

There may be other traffic control mechanisms from O&M activities occurring simultaneously.

8.25.2
Philosophy
Void.

8.25.3
Successful Operation

8.25.3.1
Overload at the CN
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Figure 27: Overload at the CN. Successful operation.

The CN should indicate to the RNC that it is in a congested state by sending an OVERLOAD message. The CN Domain Indicator IE may be included, if the CN can determine the domain suffering from the signalling traffic overload. A specific CN node shall send this message only towards those RNCs from which it can receive the INITIAL UE MESSAGE message.

Reception of the message by the UTRAN should cause reduction of signalling traffic towards the CN. If the CN Domain Indicator IE is included in the OVERLOAD message, and the Global CN-ID IE is not, the RNC should apply signalling traffic reduction mechanisms towards the indicated domain.

If the NNSF is active, the CN shall include the Global CN-ID IE within the OVERLOAD message, and the RNC should apply signalling traffic reduction mechanisms towards the indicated CN node only.

8.25.3.2
Overload at the UTRAN
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Figure 28: Overload at the UTRAN. Successful operation.

If the UTRAN is not capable of sending signalling messages to UEs due to overloaded resources, the UTRAN should send an OVERLOAD message to the CN. The RNC shall include the Global RNC-ID IE in this message. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE. The message shall be sent only towards those CN nodes towards which theRNC can send the INITIAL UE MESSAGE message.

8.25.4
Abnormal Conditions 

Not applicable.

8.26
Reset

8.26.1
General

The purpose of the Reset procedure is to initialise the UTRAN in the event of a failure in the CN or vice versa. The procedure uses connectionless signalling.

8.26.2
Successful Operation

8.26.2.1
Reset Procedure Initiated from the CN
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Figure 29: Reset procedure initiated from the CN. Successful operation.

In the event of a failure at the CN, which has resulted in the loss of transaction reference information, a RESET message shall be sent to the RNC. When a CN node sends this message towards an RNC for which it is not the default CN node, the Global CN-ID IE shall be included. This message is used by the UTRAN to release affected Radio Access Bearers and to erase all affected references for the specific CN node that sent the RESET message, i.e. the CN node indicated by the Global CN-ID IE or, if this IE is not included, the default CN node for the indicated CN domain.

After a guard period of  TRatC seconds a RESET ACKNOWLEDGE message shall be returned to the CN, indicating that all references at the UTRAN have been cleared. The RNC does not need to wait for the release of UTRAN radio resources or for the transport network layer signalling to be completed before returning the RESET ACKNOWLEDGE message.

The RNC shall include the Global RNC-ID IE in the RESET ACKNOWLEDGE message. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE. The Global RNC-ID IE and the Extended RNC-ID IE shall not be included in the RESET message.

Interactions with other procedures:
In case of interactions with other procedures, the Reset procedure shall always override all other procedures.

8.26.2.2
Reset Procedure Initiated from the UTRAN
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Figure 30: Reset procedure initiated from the UTRAN. Successful operation.

In the event of a failure at the UTRAN which has resulted in the loss of transaction reference information, a RESET message shall be sent to all CN nodes towards which the RNC has Iu signalling connections established. This message is used by the CN to release affected Radio Access Bearers and to erase all affected references for the sending RNC.

The RNC shall include the Global RNC-ID IE in the RESET message. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
After a guard period of TRatR seconds a RESET ACKNOWLEDGE message shall be returned to the UTRAN indicating that all references have been cleared.

When a RESET ACKNOWLEDGE message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.

Interactions with other procedures:

In case of interactions with other procedures, the Reset procedure shall always override all other procedures.

8.26.3
Abnormal Conditions

8.26.3.1
Abnormal Condition at the CN

If the CN sends a RESET message to the RNC and receives no RESET ACKNOWLEDGE message within a period TRafR then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum of "n" times where n is an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g. the maintenance system be informed.

8.26.3.2
Abnormal Condition at the UTRAN

If the RNC sends a RESET message to the CN and receives no RESET ACKNOWLEDGE message within a period  TRafC then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum of "n" times where n is an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g. the maintenance system be informed.

8.26.3.3
Crossing of Reset Messages

When an entity that has sent a RESET message and is waiting for a RESET ACKNOWLEDGE message, instead receives a RESET message from the peer entity, it shall stop timer TRafC or TRafR and send a RESET ACKNOWLEDGE message to the peer entity.
8.27
Error Indication

8.27.1
General

The Error Indication procedure is initiated by a node to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising dedicated signalling, then the Error Indication procedure uses connection oriented signalling. Otherwise the procedure uses connectionless signalling.

8.27.2
Successful Operation
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Figure 31: Error Indication procedure, CN originated. Successful operation.
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Figure 32: Error Indication procedure, RNC originated. Successful operation.

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure is initiated by an ERROR INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics IE.

Examples for possible cause values for protocol error indications are:

-
"Transfer Syntax Error"

-
"Semantic Error"

-
"Message not compatible with receiver state".

If the ERROR INDICATION message is sent connectionless, the CN Domain Indicator IE shall be present.

If the ERROR INDICATION message is sent connectionless towards the CN, the Global RNC-ID IE shall be present. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
When an ERROR INDICATION message is sent connectionless from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.

8.27.3
Abnormal Conditions 

Not applicable.

8.28
CN Deactivate Trace

8.28.1
General

The purpose of the CN Deactivate Trace procedure is to inform the RNC to stop the trace session, initiated by a signalling based activation, for the indicated trace reference and related to the UE the Iu connection is used for. The procedure uses connection oriented signalling.

8.28.2
Successful Operation
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Figure 33: CN Deactivate Trace procedure. Successful operation.

The CN invokes the CN Deactivate Trace procedure by sending a CN DEACTIVATE TRACE message to the UTRAN.

The CN DEACTIVATE TRACE message shall contain the Trace Reference IE. The RNC shall stop the trace session for the indicated  trace reference in the Trace Reference IE. In case of simultaneous CS/PS connections, the trace session for the indicated trace reference shall be closed upon reception of the CN DEACTIVATE TRACE message from any of the CN domain, whether it was the one which initiated trace session activation or not.

8.28.2.1
Successful Operation for GERAN Iu mode

The CN DEACTIVATE TRACE message shall contain the Trace Reference IE and may contain the Trigger ID IE. The Trace Reference IE and, if present, the Trigger ID IE are used to indicate which trace shall be stopped.

8.28.3
Abnormal Conditions

If the RNC receives a CN DEACTIVATE TRACE message with an unknown trace reference, the RNC shall take no action.

8.29
Reset Resource

8.29.1
General

The purpose of the Reset Resource procedure is to initialise part of the UTRAN in the event of an abnormal failure in the CN or vice versa (e.g. Signalling Transport processor reset). The procedure uses connectionless signalling.

8.29.1.1
Reset Resource procedure initiated from the RNC
Void

8.29.1.2
Reset Resource procedure initiated from the CN
Void.

8.29.2
Successful Operation

8.29.2.1
Reset Resource procedure initiated from the RNC
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Figure 34: RNC initiated Reset Resource procedure. Successful operation.

The RNC initiates the procedure by sending a RESET RESOURCE message to the CN.

The RESET RESOURCE message shall include the CN Domain Indicator IE, the Global RNC-ID IE, the Cause IE with the appropriate cause value (e.g. "Signalling Transport Resource Failure") and a list containing Iu Signalling Connection Identifier IEs. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
On reception of this message the CN shall release locally the resources and references (i.e. resources and Iu signalling connection identifiers) associated to the Iu signalling connection identifiers indicated in the received message. The CN shall always return the RESET RESOURCE ACKNOWLEDGE message to the RNC when all Iu-related resources and references have been released and shall include the CN Domain Indicator IE and a list of Iu Signalling Connection Identifier IEs. The list of Iu Signalling Connection Identifier IEs within the RESET RESOURCE ACKNOWLEDGE message shall be in the same order as received in the RESET RESOURCE message. Unknown signalling connection identifiers shall be reported as released.
When a RESET RESOURCE ACKNOWLEDGE message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.
Both the CN and the RNC shall provide means to prevent the immediate re-assignment of released Iu signalling connection identifiers to minimise the risk that the Reset Resource procedure releases the same Iu signalling connection identifiers re-assigned to new Iu connections.

8.29.2.2
Reset Resource procedure initiated from the CN
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Figure 35: CN initiated Reset Resource procedure. Successful operation.

The CN initiates the procedure by sending a RESET RESOURCE message to the RNC. 

The RESET RESOURCE message shall include the CN Domain Indicator IE, the Cause IE with the appropriate cause value (e.g. "Signalling Transport Resource Failure") and a list containing Iu Signalling Connection Identifier IEs.

When a RESET RESOURCE message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node, the Global CN-ID IE shall be included.

On reception of this message the RNC shall release locally the resources and references (i.e. radio resources and Iu signalling connection identifiers) associated to the specific CN node and Iu signalling connection identifiers indicated in the received message. The Global RNC-ID IE and the Extended RNC-ID IE shall not be included in the RESET RESOURCE message. If no Global CN-ID IE is included in the RESET RESOURCE message to indicate the sending CN node, the default CN node for the indicated CN domain shall be considered as sender. The RNC shall always return the RESET RESOURCE ACKNOWLEDGE message to the CN when all Iu-related resources and references have been released and shall include the CN Domain Indicator IE, a list of Iu Signalling Connection Identifier IEs and the Global RNC-ID IE. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE. The list of Iu Signalling Connection Identifier IEs within the RESET RESOURCE ACKNOWLEDGE message shall be in the same order as received in the RESET RESOURCE message. Unknown signalling connection identifiers shall be reported as released.

Both the RNC and the CN shall provide means to prevent the immediate re-assignment of released Iu signalling connection identifiers to minimise the risk that the Reset Resource procedure releases the same Iu signalling connection identifiers re-assigned to new Iu connections.
#Partially Omitted
8.32
Information Transfer

8.32.1
General

The purpose of the Information Transfer procedure is to transfer information from the CN to the RNC.

This procedure uses connectionless signalling.

8.32.2
Successful Operation


[image: image13.wmf] 

RNC

 

INFORMATION TRANSFER 

INDICATION

 

CN

 

INFORMATION TRANSFER 

CONFIRMATION

 


Figure 39: Information Transfer procedure. Successful operation.

The CN initiates the procedure by sending an INFORMATION TRANSFER INDICATION message to the RNC. 

NOTE: 
The CN should initiate the Information Transfer procedure, if information is available, at least after the CN or the RNC has performed the Reset procedure or whenever the respective information has changed in the CN.

Upon reception of the INFORMATION TRANSFER INDICATION message, the RNC shall store the received information and use it according to its purpose.

The INFORMATION TRANSFER INDICATION message shall contain the following IEs:

-
Information Transfer ID
-
Provided Data

-
CN Domain Indicator.

When a CN node sends this message towards an RNC for which it is not the default CN node, the Global CN-ID IE shall be included. 

If the RNC is able to process the information contained in the Provided Data IE, it shall respond with the INFORMATION TRANSFER CONFIRMATION message provided with the same Information Transfer ID IE as the one received in the INFORMATION TRANSFER INDICATION message.

The RNC shall include the Global RNC-ID IE and the CN Domain Indicator IE in the INFORMATION TRANSFER CONFIRMATION message. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
If the Provided Data IE contains the Shared Network Information IE, the RNC shall replace existing Shared Network Information provided in a previous Information Transfer procedure by the newly provided Shared Network Information.

8.32.3
Unsuccessful Operation
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Figure 40: Information Transfer procedure. Unsuccessful operation.

If the RNC is not able to process the information contained in the Provided Data IE the RNC shall regard the Information Transfer procedure as failed and send the INFORMATION TRANSFER FAILURE message to the CN. The message shall include the same value of the Information Transfer ID IE as received in the INFORMATION TRANSFER INDICATION message and set the Cause IE to an appropriate value.

The RNC shall include the Global RNC-ID IE and the CN Domain Indicator IE in the INFORMATION TRANSFER FAILURE message. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
8.32.4
Abnormal Conditions

None.

8.33
UE Specific Information  

8.33.1
General

The purpose of the UE Specific Information procedure is to transfer from the CN to the RNC data related to a particular UE and a particular communication.

The procedure uses connection oriented signalling.

8.33.2
Successful Operation
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Figure 41: UE Specific Information procedure. Successful operation.

The UE SPECIFIC INFORMATION INDICATION message may include the UESBI-Iu IE.

The RNC shall, if supported, use the UESBI-Iu IE when received in the UE SPECIFIC INFORMATION INDICATION message.
8.34
Direct Information Transfer

8.34.1
General

The purpose of the Direct Information Transfer procedure is to transfer some information from the RNC to the CN or vice versa in unacknowledged mode.

This procedure uses connectionless signalling.

8.34.2
Successful Operation

8.34.2.1
Direct Information Transfer initiated from the RNC
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Figure 42: Information Request procedure. Successful operation.

The procedure is initiated with a DIRECT INFORMATION TRANSFER message sent from the RNC to the CN. 

The DIRECT INFORMATION TRANSFER message shall include the following IEs:

- 
Inter-system Information Transfer Type,

-
Global RNC-ID. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE,

-
CN Domain Indicator,
The Inter-system Information Transfer Type IE indicates the nature of the transferred information.

When the transferred information is of RIM nature, the RIM Information IE within the RIM Transfer IE shall contain a BSSGP RIM PDU. The final RAN destination node where the RIM information needs to be routed by the CN shall be indicated in the RIM Routing Address IE within the RIM Transfer IE and shall include the identity of a GSM cell to identify a target BSS. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the target RNC in RIM Routing Address IE and the CN should use the Extended RNC-ID IE for the RNC ID of the target RNC and should ignore the RNC-ID IE.
8.34.2.1.1
Successful Operation for GERAN Iu mode

In the case of a Direct Information Transfer procedure initiated from GERAN Iu mode BSC, the final RAN destination node where the RIM information needs to be routed by the CN shall be indicated in the RIM Routing Address IE within the RIM Transfer IE and may include the identity of either a GSM cell to identify a target BSS or the Target RNC-ID IE including the RAC IE to identify a target RNC.

8.34.2.2
Direct Information Transfer initiated from the CN
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Figure 43: Information Request procedure. Successful operation.

The procedure is initiated with a DIRECT INFORMATION TRANSFER message sent from the CN to the RNC. 

The DIRECT INFORMATION TRANSFER message shall include the following IEs:

- 
Inter-system Information Transfer Type,

-
CN Domain Indicator,
The DIRECT INFORMATION TRANSFER message may include the following IEs:

-
Global CN-ID.
The Global CN-ID IE shall be included only when the CN node sending the message is not the default CN node of the RNC.

The Inter-system Information Transfer Type IE indicates the nature of the transferred information.

When the transferred information is of RIM nature, the RIM Information IE within the RIM Transfer IE shall contain a BSSGP RIM PDU. The RIM Routing Address IE shall not be present since the RNC is the final destination node.

8.34.3
Abnormal Conditions

Not applicable.

8.35
Uplink Information Exchange
8.35.1
General

The purpose of the Uplink Information Exchange procedure is to transfer or request some information to the CN.

This procedure uses connectionless signalling.

8.35.2
Successful Operation
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Figure 44: Uplink Information Exchange procedure. Successful operation.

The procedure is initiated with an UPLINK INFORMATION EXCHANGE REQUEST message sent from the RNC to the CN. 

The UPLINK INFORMATION EXCHANGE REQUEST message shall contain the following IEs:

-
Information Exchange ID

- 
Information Exchange Type

-
CN Domain Indicator
-
Global RNC-ID. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE
The Information Exchange Type IE indicates whether the RNC asks the CN to either transfer or request specific information. If the Information Exchange Type IE is set to the value "transfer", the RNC shall also include in the UPLINK INFORMATION EXCHANGE REQUEST message the Information Transfer Type IE which indicates the nature of the information transferred.

If the Information Exchange Type IE is set to the value "request", the RNC shall also include in the UPLINK INFORMATION EXCHANGE REQUEST message the Information Request Type IE which indicates the nature of the information requested.

When the transferred information in the Information Transfer Type IE relates to a Trace Session in the RNC, the Trace Activation Indicator IE indicates whether the Trace Session identified by the Trace Reference IE is activated or deactivated in the RNC. In case the Trace Session is activated, the Equipments To Be Traced IE gives the Equipment Identity of the UEs that the RNC has to trace.

When the requested information in the Information Request Type IE relates to the Multicast Service list for a given UE identified by its Permanent NAS UE Identity in the Information Request Type IE, this requested information, i.e. the list of Multicast Services the UE has joined, shall be included in the Information Requested IE in the UPLINK INFORMATION EXCHANGE RESPONSE message.

When the requested information in the Information Request Type IE relates to the IP Multicast Address and APN for one or several MBMS bearer service identified by their respective TMGIs in the Information Request Type IE, this requested information, i.e. IP Multicast Address and APN, shall be included in the Information Requested IE in the UPLINK INFORMATION EXCHANGE RESPONSE message.

If the CN node is capable of processing the request or the transfer, the RNC shall be informed by the UPLINK INFORMATION EXCHANGE RESPONSE message. The UPLINK INFORMATION EXCHANGE RESPONSE message shall contain the Information Exchange ID IE and the CN Domain Indicator IE. If the RNC has not sent the UPLINK INFORMATION EXCHANGE REQUEST message to the default CN node, the UPLINK INFORMATION EXCHANGE RESPONSE message shall also include the Global CN-ID IE.

Upon reception of the UPLINK INFORMATION EXCHANGE RESPONSE message including the IP Multicast Address and APN list  in the Information Requested IE, the RNC shall store this information in the relevant MBMS Service Contexts.

Upon reception of the UPLINK INFORMATION EXCHANGE RESPONSE message including the Multicast Service list in the Information Requested IE, the RNC shall perform, for each TMGI received, the corresponding UE linking as described in [42].

8.35.3
Unsuccessful Operation
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Figure 45: Uplink Information Exchange procedure. Unsuccessful operation.

If the CN node is not capable of correctly processing the request or the transfer, the RNC shall be informed by the UPLINK INFORMATION EXCHANGE FAILURE message. The UPLINK INFORMATION EXCHANGE FAILURE message shall contain the Information Exchange ID IE and the CN Domain Indicator IE. If the RNC has not sent the UPLINK INFORMATION EXCHANGE REQUEST message to the default CN node, the UPLINK INFORMATION EXCHANGE FAILURE message shall include the Global CN-ID IE. 
The UPLINK INFORMATION EXCHANGE FAILURE message shall inform the RNC about the reason for unsuccessful operation with an appropriate cause value e.g. " MBMS - No Multicast Service For This UE", "MBMS - Unknown UE ID".

8.35.4
Abnormal Conditions

Not Applicable.

#Partially Omitted
8.40
MBMS Registration

8.40.1
General

The purpose of the MBMS Registration procedure is to request the CN (PS domain) to register or de-register the RNC for a certain Multicast Service.

The procedure uses connectionless signalling, unless the procedure is used to request CN to de-register the RNC for a Multicast Service which has an existing Iu signalling connection towards the RNC i.e. during a MBMS Session. In this last case, the procedure uses connection oriented signalling.
8.40.2
Successful Operation
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Figure 52: MBMS Registration procedure. Successful operation.

The RNC initiates the procedure by sending a MBMS REGISTRATION REQUEST message.

The MBMS REGISTRATION REQUEST message shall contain the following IEs:

-
MBMS Registration Request type;

-
TMGI;

-
The associated IP Multicast Address and the APN corresponding to the MBMS Bearer Service identified by the TMGI, only in the case the MBMS Registration Request type IE is set to “register”; 

-
Global RNC-ID, if connectionless signalling. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
If the CN node is capable of processing the request, the RNC shall be informed by the MBMS REGISTRATION RESPONSE message.

In case of connectionless signalling the MBMS REGISTRATION RESPONSE message shall contain the same TMGI as received in the MBMS REGISTRATION REQUEST message.

If the RNC has not sent the MBMS REGISTRATION REQUEST message with the MBMS Registration Request Type IE set to “register”, to the default CN node, the MBMS REGISTRATION RESPONSE message shall also include the Global CN-ID IE.

Upon reception of the MBMS REGISTRATION RESPONSE message as a response to a connectionless MBMS REGISTRATION REQUEST message with the MBMS Registration Request Type IE set to “deregister”, the RNC shall remove all associated MBMS resources and context(s) corresponding to the MBMS Bearer Service identified by the TMGI included in the MBMS REGISTRATION REQUEST message.

Upon reception of the MBMS REGISTRATION RESPONSE message as a response to a connection oriented MBMS REGISTRATION REQUEST message with the MBMS Registration Request Type IE set to “deregister”, the RNC shall release the MBMS Iu signalling connection and the RAB, if any, identified by the TMGI included in the MBMS REGISTRATION REQUEST message.

Transmission and reception of a MBMS REGISTRATION RESPONSE message terminate the procedure in the CN and in the UTRAN respectively.

8.40.3
Unsuccessful Operation
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Figure 53: MBMS Registration procedure. Unsuccessful operation.

If the CN node is not capable of correctly processing the request, the RNC shall be informed by the MBMS REGISTRATION FAILURE message.

In case of connectionless signalling, the MBMS REGISTRATION FAILURE message shall contain the same TMGI as received in the MBMS REGISTRATION REQUEST message.

The MBMS REGISTRATION FAILURE message shall inform the RNC about the reason for unsuccessful operation thank to appropriate cause value e.g. "TMGI Unknown", "IP Multicast Address And APN Not Valid", "MBMS De-Registration Rejected Due To Implicit Registration", "MBMS - Request Superseded", "MBMS De-Registration During Session Not Allowed".

In case of connectionless signalling, if the RNC has not sent the MBMS REGISTRATION REQUEST message with the MBMS Registration Request Type IE set to “register”, to the default CN node, the MBMS REGISTRATION FAILURE message shall also include the Global CN-ID IE.

Transmission and reception of a MBMS REGISTRATION FAILURE message terminate the procedure in the CN and in the UTRAN respectively.

8.40.4
Abnormal Conditions

Not applicable.

8.41
MBMS CN De-Registration

8.41.1
General

The purpose of the MBMS CN De-Registration procedure is to make the RNC aware that a certain Multicast Service is no longer available. The MBMS CN De-Registration procedure is triggered by the CN (PS domain).

The procedure uses connectionless signalling.

8.41.2
Successful Operation
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Figure 54: MBMS CN De-Registration procedure. Successful operation.

The CN initiates the procedure by sending a MBMS CN DE-REGISTRATION REQUEST message.

The MBMS CN DE-REGISTRATION REQUEST message shall contain the following IEs:

-
TMGI;

-
Global CN-ID IE, only when the MBMS CN DE-REGISTRATION REQUEST message is sent from a CN node towards an RNC for which the sending CN node is not the default CN node.

If the Global CN-ID IE is not included, the MBMS CN DE-REGISTRATION REQUEST message shall be considered as coming from the default CN node.

Upon reception of the MBMS CN DE-REGISTRATION REQUEST message, the RNC shall remove all associated MBMS context(s) and resources corresponding to the MBMS Bearer Service identified by the indicated TMGI and shall report it to the CN by sending the MBMS CN DE-REGISTRATION RESPONSE message.

Upon reception of the MBMS CN DE-REGISTRATION REQUEST message, if no existing MBMS Bearer Service can be identified by the indicated TMGI in the RNC, it shall consider this MBMS CN De-Registration procedure unsuccessful and shall report it to the CN by sending the MBMS CN DE-REGISTRATION RESPONSE message with the appropriate cause value e.g. "TMGI unknown".
The MBMS CN DE-REGISTRATION RESPONSE message shall contain the Global RNC-ID IE and the same TMGI as received in the MBMS CN DE-REGISTRATION REQUEST message. In case the RNC is configured to use the extended RNC-ID, the RNC shall include the Extended RNC-ID IE of the RNC and the CN should use the Extended RNC-ID IE for RNC ID of the RNC and should ignore the RNC-ID IE in Global RNC-ID IE.
Transmission and reception of a MBMS CN DE-REGISTRATION RESPONSE message terminate the procedure in the UTRAN and in the CN respectively.

8.41.3
Unsuccessful Operation

The unsuccessful operation for this Class 1 Elementary procedure is described under the Successful Operation chapter.

8.41.4
Abnormal Conditions

If NNSF is active, the RNC may receive from several CN nodes for a certain MBMS Bearer Service the MBMS CN DE-REGISTRATION REQUEST message. In this case the RNC will only proceed with the first MBMS CN DE-REGISTRATION REQUEST message received and will inform the respective CN nodes accordingly i.e. with MBMS CN DE-REGISTRATION RESPONSE message and cause value "TMGI unknown" to all the CN nodes except the one towards which the RNC confirmed the successful the MBMS CN De-Registration procedure with MBMS CN DE-REGISTRATION RESPONSE message including no cause value.

#Partially Omitted
9.1.33
INITIAL UE MESSAGE

This message is sent by the RNC to transfer the radio interface initial layer 3 message to the CN.

Direction: RNC ( CN.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	ignore

	LAI
	M
	
	9.2.3.6
	
	YES
	ignore

	RAC
	C - ifPS
	
	9.2.3.7
	
	YES
	ignore

	SAI
	M
	
	9.2.3.9
	
	YES
	ignore

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	Iu Signalling Connection Identifier
	M
	
	9.2.1.38
	
	YES
	ignore

	Global RNC-ID
	M
	
	9.2.1.39
	
	YES
	ignore

	GERAN Classmark
	O
	
	9.2.1.57
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	9.2.3.33
	
	YES
	ignore

	NAS Sequence Number
	O
	
	9.2.3.34
	
	YES
	ignore

	Permanent NAS UE Identity
	O
	
	9.2.3.1
	
	YES
	ignore

	Redirect Attempt Flag
	O
	
	9.2.3.50
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


	Condition
	Explanation

	ifPS
	This IE shall be present if the CN Domain Indicator IE is set to “PS domain”.


9.1.38
OVERLOAD
This message is sent by either the CN or the RNC to indicate that the control plane of the node is overloaded.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Number Of Steps
	O
	
	9.2.1.32
	
	YES
	ignore

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	ignore

	CN Domain Indicator
	O
	
	9.2.1.5
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.39
RESET

This message is sent by both the CN and the RNC and is used to request that the other node be reset.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	Ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	Ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.40
RESET ACKNOWLEDGE

This message is sent by both the CN and the RNC as a response to a RESET message.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.41
ERROR INDICATION

This message is sent by both the CN and the RNC and is used to indicate that some error has been detected in the node.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connection oriented or connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	Cause
	O
	
	9.2.1.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	CN Domain Indicator
	O
	
	9.2.1.5
	
	YES
	ignore

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.44
RESET RESOURCE

This message is sent by either the CN or the RNC. The sending entity informs the receiving entity that it requests the receiving entity to release resources and references associated to the Iu signalling connection identifiers of the message.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	Reset Resource List
	M
	
	
	
	YES
	ignore

	>Reset Resource Item IEs
	
	1 to <maxnoofIuSigConIds>
	
	
	EACH
	reject

	>>Iu Signalling Connection Identifier
	M
	
	9.2.1.38
	
	-
	

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


	Range bound
	Explanation

	maxnoofIuSigConIds
	Maximum no. of Iu signalling connection identifiers. Value is 250.



9.1.45
RESET RESOURCE ACKNOWLEDGE

This message is sent by either the CN or the RNC to inform the RNC or the CN that the RESET RESOURCE message has been received.

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Reset Resource List
	M
	
	
	
	YES
	ignore

	>Reset Resource Item IEs
	
	1 to <maxnoofIuSigConIds>
	
	This list shall be in the same order as the list received in the RESET RESOURCE message.
	EACH
	reject

	>>Iu Signalling Connection Identifier
	M
	
	9.2.1.38
	
	-
	

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


	Range bound
	Explanation

	maxnoofIuSigConIds
	Maximum no. of Iu signalling connection identifiers. Value is 250.


9.1.51
INFORMATION TRANSFER CONFIRMATION

This message is sent by the RNC as a successful response to an INFORMATION TRANSFER INDICATION message.

Direction: RNC ( CN.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Information Transfer ID
	M
	
	9.2.1.55
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Global RNC-ID
	M
	
	9.2.1.39
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.52
INFORMATION TRANSFER FAILURE

This message is sent by the RNC as an unsuccessful response to an INFORMATION TRANSFER INDICATION message.

Direction: RNC ( CN.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Information Transfer ID
	M
	
	9.2.1.55
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	ignore

	Cause
	M
	
	9.2.1.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Global RNC-ID
	M
	
	9.2.1.39
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.54
DIRECT INFORMATION TRANSFER

This message is sent by both the RNC and the CN in order to transfer specific information. 

Direction: RNC ( CN and CN ( RNC.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	Ignore

	Inter-system Information Transfer Type
	O
	
	9.2.1.62
	
	YES
	Ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	Ignore

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	Ignore

	Global CN-ID
	O
	
	9.2.1.46
	
	YES
	Ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.1.55
UPLINK INFORMATION EXCHANGE REQUEST
This message is sent by the RNC to the CN in order to transfer or request specific information. The nature of the exchange i.e. transfer or request of specific information is indicated within the Information Exchange Type IE. The nature of the information to be transferred is indicated within the Information Transfer Type IE. The nature of the information requested is indicated within the Information Request Type IE.

Direction: RNC ( CN.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Information Exchange ID
	M
	
	9.2.1.71
	
	YES
	reject

	Information Exchange Type
	M
	
	9.2.1.72
	
	YES
	reject

	Information Transfer Type
	C – iftransfer
	
	9.2.1.63
	
	YES
	reject

	Information Request Type
	C – ifrequest
	
	9.2.1.73
	
	YES
	reject

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	reject

	Global RNC-ID
	M
	
	9.2.1.39
	
	YES
	reject

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


	Condition
	Explanation

	Iftransfer
	This IE shall be present if the Information Exchange Type IE is set to "transfer".

	Ifrequest
	This IE shall be present if the Information Exchange Type IE is set to "request".


9.1.68
MBMS REGISTRATION REQUEST

This message is sent by the RNC to request the CN to register or de-register the RNC for a certain Multicast Service.

Direction: RNC ( CN.

Signalling bearer mode: Connectionless or connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MBMS Registration Request Type
	M
	
	9.2.3.45
	
	YES
	reject

	TMGI
	M
	
	9.2.3.37
	
	YES
	reject

	IP Multicast Address
	C-ifRegister
	
	OCTET STRING
	
	YES
	reject

	APN
	C-ifRegister
	
	OCTET STRING
	
	YES
	reject

	Global RNC-ID
	O
	
	9.2.1.39
	
	YES
	reject

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


	Condition
	Explanation

	IfRegister
	This IE shall be present if the MBMS Registration Request Type IE is set to “register”.


9.1.72
MBMS CN DE-REGISTRATION RESPONSE

This message is sent by the RNC to the CN as a response to the MBMS CN DE-REGISTRATION REQUEST message.

Direction: RNC ( CN.

Signalling bearer mode: Connectionless.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	TMGI
	M
	
	9.2.3.37
	
	YES
	ignore

	Global RNC-ID
	M
	
	9.2.1.39
	
	YES
	ignore

	Cause
	O
	
	9.2.1.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.35
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject


9.2.1.24
Source ID

The  Source ID IE identifies the source for the relocation of SRNS. The Source ID may be e.g. the source RNC-ID (for UMTS-UMTS relocation) or the SAI of the relocation source (in case of UMTS to GSM relocation).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Source ID
	
	
	
	
	-
	

	>Source RNC-ID
	–
	
	
	
	-
	

	>>PLMN identity
	M
	
	? OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject

	>SAI
	–
	
	9.2.3.9
	
	-
	


9.2.1.25
Target ID

The Target ID IE identifies the target for the relocation of SRNS. The target ID may be e.g. the target RNC-ID (for UMTS-UMTS relocation) or the Cell Global ID of the relocation target (in case of UMTS to GSM relocation).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Target ID
	
	
	
	
	-
	

	>Target RNC-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.6
	
	-
	

	>>RAC
	O
	
	9.2.3.7
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject

	>CGI
	
	
	
	
	-
	

	>> PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).
	-
	

	>> LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	

	
	
	
	
	
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	

	>>RAC
	O
	
	9.2.3.7
	
	YES
	ignore


9.2.1.xx
Extended RNC-ID

The Extended RNC-ID is used to identify an RNC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Extended RNC-ID
	M
	
	INTEGER (4096..65535)
	


9.2.3.32
RIM Routing Address

This IE identifies the destination node where the RIM Information needs to be routed by the CN.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice RIM Routing Address
	
	
	
	
	-
	

	>Target RNC-ID
	
	
	
	Applicable to GERAN Iu mode, not applicable to UTRAN
	-
	

	>>LAI
	M
	
	9.2.3.6
	
	-
	

	>>RAC
	O
	
	9.2.3.7
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.xx
	
	YES
	reject

	>GERAN-Cell-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.6
	
	-
	

	>>RAC
	M
	
	9.2.3.7
	
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	


9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for RANAP.

--

-- **************************************************************

RANAP-PDU-Contents { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Contents (1) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AccuracyFulfilmentIndicator,


APN,


BroadcastAssistanceDataDecipheringKeys,


LocationRelatedDataRequestType,


LocationRelatedDataRequestTypeSpecificToGERANIuMode,


DataVolumeReference,


CellLoadInformation,


AreaIdentity,


CN-DomainIndicator,


Cause,


ClientType,


CriticalityDiagnostics,


ChosenEncryptionAlgorithm,


ChosenIntegrityProtectionAlgorithm,


ClassmarkInformation2,


ClassmarkInformation3,


DL-GTP-PDU-SequenceNumber,


DL-N-PDU-SequenceNumber,


DataVolumeReportingIndication,


DeltaRAListofIdleModeUEs,

DRX-CycleLengthCoefficient,


EncryptionInformation,

ExtendedRNC-ID,

FrequenceLayerConvergenceFlag,

GERAN-BSC-Container,


GERAN-Classmark,

GlobalCN-ID,


GlobalRNC-ID,


IncludeVelocity,


InformationExchangeID,


InformationExchangeType,


InformationRequested,


InformationRequestType,


InformationTransferID,


InformationTransferType,


InterSystemInformationTransferType,


IntegrityProtectionInformation,


InterSystemInformation-TransparentContainer,


IPMulticastAddress,


IuSignallingConnectionIdentifier,


IuTransportAssociation,


KeyStatus,


L3-Information,


LAI,


LastKnownServiceArea,


MBMS-PTP-RAB-ID,


MBMSBearerServiceType,


MBMSCountingInformation,

MBMSCNDe-Registration,


MBMSRegistrationRequestType,


MBMSServiceArea,


MBMSSessionDuration,


MBMSSessionIdentity,

MBMSSessionRepetitionNumber,

NAS-PDU,


NAS-SequenceNumber,


NAS-SynchronisationIndicator,


NewBSS-To-OldBSS-Information,

NonSearchingIndication,


NumberOfSteps,


OMC-ID,


OldBSS-ToNewBSS-Information,


PagingAreaID,


PagingCause,


PDP-TypeInformation,


PermanentNAS-UE-ID,


PLMNidentity,

PositionData,


PositionDataSpecificToGERANIuMode,


PositioningPriority,


ProvidedData,


RAB-ID,


RAB-Parameters,


RAC,


RAListofIdleModeUEs,

RAT-Type,

RedirectAttemptFlag,


RedirectionCompleted,


RejectCauseValue,

RelocationType,


RequestType, 


Requested-RAB-Parameter-Values,

ResponseTime,


RRC-Container,


SAI,


SAPI,

Service-Handover,


SessionUpdateID,

SNA-Access-Information,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceID,


SourceRNC-ToTargetRNC-TransparentContainer,


TargetBSS-ToSourceBSS-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TemporaryUE-ID,


TimeToMBMSDataTransfer,


TMGI,


TracePropagationParameters,


TraceReference,


TraceType,


UnsuccessfullyTransmittedDataVolume,


TransportLayerAddress,


TriggerID,


UE-ID,


UESBI-Iu,


UL-GTP-PDU-SequenceNumber,


UL-N-PDU-SequenceNumber,


UP-ModeVersions,


UserPlaneMode,


VelocityEstimate,


VerticalAccuracyCode,


Alt-RAB-Parameters,


Ass-RAB-Parameters,


PeriodicLocationInfo
FROM RANAP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-Container{},


RANAP-PRIVATE-IES,


RANAP-PROTOCOL-EXTENSION,


RANAP-PROTOCOL-IES,


RANAP-PROTOCOL-IES-PAIR

FROM RANAP-Containers


maxNrOfDTs,


maxNrOfErrors,


maxNrOfIuSigConIds,


maxNrOfRABs,


maxNrOfVol,


maxnoofMulticastServicesPerUE,


id-AccuracyFulfilmentIndicator,


id-APN,


id-AreaIdentity, 


id-Alt-RAB-Parameters,


id-Ass-RAB-Parameters,

id-BroadcastAssistanceDataDecipheringKeys,


id-LocationRelatedDataRequestType,


id-CN-DomainIndicator,


id-Cause,


id-ChosenEncryptionAlgorithm,


id-ChosenIntegrityProtectionAlgorithm,


id-ClassmarkInformation2,


id-ClassmarkInformation3,


id-ClientType,


id-CNMBMSLinkingInformation,


id-CriticalityDiagnostics,


id-DeltaRAListofIdleModeUEs,


id-DRX-CycleLengthCoefficient,


id-DirectTransferInformationItem-RANAP-RelocInf,


id-DirectTransferInformationList-RANAP-RelocInf,


id-DL-GTP-PDU-SequenceNumber,


id-EncryptionInformation,

id-ExtendedRNC-ID,

id-FrequenceLayerConvergenceFlag,


id-GERAN-BSC-Container,


id-GERAN-Classmark,

id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item,


id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse,


id-GlobalCN-ID,


id-GlobalRNC-ID,


id-IncludeVelocity,


id-InformationExchangeID,


id-InformationExchangeType,


id-InformationRequested,


id-InformationRequestType,


id-InformationTransferID,


id-InformationTransferType,


id-IntegrityProtectionInformation,


id-InterSystemInformationTransferType,


id-InterSystemInformation-TransparentContainer,


id-IPMulticastAddress,


id-IuSigConId,

id-IuSigConIdItem,


id-IuSigConIdList,


id-IuTransportAssociation,


id-JoinedMBMSBearerServicesList,

id-KeyStatus,


id-L3-Information,


id-LAI,


id-LastKnownServiceArea,


id-LeftMBMSBearerServicesList,

id-LocationRelatedDataRequestTypeSpecificToGERANIuMode,


id-MBMSBearerServiceType,


id-MBMSCountingInformation,


id-MBMSCNDe-Registration,


id-MBMSRegistrationRequestType,


id-MBMSServiceArea,


id-MBMSSessionDuration,


id-MBMSSessionIdentity,

id-MBMSSessionRepetitionNumber,

id-NAS-PDU,
#Partially Omitted
-- **************************************************************

--

-- RESET ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Reset

--

-- **************************************************************

Reset ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {ResetIEs} },


protocolExtensions

ProtocolExtensionContainer { {ResetExtensions} }




OPTIONAL,


...

}

ResetIEs RANAP-PROTOCOL-IES ::= {


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
} |


{ ID id-CN-DomainIndicator


CRITICALITY reject
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
},


...

}

ResetExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 --


{ ID id-GlobalCN-ID



CRITICALITY ignore

EXTENSION GlobalCN-ID



PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},


...

}

-- **************************************************************

--

-- Reset Acknowledge

--

-- **************************************************************

ResetAcknowledge ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {ResetAcknowledgeIEs} },


protocolExtensions

ProtocolExtensionContainer { {ResetAcknowledgeExtensions} }



OPTIONAL,


...

}

ResetAcknowledgeIEs RANAP-PROTOCOL-IES ::= {


{ ID id-CN-DomainIndicator


CRITICALITY reject
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


 { ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
},


...

}

ResetAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 --


{ ID id-GlobalCN-ID



CRITICALITY ignore

EXTENSION GlobalCN-ID



PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},


...

}

-- **************************************************************

--

-- RESET RESOURCE ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Reset Resource

--

-- **************************************************************

ResetResource ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {ResetResourceIEs} },


protocolExtensions

ProtocolExtensionContainer { {ResetResourceExtensions} }




OPTIONAL,


...

}

ResetResourceIEs RANAP-PROTOCOL-IES ::= {


{ ID id-CN-DomainIndicator


CRITICALITY reject
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE mandatory
} |


{ ID id-IuSigConIdList



CRITICALITY ignore
TYPE ResetResourceList



PRESENCE mandatory
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
},


...

}

ResetResourceList 
::=
IuSigConId-IE-ContainerList{ {ResetResourceItemIEs} }

ResetResourceItemIEs RANAP-PROTOCOL-IES ::= {


{ ID id-IuSigConIdItem



CRITICALITY reject
TYPE
ResetResourceItem


PRESENCE mandatory
},


...

}

ResetResourceItem ::= SEQUENCE {


iuSigConId




IuSignallingConnectionIdentifier,


iE-Extensions



ProtocolExtensionContainer { { ResetResourceItem-ExtIEs} }


OPTIONAL,


...

}

ResetResourceItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

ResetResourceExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 --


{ ID id-GlobalCN-ID



CRITICALITY ignore

EXTENSION GlobalCN-ID



PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID


CRITICALITY reject

EXTENSION ExtendedRNC-ID


PRESENCE optional
},


...

}

-- **************************************************************

--

-- Reset Resource Acknowledge

--

-- **************************************************************

ResetResourceAcknowledge ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {ResetResourceAcknowledgeIEs} },


protocolExtensions

ProtocolExtensionContainer { {ResetResourceAcknowledgeExtensions} }



OPTIONAL,


...

}

ResetResourceAcknowledgeIEs RANAP-PROTOCOL-IES ::= {


{ ID id-CN-DomainIndicator


CRITICALITY reject
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-IuSigConIdList



CRITICALITY ignore
TYPE ResetResourceAckList


PRESENCE mandatory
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
},


...

}

ResetResourceAckList 
::=
IuSigConId-IE-ContainerList{ {ResetResourceAckItemIEs} }

ResetResourceAckItemIEs RANAP-PROTOCOL-IES ::= {


{ ID id-IuSigConIdItem



CRITICALITY reject
TYPE
ResetResourceAckItem


PRESENCE mandatory
},


...

}

ResetResourceAckItem ::= SEQUENCE {


iuSigConId




IuSignallingConnectionIdentifier,


iE-Extensions



ProtocolExtensionContainer { { ResetResourceAckItem-ExtIEs} }


OPTIONAL,


...

}

ResetResourceAckItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

ResetResourceAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 --


{ ID id-GlobalCN-ID



CRITICALITY ignore

EXTENSION GlobalCN-ID



PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional},


...

}

-- **************************************************************

--

-- RAB RELEASE REQUEST ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- RAB Release Request

--

-- **************************************************************

#Partially Omitted
-- **************************************************************

--

-- INITIAL UE MESSAGE ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Initial UE Message

--

-- **************************************************************

InitialUE-Message ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialUE-MessageIEs} },


protocolExtensions

ProtocolExtensionContainer { {InitialUE-MessageExtensions} }



OPTIONAL,


...

}

InitialUE-MessageIEs RANAP-PROTOCOL-IES ::= {


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-LAI




CRITICALITY ignore
TYPE LAI




PRESENCE mandatory
} |


{ ID id-RAC




CRITICALITY ignore
TYPE RAC




PRESENCE conditional



-- This IE shall be present if the CN Domain Indicator IE is set to "PS domain"  --










} |


{ ID id-SAI




CRITICALITY ignore
TYPE SAI




PRESENCE mandatory
} |


{ ID id-NAS-PDU




CRITICALITY ignore
TYPE NAS-PDU




PRESENCE mandatory
} |


{ ID id-IuSigConId



CRITICALITY ignore 
TYPE IuSignallingConnectionIdentifier  

PRESENCE mandatory 
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE mandatory 
},


...

}

InitialUE-MessageExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 5 to enable GERAN support over Iu-cs --


{ ID id-GERAN-Classmark




CRITICALITY ignore
EXTENSION GERAN-Classmark


PRESENCE optional
} |
-- Extension for Release 6 to convey the selected PLMN id in shared networks --


{ ID id-SelectedPLMN-ID
 



CRITICALITY ignore
EXTENSION PLMNidentity



PRESENCE optional 
} |

-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-PermanentNAS-UE-ID



CRITICALITY ignore
EXTENSION PermanentNAS-UE-ID

PRESENCE optional
} |
-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-NAS-SequenceNumber



CRITICALITY ignore
EXTENSION NAS-SequenceNumber

PRESENCE optional
} |
-- Extension for Release 6 to indicate rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-RedirectAttemptFlag



CRITICALITY ignore
EXTENSION RedirectAttemptFlag

PRESENCE optional
}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},


...

}

-- **************************************************************

--

-- DIRECT TRANSFER ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Direct Transfer

--

-- **************************************************************

DirectTransfer ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {DirectTransferIEs} },


protocolExtensions

ProtocolExtensionContainer { {DirectTransferExtensions} }



OPTIONAL,


...

}

DirectTransferIEs RANAP-PROTOCOL-IES ::= {


{ ID id-NAS-PDU




CRITICALITY ignore
TYPE NAS-PDU




PRESENCE mandatory
} |


{ ID id-LAI




CRITICALITY ignore
TYPE LAI




PRESENCE optional
} |


{ ID id-RAC




CRITICALITY ignore
TYPE RAC




PRESENCE optional
} |


{ ID id-SAI




CRITICALITY ignore
TYPE SAI




PRESENCE optional
} |


{ ID id-SAPI




CRITICALITY ignore
TYPE SAPI




PRESENCE optional
},


...

}

DirectTransferExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-RedirectionIndication


CRITICALITY ignore
EXTENSION RedirectionIndication




PRESENCE optional
}|

-- Extension for Release 6 to indicate the MOCN rerouting is completed --


{ ID id-RedirectionCompleted


CRITICALITY ignore
EXTENSION RedirectionCompleted




PRESENCE optional
},


...

}

RedirectionIndication ::= ProtocolIE-Container { {RedirectionIndication-IEs} }

RedirectionIndication-IEs RANAP-PROTOCOL-IES ::= {

{
ID id-NAS-PDU



CRITICALITY ignore TYPE NAS-PDU



PRESENCE mandatory }|


{
ID id-RejectCauseValue

CRITICALITY ignore TYPE RejectCauseValue
PRESENCE mandatory}|


{
ID id-NAS-SequenceNumber
CRITICALITY ignore TYPE NAS-SequenceNumber
PRESENCE optional}|


{
ID id-PermanentNAS-UE-ID
CRITICALITY ignore TYPE PermanentNAS-UE-ID
PRESENCE optional},

...

}
-- **************************************************************

--

-- OVERLOAD CONTROL ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Overload

--

-- **************************************************************

Overload ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {OverloadIEs} },


protocolExtensions

ProtocolExtensionContainer { {OverloadExtensions} }




OPTIONAL,


...

}

OverloadIEs RANAP-PROTOCOL-IES ::= {


{ ID id-NumberOfSteps



CRITICALITY ignore
TYPE NumberOfSteps



PRESENCE optional
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
},


...

}

OverloadExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 99 to enable the indication to the RNC which CN domain is suffering the signalling traffic overload --

{ ID id-CN-DomainIndicator


CRITICALITY ignore
EXTENSION CN-DomainIndicator
PRESENCE optional
} |

-- Extension for Release 5 to enable NNSF --

{ ID id-GlobalCN-ID




CRITICALITY ignore
EXTENSION GlobalCN-ID


PRESENCE optional
} |
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},


...

}

-- **************************************************************

--

-- ERROR INDICATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Error Indication

--

-- **************************************************************

ErrorIndication ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {ErrorIndicationIEs} },


protocolExtensions

ProtocolExtensionContainer { {ErrorIndicationExtensions} }



OPTIONAL,


...

}

ErrorIndicationIEs RANAP-PROTOCOL-IES ::= {


{ ID id-Cause




CRITICALITY ignore
TYPE Cause




PRESENCE optional
} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
} |


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator



PRESENCE optional
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
},


...

}

ErrorIndicationExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 --


{ ID id-GlobalCN-ID



CRITICALITY ignore

EXTENSION GlobalCN-ID



PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID


CRITICALITY reject

EXTENSION ExtendedRNC-ID


PRESENCE optional
},


...

}

-- **************************************************************

--

-- SRNS DATA FORWARD ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- SRNS Data Forward Command

--

-- **************************************************************

#Partially Omitted
-- **************************************************************

--

-- Information Transfer Confirmation

--

-- **************************************************************

InformationTransferConfirmation ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { InformationTransferConfirmationIEs} },


protocolExtensions

ProtocolExtensionContainer { { InformationTransferConfirmationExtensions} }



OPTIONAL,


...

}

InformationTransferConfirmationIEs RANAP-PROTOCOL-IES ::= {


{ ID id-InformationTransferID

CRITICALITY ignore
TYPE InformationTransferID

PRESENCE mandatory
} |


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator


PRESENCE mandatory
} |


{ ID id-CriticalityDiagnostics

CRITICALITY ignore
TYPE CriticalityDiagnostics

PRESENCE optional 
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE mandatory
},


...

}

InformationTransferConfirmationExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

-- **************************************************************

--

-- Information Transfer Failure

--

-- **************************************************************

InformationTransferFailure ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { InformationTransferFailureIEs} },


protocolExtensions

ProtocolExtensionContainer { { InformationTransferFailureExtensions} }



OPTIONAL,


...

}

InformationTransferFailureIEs RANAP-PROTOCOL-IES ::= {


{ ID id-InformationTransferID

CRITICALITY ignore
TYPE InformationTransferID

PRESENCE mandatory
} |


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator


PRESENCE mandatory
} |


{ ID id-Cause





CRITICALITY ignore
TYPE Cause





PRESENCE mandatory
} |


{ ID id-CriticalityDiagnostics

CRITICALITY ignore
TYPE CriticalityDiagnostics

PRESENCE optional 
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE mandatory
},


...

}

InformationTransferFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

-- **************************************************************

--

-- UE SPECIFIC INFORMATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- UE Specific Information Indication

--

-- **************************************************************

UESpecificInformationIndication ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {UESpecificInformationIndicationIEs} },


protocolExtensions

ProtocolExtensionContainer { {UESpecificInformationIndicationExtensions} }




OPTIONAL,


...

}

UESpecificInformationIndicationIEs RANAP-PROTOCOL-IES ::= {


{ ID id-UESBI-Iu



CRITICALITY ignore
TYPE UESBI-Iu



PRESENCE optional
},


...

}

UESpecificInformationIndicationExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- DIRECT INFORMATION TRANSFER ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Direct Information Transfer

--

-- **************************************************************

DirectInformationTransfer ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { DirectInformationTransferIEs} },


protocolExtensions

ProtocolExtensionContainer { { DirectInformationTransferExtensions} }



OPTIONAL,


...

}

DirectInformationTransferIEs RANAP-PROTOCOL-IES ::= {


{ ID id-InterSystemInformationTransferType

CRITICALITY ignore
TYPE InterSystemInformationTransferType

PRESENCE optional
}
|


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-GlobalRNC-ID 


CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE optional
} |


{ ID id-GlobalCN-ID 


CRITICALITY ignore
TYPE GlobalCN-ID



PRESENCE optional
},


...

}

DirectInformationTransferExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID


CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

-- **************************************************************

--

-- UPLINK INFORMATION EXCHANGE ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Uplink Information Exchange Request

--

-- **************************************************************

UplinkInformationExchangeRequest ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ { UplinkInformationExchangeRequestIEs} },


protocolExtensions

ProtocolExtensionContainer
{ { UplinkInformationExchangeRequestExtensions} }


OPTIONAL,


...

}

UplinkInformationExchangeRequestIEs RANAP-PROTOCOL-IES ::= {


{ ID id-InformationExchangeID

CRITICALITY reject
TYPE InformationExchangeID

PRESENCE mandatory
} |


{ ID id-InformationExchangeType

CRITICALITY reject
TYPE InformationExchangeType
PRESENCE mandatory
} |


{ ID id-InformationTransferType

CRITICALITY reject
TYPE InformationTransferType
PRESENCE conditional



-- This IE shall be present if the Information Exchange Type IE is set to "transfer"  --










} |


{ ID id-InformationRequestType

CRITICALITY reject
TYPE InformationRequestType
PRESENCE conditional



-- This IE shall be present if the Information Exchange Type IE is set to "request"  --










} |


{ ID id-CN-DomainIndicator


CRITICALITY reject
TYPE CN-DomainIndicator


PRESENCE mandatory
} |


{ ID id-GlobalRNC-ID



CRITICALITY reject
TYPE GlobalRNC-ID



PRESENCE mandatory
},


...

}

UplinkInformationExchangeRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

-- **************************************************************

--

-- Uplink Information Exchange Response
--

-- **************************************************************

#Partially Omitted
-- **************************************************************

--

-- MBMS REGISTRATION PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- MBMS Registration Request

--

-- **************************************************************

MBMSRegistrationRequest ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ { MBMSRegistrationRequestIEs} },


protocolExtensions

ProtocolExtensionContainer
{ { MBMSRegistrationRequestExtensions} }


OPTIONAL,


...

}

MBMSRegistrationRequestIEs RANAP-PROTOCOL-IES ::= {


{ ID id-MBMSRegistrationRequestType

CRITICALITY reject
TYPE MBMSRegistrationRequestType



PRESENCE mandatory
} |


{ ID id-TMGI





CRITICALITY reject
TYPE TMGI








PRESENCE mandatory
} |


{ ID id-IPMulticastAddress


CRITICALITY reject
TYPE IPMulticastAddress





PRESENCE conditional



-- This IE shall be present if the MBMS Registration Request Type IE is set to "register"  --








} |


{ ID id-APN






CRITICALITY reject
TYPE APN








PRESENCE conditional



-- This IE shall be present if the MBMS Registration Request Type IE is set to "register"  --








} |


{ ID id-GlobalRNC-ID



CRITICALITY reject
TYPE GlobalRNC-ID






PRESENCE optional

},


...

}

MBMSRegistrationRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

-- **************************************************************

--

-- MBMS Registration Response
--

-- **************************************************************

MBMSRegistrationResponse ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ { MBMSRegistrationResponseIEs} },


protocolExtensions

ProtocolExtensionContainer
{ { MBMSRegistrationResponseExtensions} }

OPTIONAL,


...

}

MBMSRegistrationResponseIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TMGI






CRITICALITY ignore
TYPE TMGI






PRESENCE optional

} |


{ ID id-GlobalCN-ID





CRITICALITY ignore
TYPE GlobalCN-ID




PRESENCE optional

} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional

} ,


...

}

MBMSRegistrationResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- MBMS Registration Failure

--

-- **************************************************************

MBMSRegistrationFailure ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ { MBMSRegistrationFailureIEs} },


protocolExtensions

ProtocolExtensionContainer
{ { MBMSRegistrationFailureExtensions} }

OPTIONAL,


...

}

MBMSRegistrationFailureIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TMGI






CRITICALITY ignore
TYPE TMGI






PRESENCE optional

} |


{ ID id-GlobalCN-ID





CRITICALITY ignore
TYPE GlobalCN-ID




PRESENCE optional

} |


{ ID id-Cause






CRITICALITY ignore
TYPE Cause






PRESENCE mandatory
} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional

} ,


...

}

MBMSRegistrationFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- MBMS CN DE-REGISTRATION PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- MBMS CN De-Registration Request

--

-- **************************************************************

MBMSCNDe-RegistrationRequest ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ { MBMSCNDe-RegistrationRequestIEs} },


protocolExtensions

ProtocolExtensionContainer
{ { MBMSCNDe-RegistrationRequestExtensions} }


OPTIONAL,


...

}

MBMSCNDe-RegistrationRequestIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TMGI





CRITICALITY reject
TYPE TMGI








PRESENCE mandatory
} |


{ ID id-GlobalCN-ID




CRITICALITY reject
TYPE GlobalCN-ID






PRESENCE optional

},


...

}

MBMSCNDe-RegistrationRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- MBMS CN De-Registration Response
--

-- **************************************************************

MBMSCNDe-RegistrationResponse ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ { MBMSCNDe-RegistrationResponseIEs} },


protocolExtensions

ProtocolExtensionContainer
{ { MBMSCNDe-RegistrationResponseExtensions} }

OPTIONAL,


...

}

MBMSCNDe-RegistrationResponseIEs RANAP-PROTOCOL-IES ::= {


{ ID id-TMGI






CRITICALITY ignore
TYPE TMGI






PRESENCE mandatory
} |


{ ID id-GlobalRNC-ID




CRITICALITY ignore
TYPE GlobalRNC-ID




PRESENCE mandatory
} |


{ ID id-Cause






CRITICALITY ignore
TYPE Cause






PRESENCE optional

} |


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional

} ,


...

}

MBMSCNDe-RegistrationResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

-- **************************************************************

--

-- MBMS RAB ESTABLISHMENT INDICATION PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- MBMS RAB Establishment Indication

--

-- **************************************************************

#Partially Omitted
-- **************************************************************

--

-- MBMS RAB Release Failure

--

-- **************************************************************

MBMSRABReleaseFailure ::= SEQUENCE {


protocolIEs



ProtocolIE-Container

{ {MBMSRABReleaseFailureIEs} },


protocolExtensions

ProtocolExtensionContainer
{ {MBMSRABReleaseFailureExtensions} }


OPTIONAL,


...

}

MBMSRABReleaseFailureIEs RANAP-PROTOCOL-IES ::= {

{ ID id-Cause

CRITICALITY ignore
TYPE Cause



PRESENCE mandatory
}|


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional

},


...

}

MBMSRABReleaseFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {


...

}

END

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

RANAP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-IEs (2) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


maxNrOfErrors,


maxNrOfPDPDirections,


maxNrOfPoints,


maxNrOfRABs,


maxNrOfSRBs,


maxNrOfSeparateTrafficDirections,


maxRAB-Subflows,


maxRAB-SubflowCombination,


maxNrOfLevels,


maxNrOfAltValues,

maxNrOfSNAs,


maxNrOfLAs,


maxNrOfPLMNsSN,


maxSet,


maxNrOfHSDSCHMACdFlows-1,

maxNrOfUEsToBeTraced,


maxNrOfInterfaces,


maxnoofMulticastServicesPerRNC,


maxMBMSSA,


maxMBMSRA,


maxnoofMulticastServicesPerUE,

maxNrOfEDCHMACdFlows-1,

id-CN-DomainIndicator,


id-MessageStructure,


id-SRB-TrCH-Mapping,


id-TypeOfError,


id-hS-DSCH-MAC-d-Flow-ID,


id-SignallingIndication,


id-CellLoadInformationGroup,


id-TraceRecordingSessionInformation,


id-MBMSLinkingInformation,


id-AlternativeRABConfiguration,


id-AlternativeRABConfigurationRequest,

id-E-DCH-MAC-d-Flow-ID,


id-RAC,


id-Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf,


id-Alt-RAB-Parameter-ExtendedMaxBitrateInf,


id-Ass-RAB-Parameter-ExtendedGuaranteedBitrateList,


id-Ass-RAB-Parameter-ExtendedMaxBitrateList,


id-RAB-Parameter-ExtendedGuaranteedBitrateList,


id-RAB-Parameter-ExtendedMaxBitrateList,


id-Requested-RAB-Parameter-ExtendedMaxBitrateList,


id-Requested-RAB-Parameter-ExtendedGuaranteedBitrateList,

id-LAofIdleModeUEs,

id-newLAListofIdleModeUEs,

id-LAListwithNoIdleModeUEsAnyMore,


id-ExtendedRNC-ID
FROM RANAP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM RANAP-CommonDataTypes


ProtocolExtensionContainer{},


RANAP-PROTOCOL-EXTENSION

FROM RANAP-Containers;

-- A

#Partially Omitted
-- E

E-DCH-MAC-d-Flow-ID

::= INTEGER (0.. maxNrOfEDCHMACdFlows-1)
EncryptionAlgorithm 


::= INTEGER { no-encryption (0), standard-UMTS-encryption-algorith-UEA1 (1), standard-UMTS-encryption-algorithm-UEA2 (2) } (0..15)

EncryptionInformation ::= SEQUENCE {


permittedAlgorithms

PermittedEncryptionAlgorithms,


key



EncryptionKey,


iE-Extensions


ProtocolExtensionContainer { {EncryptionInformation-ExtIEs} } OPTIONAL

}

EncryptionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

EncryptionKey 



::= BIT STRING (SIZE (128))

-- Reference: 33.102

EquipmentsToBeTraced ::= CHOICE {


iMEIlist



IMEIList,


iMEISVlist



IMEISVList,


iMEIgroup



IMEIGroup,


iMEISVgroup



IMEISVGroup,


...

}

Event ::= ENUMERATED { 


stop-change-of-service-area, 


direct, 


change-of-servicearea, 


...,


stop-direct,


periodic,


stop-periodic 

}

ExtendedGuaranteedBitrate


::= INTEGER (16000001..256000000)

-- Unit is bits per sec

ExtendedMaxBitrate


::= INTEGER (16000001..256000000)

-- Unit is bits per sec

ExtendedRNC-ID




::= INTEGER (4096..65535)

-- F

FrequenceLayerConvergenceFlag ::= ENUMERATED { 


no-FLC-flag,


...

}

-- G

#Partially Omitted
-- S

SAC




::= OCTET STRING (SIZE (2))

SAI ::= SEQUENCE {


pLMNidentity



PLMNidentity,


lAC



LAC,


sAC



SAC,


iE-Extensions


ProtocolExtensionContainer { {SAI-ExtIEs} } OPTIONAL

}

SAI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SAPI ::= ENUMERATED {


sapi-0,


sapi-3,


...

}

SessionUpdateID ::= INTEGER (0.. 1048575)

Shared-Network-Information ::= SEQUENCE {



pLMNs-in-shared-network


PLMNs-in-shared-network,



iE-Extensions


ProtocolExtensionContainer { {Shared-Network-Information-ExtIEs} } OPTIONAL,



...


}

Shared-Network-Information-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SignallingIndication ::= ENUMERATED { 


signalling, 


... 

}

SDU-ErrorRatio ::= SEQUENCE {


mantissa


INTEGER (1..9),


exponent


INTEGER (1..6),


iE-Extensions


ProtocolExtensionContainer { {SDU-ErrorRatio-ExtIEs} } OPTIONAL

}

-- SDU-ErrorRatio = mantissa * 10^-exponent

SDU-ErrorRatio-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SDU-FormatInformationParameters ::= SEQUENCE (SIZE (1..maxRAB-SubflowCombination)) OF


SEQUENCE {



subflowSDU-Size


SubflowSDU-Size 
OPTIONAL,



rAB-SubflowCombinationBitRate
RAB-SubflowCombinationBitRate 
OPTIONAL,



iE-Extensions


ProtocolExtensionContainer { {SDU-FormatInformationParameters-ExtIEs} } OPTIONAL,



...


}

SDU-FormatInformationParameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SDU-Parameters ::= SEQUENCE (SIZE (1..maxRAB-Subflows)) OF


SEQUENCE {



sDU-ErrorRatio


SDU-ErrorRatio OPTIONAL



-- This IE shall be present if the Delivery Of Erroneous SDU IE is set to "Yes" or "No" --,



residualBitErrorRatio

ResidualBitErrorRatio,



deliveryOfErroneousSDU

DeliveryOfErroneousSDU,



sDU-FormatInformationParameters
SDU-FormatInformationParameters OPTIONAL,



iE-Extensions


ProtocolExtensionContainer { {SDU-Parameters-ExtIEs} } OPTIONAL,



...


}

SDU-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SNA-Access-Information ::= SEQUENCE {



authorisedPLMNs


AuthorisedPLMNs,



iE-Extensions


ProtocolExtensionContainer { {SNA-Access-Information-ExtIEs} } OPTIONAL,



...


}

SNA-Access-Information-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SNAC



::= INTEGER (0..65535)

Service-Handover ::= ENUMERATED {


handover-to-GSM-should-be-performed,


handover-to-GSM-should-not-be-performed,


handover-to-GSM-shall-not-be-performed,


...

}

SourceCellID ::= CHOICE {


sourceUTRANCellID


SourceUTRANCellID, 


sourceGERANCellID


CGI,


...

}
SourceBSS-ToTargetBSS-TransparentContainer

::= OCTET STRING

SourceID ::= CHOICE {


sourceRNC-ID


SourceRNC-ID, 


sAI



SAI,


...

}

SourceRNC-ID ::= SEQUENCE {


pLMNidentity



PLMNidentity,


rNC-ID



RNC-ID,


iE-Extensions


ProtocolExtensionContainer { {SourceRNC-ID-ExtIEs} } OPTIONAL

}

SourceRNC-ID-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

SourceRNC-ToTargetRNC-TransparentContainer ::= SEQUENCE {


rRC-Container


RRC-Container,


numberOfIuInstances

NumberOfIuInstances,


relocationType 


RelocationType,


chosenIntegrityProtectionAlgorithm ChosenIntegrityProtectionAlgorithm
OPTIONAL,


integrityProtectionKey

IntegrityProtectionKey


OPTIONAL,


chosenEncryptionAlgorithForSignalling ChosenEncryptionAlgorithm

OPTIONAL,


cipheringKey


EncryptionKey



OPTIONAL,


chosenEncryptionAlgorithForCS
ChosenEncryptionAlgorithm

OPTIONAL,


chosenEncryptionAlgorithForPS
ChosenEncryptionAlgorithm

OPTIONAL,


d-RNTI



D-RNTI 




OPTIONAL


-- This IE shall be present if the Relocation type IE is set to "UE not involved in relocation of SRNS" --,


targetCellId


TargetCellId



OPTIONAL


-- This IE shall be present if the Relocation type IE is set to "UE involved in relocation of SRNS" --,

  
rAB-TrCH-Mapping


RAB-TrCH-Mapping



OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {SourceRNC-ToTargetRNC-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

SourceRNC-ToTargetRNC-TransparentContainer-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 99 to enable transfer of SRB mapping onto Iur transport channel Ids --

{
ID id-SRB-TrCH-Mapping
CRITICALITY reject

EXTENSION SRB-TrCH-Mapping
PRESENCE optional
}|

-- Extension for Release 5 to enable Inter RAN Load Information Exchange over Iu --

{ID id-CellLoadInformationGroup
CRITICALITY ignore

EXTENSION CellLoadInformationGroup

PRESENCE optional}|

-- Extension for Release 6 to provide Trace Recording Session Information to the Target RNC --

{ID id-TraceRecordingSessionInformation

CRITICALITY ignore

EXTENSION TraceRecordingSessionInformation

PRESENCE optional}|

-- Extension for Release 6 to indicate to the Target RNC that the UE has activated Multicast Service --

{ID id-MBMSLinkingInformation

CRITICALITY ignore

EXTENSION MBMSLinkingInformation
PRESENCE optional},

...

}

SourceStatisticsDescriptor ::= ENUMERATED { 


speech, 


unknown, 


... 

}

SourceUTRANCellID ::= SEQUENCE {


pLMNidentity


PLMNidentity,


uTRANcellID



TargetCellId,


iE-Extensions


ProtocolExtensionContainer { {SourceUTRANCellID-ExtIEs} } OPTIONAL

}

SourceUTRANCellID-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SRB-ID ::= INTEGER (1..32)
SRB-TrCH-Mapping ::=
SEQUENCE ( SIZE (1..maxNrOfSRBs)) OF 


SRB-TrCH-MappingItem

SRB-TrCH-MappingItem ::= SEQUENCE {


sRB-ID


SRB-ID,


trCH-ID


TrCH-ID,


iE-Extensions


ProtocolExtensionContainer { { SRB-TrCH-MappingItem-ExtIEs} } OPTIONAL,


...

}

SRB-TrCH-MappingItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

SubflowSDU-Size



::= INTEGER (0..4095)

-- Unit is bit

-- T

TargetBSS-ToSourceBSS-TransparentContainer

::= OCTET STRING

TargetCellId



::= INTEGER (0..268435455)

TargetID ::= CHOICE {


targetRNC-ID


TargetRNC-ID,


cGI



CGI,


...

}

TargetRNC-ID ::= SEQUENCE {


lAI



LAI,

    rAC



RAC 

OPTIONAL,


rNC-ID



RNC-ID,


iE-Extensions


ProtocolExtensionContainer { {TargetRNC-ID-ExtIEs} } OPTIONAL

}

TargetRNC-ID-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID



CRITICALITY reject
EXTENSION ExtendedRNC-ID

PRESENCE optional
},

...

}

TargetRNC-ToSourceRNC-TransparentContainer ::= SEQUENCE {


rRC-Container


RRC-Container,


d-RNTI




D-RNTI 




OPTIONAL


-- May be included to allow the triggering of the Relocation Detect procedure from the Iur Interface --,


iE-Extensions


ProtocolExtensionContainer { {TargetRNC-ToSourceRNC-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

TargetRNC-ToSourceRNC-TransparentContainer-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {


...

}

TBCD-STRING 



::= OCTET STRING

TemporaryUE-ID ::= CHOICE {


tMSI



TMSI,


p-TMSI



P-TMSI,


...

}

#Partially Omitted
9.3.6
Constant Definitions

#Partially Omitted
-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-AreaIdentity 







INTEGER ::= 0

id-CN-DomainIndicator 






INTEGER ::= 3

id-Cause 









INTEGER ::= 4

id-ChosenEncryptionAlgorithm 




INTEGER ::= 5

id-ChosenIntegrityProtectionAlgorithm 


INTEGER ::= 6

id-ClassmarkInformation2 





INTEGER ::= 7

id-ClassmarkInformation3 





INTEGER ::= 8

id-CriticalityDiagnostics 





INTEGER ::= 9

id-DL-GTP-PDU-SequenceNumber 




INTEGER ::= 10

id-EncryptionInformation 





INTEGER ::= 11

id-IntegrityProtectionInformation 



INTEGER ::= 12

id-IuTransportAssociation 





INTEGER ::= 13

id-L3-Information 







INTEGER ::= 14

id-LAI 










INTEGER ::= 15

id-NAS-PDU 









INTEGER ::= 16

id-NonSearchingIndication 





INTEGER ::= 17

id-NumberOfSteps 







INTEGER ::= 18

id-OMC-ID 









INTEGER ::= 19

id-OldBSS-ToNewBSS-Information 




INTEGER ::= 20

id-PagingAreaID 







INTEGER ::= 21

id-PagingCause 








INTEGER ::= 22

id-PermanentNAS-UE-ID 






INTEGER ::= 23

id-RAB-ContextItem 







INTEGER ::= 24

id-RAB-ContextList 







INTEGER ::= 25

id-RAB-DataForwardingItem 





INTEGER ::= 26

id-RAB-DataForwardingItem-SRNS-CtxReq 


INTEGER ::= 27

id-RAB-DataForwardingList 





INTEGER ::= 28

id-RAB-DataForwardingList-SRNS-CtxReq 


INTEGER ::= 29

id-RAB-DataVolumeReportItem 




INTEGER ::= 30

id-RAB-DataVolumeReportList 




INTEGER ::= 31

id-RAB-DataVolumeReportRequestItem 



INTEGER ::= 32

id-RAB-DataVolumeReportRequestList 



INTEGER ::= 33

id-RAB-FailedItem 







INTEGER ::= 34

id-RAB-FailedList 







INTEGER ::= 35

id-RAB-ID 









INTEGER ::= 36

id-RAB-QueuedItem 







INTEGER ::= 37

id-RAB-QueuedList 







INTEGER ::= 38

id-RAB-ReleaseFailedList 





INTEGER ::= 39

id-RAB-ReleaseItem 







INTEGER ::= 40

id-RAB-ReleaseList 







INTEGER ::= 41

id-RAB-ReleasedItem 






INTEGER ::= 42

id-RAB-ReleasedList 






INTEGER ::= 43

id-RAB-ReleasedList-IuRelComp 




INTEGER ::= 44

id-RAB-RelocationReleaseItem 




INTEGER ::= 45

id-RAB-RelocationReleaseList 




INTEGER ::= 46

id-RAB-SetupItem-RelocReq 





INTEGER ::= 47

id-RAB-SetupItem-RelocReqAck 




INTEGER ::= 48

id-RAB-SetupList-RelocReq 





INTEGER ::= 49

id-RAB-SetupList-RelocReqAck 




INTEGER ::= 50

id-RAB-SetupOrModifiedItem 





INTEGER ::= 51

id-RAB-SetupOrModifiedList 





INTEGER ::= 52

id-RAB-SetupOrModifyItem 





INTEGER ::= 53

id-RAB-SetupOrModifyList 





INTEGER ::= 54

id-RAC 










INTEGER ::= 55

id-RelocationType 







INTEGER ::= 56

id-RequestType 








INTEGER ::= 57

id-SAI 










INTEGER ::= 58

id-SAPI 









INTEGER ::= 59

id-SourceID 








INTEGER ::= 60

id-SourceRNC-ToTargetRNC-TransparentContainer 
INTEGER ::= 61

id-TargetID 








INTEGER ::= 62

id-TargetRNC-ToSourceRNC-TransparentContainer 
INTEGER ::= 63

id-TemporaryUE-ID 







INTEGER ::= 64

id-TraceReference 







INTEGER ::= 65

id-TraceType 








INTEGER ::= 66

id-TransportLayerAddress 





INTEGER ::= 67

id-TriggerID 








INTEGER ::= 68

id-UE-ID 









INTEGER ::= 69

id-UL-GTP-PDU-SequenceNumber 




INTEGER ::= 70

id-RAB-FailedtoReportItem





INTEGER ::= 71

id-RAB-FailedtoReportList 





INTEGER ::= 72

id-KeyStatus








INTEGER ::= 75

id-DRX-CycleLengthCoefficient 




INTEGER ::= 76

id-IuSigConIdList







INTEGER ::= 77

id-IuSigConIdItem







INTEGER ::= 78

id-IuSigConId








INTEGER ::= 79

id-DirectTransferInformationItem-RANAP-RelocInf
INTEGER ::= 80

id-DirectTransferInformationList-RANAP-RelocInf
INTEGER ::= 81

id-RAB-ContextItem-RANAP-RelocInf



INTEGER ::= 82

id-RAB-ContextList-RANAP-RelocInf



INTEGER ::= 83

id-RAB-ContextFailedtoTransferItem



INTEGER ::= 84

id-RAB-ContextFailedtoTransferList



INTEGER ::= 85

id-GlobalRNC-ID








INTEGER ::= 86

id-RAB-ReleasedItem-IuRelComp




INTEGER ::= 87
id-MessageStructure







INTEGER ::= 88
id-Alt-RAB-Parameters






INTEGER ::= 89

id-Ass-RAB-Parameters






INTEGER ::= 90

id-RAB-ModifyList







INTEGER ::= 91

id-RAB-ModifyItem







INTEGER ::= 92
id-TypeOfError








INTEGER ::= 93
id-BroadcastAssistanceDataDecipheringKeys

INTEGER ::= 94

id-LocationRelatedDataRequestType



INTEGER ::= 95

id-GlobalCN-ID








INTEGER ::= 96

id-LastKnownServiceArea






INTEGER ::= 97

id-SRB-TrCH-Mapping







INTEGER ::= 98

id-InterSystemInformation-TransparentContainer
INTEGER ::= 99

id-NewBSS-To-OldBSS-Information 





INTEGER ::= 100

id-SourceRNC-PDCP-context-info






INTEGER ::= 103

id-InformationTransferID







INTEGER ::= 104

id-SNA-Access-Information







INTEGER ::= 105

id-ProvidedData










INTEGER ::= 106

id-GERAN-BSC-Container








INTEGER ::= 107

id-GERAN-Classmark









INTEGER ::= 108

id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item

INTEGER ::= 109

id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse

INTEGER ::= 110

id-VerticalAccuracyCode








INTEGER ::= 111

id-ResponseTime










INTEGER ::= 112

id-PositioningPriority








INTEGER ::= 113

id-ClientType










INTEGER ::= 114

id-LocationRelatedDataRequestTypeSpecificToGERANIuMode
INTEGER ::= 115

id-SignallingIndication








INTEGER ::= 116

id-hS-DSCH-MAC-d-Flow-ID







INTEGER ::= 117

id-UESBI-Iu











INTEGER ::= 118

id-PositionData










INTEGER ::= 119

id-PositionDataSpecificToGERANIuMode




INTEGER ::= 120

id-CellLoadInformationGroup







INTEGER ::= 121

id-AccuracyFulfilmentIndicator






INTEGER ::= 122

id-InformationTransferType







INTEGER ::= 123

id-TraceRecordingSessionInformation





INTEGER ::= 124

id-TracePropagationParameters






INTEGER ::= 125

id-InterSystemInformationTransferType




INTEGER ::= 126

id-SelectedPLMN-ID









INTEGER ::= 127

id-RedirectionCompleted








INTEGER ::= 128

id-RedirectionIndication







INTEGER ::= 129

id-NAS-SequenceNumber








INTEGER ::= 130

id-RejectCauseValue









INTEGER ::= 131

id-APN












INTEGER ::= 132

id-CNMBMSLinkingInformation







INTEGER ::= 133

id-DeltaRAListofIdleModeUEs







INTEGER ::= 134

id-FrequenceLayerConvergenceFlag





INTEGER ::= 135

id-InformationExchangeID







INTEGER ::= 136

id-InformationExchangeType







INTEGER ::= 137

id-InformationRequested








INTEGER ::= 138

id-InformationRequestType







INTEGER ::= 139

id-IPMulticastAddress








INTEGER ::= 140

id-JoinedMBMSBearerServicesList






INTEGER ::= 141
id-LeftMBMSBearerServicesList






INTEGER ::= 142
id-MBMSBearerServiceType







INTEGER ::= 143

id-MBMSCNDe-Registration







INTEGER ::= 144

id-MBMSServiceArea









INTEGER ::= 145

id-MBMSSessionDuration








INTEGER ::= 146

id-MBMSSessionIdentity








INTEGER ::= 147

id-PDP-TypeInformation








INTEGER ::= 148
id-RAB-Parameters









INTEGER ::= 149

id-RAListofIdleModeUEs








INTEGER ::= 150

id-MBMSRegistrationRequestType






INTEGER ::= 151

id-SessionUpdateID









INTEGER ::= 152
id-TMGI












INTEGER ::= 153

id-TransportLayerInformation






INTEGER ::= 154

id-UnsuccessfulLinkingList







INTEGER ::= 155

id-MBMSLinkingInformation







INTEGER ::= 156
id-MBMSSessionRepetitionNumber






INTEGER ::= 157
id-AlternativeRABConfiguration






INTEGER ::= 158
id-AlternativeRABConfigurationRequest    



INTEGER ::= 159

id-E-DCH-MAC-d-Flow-ID








INTEGER ::= 160
id-SourceBSS-ToTargetBSS-TransparentContainer


INTEGER ::= 161

id-TargetBSS-ToSourceBSS-TransparentContainer


INTEGER ::= 162

id-TimeToMBMSDataTransfer







INTEGER ::= 163

id-IncludeVelocity









INTEGER ::= 164

id-VelocityEstimate









INTEGER ::= 165
id-RedirectAttemptFlag








INTEGER ::= 166

id-RAT-Type











INTEGER ::= 167
id-PeriodicLocationInfo








INTEGER ::= 168
id-MBMSCountingInformation







INTEGER ::= 169
id-ExtendedRNC-ID









INTEGER ::= 171
id-Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf

INTEGER ::= 172

id-Alt-RAB-Parameter-ExtendedMaxBitrateInf



INTEGER ::= 173

id-Ass-RAB-Parameter-ExtendedGuaranteedBitrateList

INTEGER ::= 174
id-Ass-RAB-Parameter-ExtendedMaxBitrateList



INTEGER ::= 175
id-RAB-Parameter-ExtendedGuaranteedBitrateList


INTEGER ::= 176

id-RAB-Parameter-ExtendedMaxBitrateList




INTEGER ::= 177

id-Requested-RAB-Parameter-ExtendedMaxBitrateList

INTEGER ::= 178
id-Requested-RAB-Parameter-ExtendedGuaranteedBitrateList
INTEGER ::= 179

id-LAofIdleModeUEs









INTEGER ::= 180

id-newLAListofIdleModeUEs







INTEGER ::= 181

id-LAListwithNoIdleModeUEsAnyMore





INTEGER ::= 182
END
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