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1. Introduction

At various instances during the last few RAN3 meetings, the subject of O&M has been discussed with a range of opinions having been made from those who believe that no implementation specific O&M could or should be specified to those who believe that at least partial specification is achievable. 

During RAN3#53bis last month, Vodafone Group & T-Mobile presented [1] with the intention of reaching an agreement in initiating what – if any – “basic” O&M procedures could be specified over the OMC ( eNB interface. 
Following the presentation of this and other documents, Operators were asked to submit contributions to RAN3#54 and describe further the micro and pico cell scenarios they had in mind where they believe the aforementioned “basic” implementation specific O&M could be standardised.
2.
Micro/Nano/Pico/Femto/Atto Node O&M Scenario
2.1 Overview
As the name suggests, such deployments of small-scale radio network nodes are something that Operators are increasingly considering and/or deploying in an effort to make full use of their packet network(s) and provide in many cases a primarily data service to 3G users over a small area e.g. environments such as offices and homes. 
Whilst perhaps not always the case, the atto node products in many cases implies that not all the functionality associated with a NodeB is present in these small-scale environments. 
One should assume that the majority of commonly utilised O&M functionality such as alarms, counters and even many “regular” features may NOT be required in such deployments and thus the concern of the usefulness of partial standardisation of implementation specific O&M may diminish.
The primary objective of these deployments is to ensure simplicity of operation and management:

· near automatic configuration

· minimal or zero technical knowledge on the part of the subscriber (atto node /access point scenario)

· little or no significant load on Operator management systems. 

In such “plug & play” environments the likely absence of significant pieces of “regular” functionality, the emphasis is more on operation upon switch-on, self-configuration and very basic performance management. 
2.2 Basic Configuration at Switch-On
The following non-exhaustive list should be discussed:

Switch on configuration
Access Point

· The Access Point first needs to ascertain which SEGWs is optimal for connectivity to the IP backhaul of the operator, based on the current location of the Access Point. Similar requirements were satisfied with the design of GAN, but other simpler techniques are also likely to adequately satisfy the requirements. 

· The Access Point then needs to establish a secure connection to the SEGW, for transportation of subsequent signalling and data to the network. 
Access Point > Network

· The Access Point would then need to identify which O+M node should be contacted.
· A basic message exchange is required to allow the Access Point to connect to O+M node, and identify  itself to the network node. Typical parameters for the identification could be Manufacturer ID, Model Number, Node Serial number, software/firmware revision. This information could be signalled in a generic way with transparent fields permitting the identification of vendor’s device. This would allow the maintenance of a database by the Operator (perhaps required in any case by local laws) of what equipment has been deployed at what location.
· Basic information from the Access Point can be passed to the O+M node during this connection, to assist the network in determining radio configuration for the element. This could include: 

· Radio measurements: made by the Access Point on what radio conditions that the element can “see”. For example, standardized measurements on interference, presence of neighbour cells, signal strengths, are but a few that could be considered. 
· (User inputs their current location through a Web interface, e.g. postcode/Zip code.)
Network > Access Point
· Following the steps above, the network sends a configuration message(s) containing all the necessary basic data required to allow this element to operate, e.g. Cell ID, Tracking Area, FQDN of default MME, initial radio configuration and radio optimisation restrictions.

· Note: It should be assumed that in many of these small access-point elements, much software is preloaded in the device such that the “bare minimum” configuration, primarily radio, is required e.g. frequency(s)/channel bandwidth, assigned sub carriers, etc. 

2.3 Monitoring / Management
Monitoring
Whilst the full portfolio of management messages and alarms that one can expect in an orthodox NodeB implementation are neither required nor likely to be generic enough such that specification would prove too ambitious, the following messages could be considered:

Access Point > Network

· Some sort of very high level 'status' reporting message e.g. 'operational', 'service degraded' or 'total failure' would permit the network provider to at least be aware of a mal functioning element and permit an element of customer care. 

Network > Access Point
· It may be possible for the Network to “poll” the element at (irr)regular intervals prompting a status update from the element in question (as above). 
· A 'reset' message to prompt the element to “switch-on” again should any reconfiguration be required. 
3. Conclusion and Proposal
It is hoped that the above text provides an introduction to the concept of partial standardisation of implementation specific O&M in situations where not all functionality as per existing full or future NodeBs is expected nor required. 

It is proposed that RAN3 continues the discussion on identifying what – if any - “basic” Implementation Specific O&M procedures can be specified. 
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