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1 Introduction

The requirements in the TR25.913 specifies the real-time handover interruption as follows:
The impact of intra E-UTRA handovers on quality (e.g. interruption time) shall be less than or equal to that provided by CS domain handovers in GERAN.
Indeed, the 2G systems had been optimised to minimize the interruption of speech during handovers. In DL the 2G standard enables bi-casting from the MSC. Bi-casting is done also from the SGSN for PS handover.
It is therefore in alignment with 25.913 and current 3g to consider the bi-casting for LTE handovers.

2 Description
The following terminology is used: 
Lossless relocation: relocation of a flow with no packet missing.

Seamless relocation: relocation of flow so that interruption of the data stream flow is minimized and are basically unnoticeable by the users. 

2.1 Data Forwarding

· Data forwarding is currently defined for RT flows as follows:

1) At a given point of time before execution of Relocation, Source RNC starts to duplicate DL-GTP PDUs to send one copy locally to the UE and to forward the other copy to the target RNC.

2) Source RNC continues processing and sending DL data normally towards the UE.

3) Target RNC discards all forwarded GTP-PDUs arriving to target RNC until Serving RNC operation is started.

4) When target RNC takes over the serving RNC role, it starts to process the arriving DL GTP-PDUs and send DL data to the UE.

The main difference regarding the user plane handling between 3G and LTE is that data compression and ciphering are done in 3G access while it is done in the AGW for LTE.

As a consequence, 

Data forwarding for HO from 3G to LTE must be done as follows:

· As the source 3G RNC does not cipher data when forwarding them to a target RNC in case of 3G SRNS relocation, the 3G RNC will not cipher data when forwarding data to the target eNodeB. As ciphering is not done in eNodeB in LTE, data will not be ciphered. 

· In order to solve this problem, the source 3G RNC needs to forward data to the AGW above eNodeB to allow it to cipher before forwarding data to target eNodeB:

· This could be done by target MME providing the IP address of the AGW instead of providing the address of the target eNodeB to the source RNC

· but is a specific handling of HO with 3G compared to intra-LTE HO

· and this adds user plane latency: data coming from the AGW down to the 3G RNC will be sent back to the AGW before being sent again to the access (LTE access).

Data forwarding for HO from LTE to 3G will take place as follows:

· Data are already ciphered when arriving in source eNodeB and should not be ciphered a second time. As a consequence, it should be de-ciphered. 

· This adds user plane latency and implies two consecutive ciphering process: As the target RNC does not know the ciphering used in LTE, the de-ciphering should take place in the LTE entity which ciphers data (AGW): the ciphered eNodeB data should be sent back to the AGW where they come from, the AGW should de-cipher them and send them down to the target 3G RNC that will cipher them again.
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2.2 Bi-casting

· Data bi-casting from AGW (MME/UPE/Anchor) for RT flows is defined as follows: 

1) At a given point in time before execution of Relocation, the AGW starts to duplicate DL GTP-PDUs: one copy is sent to the source eNodeB, and the other copy is forwarded to the target eNodeB.

2) the source eNodeB continues processing and sending DL data normally towards the UE.

3) Target eNodeB discards all forwarded GTP-PDUs arriving to it until it takes the serving role.

4) When target eNodeB takes over the serving role, it starts to process the arriving DL GTP-PDUs and sends DL data to the UE.

ASGW Bi-casting
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As can be seen, this means less complexity, less delay, less processing (no duplication of ciphering process) which is good for RT bearers. 

2.3 Comparison

The following drawbacks can be listed for data forwarding from eNodeB:

· Added complexity: the eNodeB must handle simultaneous handling of ciphered and un-ciphered flows and the target access has to manage two flows arriving from source access and from AGW. 
· Added processing in ASGW: the ASGW will cipher and un-cipher the same data before RNC cipher them again which increases processing load unnecessarily.
· Less performance: data forwarding between RNC/eNodeB would decrease HO performance as data are sent back from RNC back to AGW, to be ciphered in AGW before sent down to eNodeB.

· Real time flow impact: data forwarding between 3G and LTE adds extra delay due to the ciphering/deciphering handling, and delay is harmful for real time flows due to the stringent timing requirements.

· Less efficiency: data forwarding between RNC and eNodeB implies 3 traversals of the last mile (Access/AGW interface).

3 Conclusion

It has been shown for inter-RAT mobility that data forwarding from eNodeB reduces performance and efficiency while adding complexity and processing load compared to bi-casting from the ASGW.

Therefore it is proposed to agree that for RT flows data bi-casting from the ASGW is the solution for inter-RAT handover from/to 2g/3g to/from LTE. 

Decision for nRT flows is pending SA4 answer but bi-casting should be selected as well if the expectations are seamless handover rather than lossless handover like they are today for 3g-3g and 3g-2g handovers.

It is proposed to capture the analysis of the above section 2 into the study area of the TR.

It is proposed to capture the conclusion in the agreement section of the TR.

Besides, the following update of the call flow in the TR 23.882 is proposed in annex A here-below.
4 Annex A:
Classification of all applications into service classes 
7.8.2.3
Alternative solution B 
The intersystem mobility anchor and the SAE UPE are combined into a single node referred to as Access Gateway (AGW).
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Figure 7.8-3: 3GPP Inter Access System Change between LTE RAN and pre-SAE/LTE 2G/3G RAN for Alternative B

Handover between 3G systems is performed as a backward handover i.e. the radio resources are prepared in the target 3GPP access system before the UE is ordered by the source 3GPP access system to change to the target 3GPP access system.

For the case of a 2G to LTE system mobility when the 2G system has no support for PS Handover, the UE will first perform cell re-selection before initiating a Tracking Update Procedure. This results in a “forward handover” instead of the “backward handover” and is identical to inter-RAT Mobility in IDLE mode.

The decision for initiating a handover is made by radio system entities of the source 3GPP access system.

During the handover phase the user plane is established between the LTE Access and the AGW.

The SAE MME may be collocated with the SAE UPE or with the 2G/3G MME/UPE in order to simplify the number of interfaces and signalling transactions.
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Figure 7.8-4: Backward Handover from 2G/3G to SAE/LTE
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1)
The IP bearer service is established between the UE and the intersystem mobility anchor via 2G/3G access system and 2G/3G MME/UPE

2)
The pre-SAE/LTE 2G/3G Access decides to initiates a handover to LTE Access

3)
The pre-SAE/LTE 2G/3G Access sends a Handover Required with the pre-SAE/LTE 2G/3G MME.

3a)
The 2G/3G MME/UPE selects a SAE MME serving the Evolved RAN nodes the UE is going to use

4)
The 2G/3G MME derives an address of the target SAE MME and sends a Handover Preparation Request, including the UE context information. The SAE MME creates a UE context and sends a Handover Preparation Request (PDP Session) to the LTE Access.

5)
The LTE Access sets up user plane contexts for the SAE UE

6)
The LTE Access sends a Handover Preparation Confirm to the SAE MME. The SAE MME sends a Handover Preparation Confirm to the 2G/3G MME. The target eNodeB asks the UPE to start bi-casting of real-time flows to target LTE Access. 
7)
The 2G/3G MME sends a Handover Command to the UE via the 2G/3G Access.

8)
AGW duplicates real-time data and sends them to both source and target Accesses. 
9)
The UE is detected at the LTE Access.

10)
LTE Access sends a Handover Complete to the SAE MME. The SAE MME initiates the Handover Complete Procedure with the 2G/3G MME.

11)
The 2G/3G MME acknowledges the handover completion towards the SAE MME.

12)
The SAE UPE in the AGW switches the user plane towards the new LTE Access. The AGW will now forward all downlink packets to the LTE Access.

13)
The IP Bearer service is now established between the UE and the intersystem mobility anchor via LTE Access and SAE UPE.

14)
The UE updates its location using a Tracking Area Update Procedure with the SAE MME. The SAE MME will initiate the Register MME procedure with the HSS.
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