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1. Introduction
RAN2 would like to thank SA3 for their LS on the choice between UMTS AKA and EAP AKA for LTE access (S3-060563).  After reviewing the LS and the attached document S3-060564, RAN2 have the following comments:
Issue P-1 (pseudonym management):

RAN2 are uncertain of the exact mobility implications of this issue, but in general, the management of UE identities by home vs. visited networks is likely to affect the simplicity and performance of mobility scenarios with a roaming UE.  RAN2 assume that the protocols involved are most likely in SA2 rather than RAN2 scope, but would appreciate continuing information on any decisions taken in this area that may have effects on handover procedures.
Issue P-2 (fast re-authentication):

The sentence “The use of integrity protection on NAS-signalling (between UE and aGW) may also be considered as fast re-authentication as it also ensures the continued presence of the ME.” suggests that the integrity mechanism itself may satisfy some requirements for authentication at handover.  RAN2 would be interested to know if this is an accurate interpretation, and also if the same consideration applies to integrity protection on RRC signalling (between UE and eNB) if the eNB is sufficiently secure.
Issue H-1 (interworking):
RAN2 are somewhat alarmed by the statement “This will affect all intra/inter-system 3GPP handovers”.  It is not clear to RAN2 what the involvement of interworking procedures in intra-system handovers would be, and we request further information on the reason for this connection.
Issue P-4 (amount of messages):

Based on the text in Issue P-3, RAN2 assume that the full authentication scenario described in Issue P-4 will occur mainly at change of aGW; further, we assume the NAI used in the authentication process is somehow a function of the UE identity as it can be known in the E-UTRAN.

In examining Figure 4, RAN2 believe it is possible in this situation (depending on decisions yet to be taken in RAN3) that the first exchange of messages between UE and aGW will not be necessary.  The aGW may automatically learn the NAI of an arriving UE from other network elements rather than retrieving it from the UE directly.  RAN2 would like to know if this behaviour (assuming it is adopted in RAN3) would be considered compatible with the EAP AKA framework.
2. Actions:

To SA3:

ACTION: 
RAN2 request that SA3 take into account what information it has been able to give, and provide additional information on the following points:
1) Regarding Issue P-2, does integrity protection at either NAS or RRC levels provide an acceptable form of “fast re-authentication”?

2) Regarding Issue H-1, what are the reasons for assuming that intra-system handovers would be affected?

3) Regarding Issue P-4, are the assumptions described in the text correct, and is delivery of the NAI via network elements, rather than directly from the UE, an acceptable alternative in EAP AKA?

To RAN3:

ACTION: 
RAN2 request that RAN3 indicate if a decision on aGW change is taken that would affect the possibility of the target aGW receiving the identity of an arriving UE from other network elements as part of the mobility procedure.
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