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1. Introduction
To meet 100ms transition time from idle to active, it has been agreed to reduce the number of subsequent steps to be performed by a “condense” signaling flows, e.g. merging RRC connection establishment, Security mode command, RAB assignment and PDP context activation procedures [1]. 

This contribution includes further consideration on how to apply the “condense” signaling flows to detach to active. 
2. Discussion

“Condense” signaling flows, which was agreed for idle to active, would be used for signaling flows for detach to active as well. It can reduce delay from detach to active so that it does good in some scenarios, e.g. inter-RAT HO, immediate call initiation after switch on, etc. 

However, detach to active is categorized into two cases, i.e. first attach and subsequent attach. At the first attach, a UE does not contain any security key set information and network node does not have security association for the UE either. Meanwhile, at the subsequent attach, a UE contains security key set information. 

“Condense” signaling flows would be applied differently since the IP(Integrity Protection) and CP(Ciphering) cannot be applied before completion of authentication and SMC in the former but it can do that to the first UL message in the latter. Figure 1 illustrates the former. Meanwhile figure 2 illustrates the latter. 
In the figure 1, the message sequence involves the following steps;
1) The UE acquires security algorithms in order of preference by system information.
2) The UE transmits Uu+ Connection REQ, which includes the following information;

- Initial UE id (IMSI), Establishment cause, UE capabilities (AS&NAS), Measurement info, START, Selected PLMN id, Intra domain NAS node selector, Selected security algorithm, Attach type, KSI, etc
Uu+ Connection REQ is not integrity protected and ciphered either. 
3) The E-NB transparently forwards the entire message to the corresponding aGW. In this step, the E-NB does not create a UE context and store the AS part of the received information neither. 
4) The aGW retrieves authentication parameters, and transmits S1 Connection RES, which includes the following information;


- KSI, authentication parameters (RAND, AUTN)


- AS information from S1 Connection REQ

The E-NB creates a UE context and store the AS part information in this step.
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Figure1. Message sequence for LTE detach to LTE active when UE has no security key set info
5) The E-NB transmits Uu+ Connection RES, which mainly forwards KSI and authentication parameters.

6) The UE transmits Uu+ Connection COM, which includes authentication response parameters. The E-NB forwards it to the aGW. 
Note#1: Through S1 Connection RES, Uu+ Connection RES, Uu+ Connection COM, and S1 Connection COM, authentication is performed. 
7) The aGW transmits S1 SMC to inform the E-NB of E-Ik and E-Ck, and the E-NB transmits IP protected Uu+ COM to the UE. 
8) The UE transmits IP protected Uu+ SMC COM if IP check of Uu+ SMC is successful. The UE starts CP function.
9) The E-NB transmits IP protected S1 SMC COM if IP check of Uu+ SMC COM is successful. The E-NB starts CP function. 

10) The aGW starts CP function upon receiving S1 SMC COM. 
11) The aGW transmits ciphered Attach RES, which includes temporary UE id. 

12) The UE transmits ciphered Uu+ Activate PDP Context, which includes service context status info. 

13) The aGW transmits ciphered S1 Activate PDP Context ACC, which includes S1 tunnel information to be established, QoS information. 
In the figure 2, the message sequence involves the following steps;
1) The UE acquires security algorithms in order of preference by system information
2) The UE selects security algorithm, and applies CP/IP functions to Uu+ Connection REQ. 
Note#2: FRESH can be handled differently compared to UMTS, e.g. UE initiated FRESH, or FRESH by system information [2], or no FRESH for LTE [3]
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Figure2. Message sequence for LTE detach to LTE active when UE has security key set info
3) The UE transmits Uu+ Connection REQ, which includes the following information;

- Initial UE id (IMSI), Establishment cause, UE capabilities (AS&NAS), Measurement info, START, Selected PLMN id, Intra domain NAS node selector, Selected security algorithm, MAC-I, Attach type, KSI, Service context status info, etc

4) The E-NB transparently forwards the entire message to the corresponding aGW. In this step, the E-NB does not create a UE context and store the AS part of the received information neither.

5) The aGW retrieves security key set information corresponding to the KSI, and applies IP/CP functions to the received S1 Connection REQ.

6) The aGW transmits SI Connection RES to the E-NB, which includes the following information, if IP check of S1 Connection REQ is successful. 
- Ciphered NAS information: Temporary UE id (P-TMSI)


- AS information from S1 Connection REQ 


- S1 tunnel information to be established, QoS information, EIk, ECk, etc

7) The E-NB transmits IP protected Uu+ Connection RES, which includes the following information, to the UE. 

- Ciphered NAS information: Temporary UE id (P-TMSI)

- Initial UE id (TMSI), RB info, MAC-I, etc

8) The UE transmits Uu+ Connection COM if IP check of Uu+ Connection RES is successful.

3. Conclusion
It is proposed to discuss message sequence for detach to active in the section 2. It describes how signalling flows can be “condensed” in detach to active transition. If agreeable, it is also proposed to reflect section 2 on R3-018. 
If we cannot make a decision on this issue since it contains both AS and NAS procedures, we would like to discuss on how to continue the progress. 
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