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1. 
Introduction

It has been discussed in RAN3#51 the possible mechanism for the lossless data HO[3]. However only an open issue was incorporated in R3.018[2]. A LS was also sent to SA1 and SA2 from RAN plenary#31 to ask the characteristic for application in terms of data loss.

This contribution further discuss the issue with related to the in sequence re-ordering for DL, based on the assumption that a data loss-less mechanism is needed e.g. in order to avoid the reducing of data throughput for the TCP application. However, the performance of TCP due to data loss during the mobility is out of scope of this contribution.
2 Discussion
The current R3.018 says 
The target eNodeB might need to re-order packets received from the Access Gateway and the source eNodeB. Sequence numbering maybe not needed for a forwarding procedure without bi-casting (only the last UP packet must be marked transmitted from aGW via Source to Target eNode B)
Using of the UP packet marked with “last” mechanism for the re-ordering of the packet in the target eNode B from source eNode B and the ASGW, has some problems as shown below:
Problem 1) if there are several packets to be forwarded from the source eNode B, as there is no in-sequence delivery in the transport, it could happen that the packet marked with “last” arriving first at the target eNode B. 

Problem 2) If there is no packet to be forwarded from the source eNode B, there may be two ways for the target eNode B to detect: 1)it is possibly that the target eNode B may need a timer to supervise if there is data coming; or 2) the source eNode B inform the target eNode B there is no data to forward but the trigger of this may be from the MME/UPE e.g. by a Release message. Both of these may delay the transmission of the next packet to the UE.

The above problems can  be solved by having packet sequence number for forwarding and packet from ASGW.
The mechanism is depicted in the following 
· Sequence number is added in the packet between the ASGW and eNode B. We call it here  S1 SN. At the eNode B, the layer which is the Lower PDCP adds an sequence number. We call it here L-PDCP SN. Note that the “Lower PDCP” which we call here is a layer which is forwarding the data from the source eNode B to the target eNode B. This lower PDCP layer then corresponds the L-PDCP SN with the S1 SN.
· During the preparation phase of the inter eNode B HO, an offset between P-PDCP SN and S1 SN is transferred in the Context Transfer message from source eNode B to target eNode B.

· The source eNode B start forwarding from the packet  which has not received acknowledge from the UE. 

· The target eNode B when receives a HO Complete from the UE, it then send a HO Complete message to the ASGW. From now the ASGW will switch and then transfer the packet to the target eNode B. So at this point of time, both the forwarding packet data from source eNode B and packet data from ASGW may arrive at the target eNode B out of order. 

· The arriving out of order packet data from both the source eNode B and ASGW are re-ordered in the target eNode B by the S1 SN.
· The next expected packet data sequence number (L-PDCP SN) is informed by the UE in the HO Complete message. The target eNode B then correspond this L-PDCP SN with the S1-SN by the offset (which was transferred in the Context Transfer message from the source eNode B). The Target eNode B then start transfer the next expected packet data to the UE.

This is depicted in the following figures with the example of showing the L-PDCP and S1 sequence number:
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Figure 1  Sequence number for S1 and Lower PDCP
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Figure 2  Exchange of  Sequence number during Handover (1)
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Figure 3  Exchange of  Sequence number during Handover (2)
Using the above mechanism, it can solve the problems shown above:

For problem 1): the target eNode B can re-ordering by using the sequence number 

For problem 2): even if there is no data to be forwarded by the source eNode B, the target eNode B can know by simply  the sequence number in the packet from the ASGW.

3.
Conclusion and Proposal

From the discussion in chapter 2 of this contribution, we identified that using the mechanism of “packet marked with Last” forwarded by the source eNode B has some problems for re-ordering in the target eNode B. It is concluded that using sequence number will solve that problems. 

The data packet forwarding with the sequence number and the re-ordering for the whole HO procedure is shown in the contribution.

It is proposed the following:

For the re-ordering and the lossless purpose

· having a S1 sequence number in the packet from ASGW to eNode B

· having a Lower PDCP sequence number 

· transferring of a offset between S1 SN and L-PDCP SN from source eNode B to target eNode B

It is also proposed to capture the text in the chapter 2 of this contribution in the chapter 6.9 In sequence delivery of R3.018.

[1] RP-060208 LS on characteristics for applications in terms of data loss
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