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1. Introduction
In RAN2/RAN3/SA2 joint meeting in Denver, SAE Bearer Service Architecture was agreed and captured in [1]. In SAE Bearer Service Architecture, the identification of SAE Access Bearer Service is not discussed yet.
This document discusses two possible approaches for identification of SAE Access Bearer Service. The purpose of this document is to discuss the identification rather than protocol. The functionalities of SAE Access Bearer Service are discussed in companion paper [2].
2. SAE Bearer Service Architecture
Figure 1 shows the SAE Bearer Service Architecture which is captured in [1].

The SAE Access Bearer Service provides
-
transport of the SAE Bearer Service data units between aGW and eNodeB according to the required QoS
-
provision of aggregate QoS description of the SAE Bearer Service towards the eNodeB
-
linking of the SAE Access Bearer Service to the respective SAE Bearer Service
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Figure 1: SAE Bearer Service Architecture
3. Identification of SAE Access Bearer Service
When considering the identification, we think there are two possible approaches.
Alt.1) 3GPP specific approach (e.g. Frame Protocol, GTP-U)
Alt.2) IP header approach (e.g. IP address fields and Flow Label in Transport IP header)
In the following part, we discuss the above two possible approaches. In this discussion, the scenario that multiple aGW serve a UE is not described since it is FFS in [1].
Alt.1) 3GPP specific approach
Figure 2 shows the example of 3GPP specific approach, e.g. Frame Protocol, GTP-U. SAE Bearer Service and SAE Access Bearer Service are identified by SAE Bearer ID. SAE Access Bearer Service carries only one SAE Bearer Service. An IP transport service could carry SAE Access Bearer Service(s) of user(s).
In this approach, the characteristics are summarized as follows;
· One SAE Bearer Service is mapped onto one SAE Access Bearer Service.
SAE Bearer Service is uniquely identified based on SAE Bearer ID.
· Several SAE Access Bearer Services could be mapped onto one IP transport service.
SAE Access Bearer Service is uniquely identified based on SAE Bearer ID.
· An IP transport service could carry SAE Access Bearer Service(s) of user(s). SAE Bearer Services within one IP transport service are identified by SAE Bearer ID.
· A SAE Bearer ID is carried on, e.g. TEID field in GTP-U or header field in Frame Protocol.
· DSCP in IP transport service is configurable based on operator’s policy.

· Path switch indicates SAE Access Bearer Service(s) for the user.
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Figure 2: 3GPP specific approach
Alt.2) IP header approach
Figure 3 shows the example of IP header approach, e.g. Proxy Model Mobile IPv6 Regional Registration/Forwarding (PMIPv6) [3]. SAE Bearer Services could be identified by Flow Label in IP header. SAE Access Bearer Services and IP transport service for the user are identified by IP address in IP header. An IP transport service only carries SAE Access Bearer Service for the user, i.e. IP transport Service is established for each user. Destination IP address (DL) and source IP address (UL) of Transport IP header are based on eNodeB’s prefix and UE’s Interface ID portion of the IPv6 address.
In this approach, the characteristics are summarized as follows;
· Several SAE Bearer Services could be mapped onto one SAE Access Bearer Service.
A SAE Bearer Services within one SAE Access Bearer Service are distinguished by Flow Label, i.e. SAE Bearer Service is uniquely identified based on
-
In downlink, (destination address + Flow Label) in Transport IP header
-
In uplink, (source address + Flow Label) in Transport IP header
· A SAE Access Bearer Service is mapped onto one IP transport service. IP transport service is established for each user. SAE Access Bearer Service is uniquely identified based on
-
In downlink, destination address in Transport IP header
-
In uplink, source address in Transport IP header
· DSCP in IP transport service is configurable based on operator’s policy.

· Path switch indicates only one SAE Access Bearer Service for the user.
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Figure 3: IP header approach
4. Conclusion

In this contribution, we discussed two approaches for the identification of SAE Access Bearer Service. We propose RAN3 discusses this issue, and
it is proposed to capture the section 3 in the appropriate part of TR R3.018.
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