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1. Introduction
In RAN2/RAN3/SA2 joint meeting in Denver, SAE Bearer Service Architecture was agreed and captured in [1]. On the functionalities of SAE Access Bearer Service, “identification”, “lossless delivery”, “in-sequence delivery” and “flow control” are not discussed yet. This document discusses whether these functionalities are necessary or not.

Please note that this document discusses the functionalities during non handover. During handover, “lossless delivery” and “in-sequence delivery” between eNodeBs should be provided.
2. SAE Bearer Service Architecture
Figure 1 shows the SAE Bearer Service Architecture which is captured in [1].

The SAE Access Bearer Service provides
-
transport of the SAE Bearer Service data units between aGW and eNodeB according to the required QoS
-
provision of aggregate QoS description of the SAE Bearer Service towards the eNodeB
-
linking of the SAE Access Bearer Service to the respective SAE Bearer Service
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Figure 1: SAE Bearer Service Architecture
3. Functionalities of SAE Access Bearer Service
In this section, we discuss the functionalities on “identification”, “in-sequence delivery”, “lossless delivery” and “flow control” in SAE Access Bearer Service, i.e. between aGW and eNodeB.
For Physical Bearer Service, we assume several type of Physical Bearer Services could be used, e.g. Ethernet, ATM, Microwave. And we assume that Physical Bearer Service does not provide “in-sequence delivery”, “lossless delivery” and “flow control”, but the probability of out of sequence delivery and loss of data in Physical Bearer Service are very low in comparison with LTE air interface.
(1) Identification

eNodeB needs to identify the SAE Bearer Service for linking of the SAE Access Bearer Service to the respective SAE Bearer Service. On the other hand, user IP header is compressed and user IP packet is encrypted. Therefore, some new identifier of SAE Bearer Service is necessary.

For linking of the SAE Access Bearer Service to the respective SAE Bearer Service, SAE Access Bearer Service needs to carry the new identifier.

Conclusion: Identifier of SAE Bearer Service and the mechanism to carry the identifier on SAE Access Bearer Service are necessary. (More detail on identification is discussed in companion paper [2])
(2) In-sequence delivery
When considering “in-sequence delivery”, we need to investigate the influence to Header compression and TCP since in-sequence delivery should be provided for avoiding the large performance degradation. In the following part, we discuss the influences and the demerit of in-sequence delivery.

· Header compression
When ROHC (RFC 3095) was designed one of the operating assumptions was that the channel between compressor and decompressor is required to maintain packet ordering for each compressed flow. However RFC 4224 explains different ways of implementing efficient header compression with the profiles found in RFC 3095, as well as other profiles based on those profiles, over reordering channels. According to RFC4224, a compressor performs LSB encoding of the number of bits depending on the mode of operation and its state e.g., to a RTP sequence number, then a decompressor can reorder packets of the number of interpretation interval offset. For example, using 8 bits of sequence number allows a packet to be decompressed when the reordering leads to up to 7 units in sequence number variation.
· Avoiding TCP fast retransmission
TCP fast retransmission might occur if packet arrives out of sequence. But the assumption is that the probability of out of sequence delivery is small enough.

· Demerit if in-sequence delivery is provided

eNodeB should take into account a maximum number of valid received frames and a maximum elapsed time to distinguish between loss of PDUs and out of sequence of PDUs. This might lead to increase unnecessary UP latency.

Conclusion: “In-sequence delivery” is not necessary at SAE Access Bearer level during non handover.
(3) Lossless delivery
The assumption is that BER is small enough, and even if a packet is lost, TCP for NRT between end-to-end points would recover it.

Conclusion: “lossless delivery” is not necessary at SAE Access Bearer level during non handover.

(4) Flow control
In UTRAN, using Iub/Iur flow control, RLC window size could be reduced. But in E-UTRAN it is agreed that outer ARQ is in eNodeB. Hence, flow control is not necessary.
If flow control is provided, the buffer memory size of eNodeB could be reduced. But the buffer memory size of eNodeB is not so much concern. In addition, even if a packet is lost at eNodeB, TCP flow control is provided. Basically NRT flows use TCP, so then end-to-end data rate would be controlled well.
Conclusion: Flow control is not necessary at SAE Access Bearer level
If flow control for NRT flows is necessary in other reason, similar one to current Iub flow control could be used.
4. Conclusion
In this contribution, we discussed the “identification”, “lossless delivery”, “in-sequence delivery” and “flow control” functionality of SAE Access Bearer Service.

We propose

· Identifier of SAE Bearer Service and the mechanism to carry the identifier on SAE Access Bearer Service are necessary.

· “In-sequence delivery” is not necessary at SAE Access Bearer level during non handover.
· “Lossless delivery” is not necessary at SAE Access Bearer level during non handover.
· “Flow control” is not necessary at SAE Access Bearer level.
It is proposed to capture the conclusion of section 3 in the appropriate part of TR R3.018.
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