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1
Introduction

At RAN3#50 several contributions were submitted considering an RRM Server to be an optional element within the E-UTRAN. This document discusses the conditions under which an optional element can be introduced.

2
Discussion

2.1
General

At the joint meeting with SA3 during RAN3#50 it has been determined that terminating the RRC protocol in the eNodeB is acceptable from an operator’s security requirement point of view. In a similar way, integrity protection is a must for RRC, whether or not certain RRC messages have to be encrypted is FFS for SA3.

This speaks – basically - in favour of a 2 node architecture where the RRC protocol is terminated in the eNodeB.

However, almost all contributions submitted for the RAN3 Agenda Item on “RRM” consider an RRM Server for e.g. load balancing, interference management and logical O&M. Most of these contributions regard this RRM Server to be an optional element within E-UTRAN (which would in fact hint on a 3rd node).

It should be investigated under which conditions an optional element
-
is likely to become standardised

-
has a certain chance to be introduced on the market

Hypothesis: 

An RRM Server, providing the possibility to place mandatory functionality in an alternative logical node has no chance on introduction, neither in standards, nor on the market.

2.2
Deployment and Migration Strategies for an optional RRM Server 

2.2.1
(Initial) isolated deployment of LTE access

At initial deployment of LTE access for isolated operation (e.g. for home base stations)

-
one could consider to restrict any mobility support to intra-eNodeB mobility, so re-attach will be necessary when moving out of coverage of the eNodeB.

-
no mobility related configuration of broadcast channels, no handling of neighbour-ship relations is necessary.

-
this „isolated operation“ mode need to be broadcasted

-
the necessity of the definition of a special UE operation mode / UE state is TBD

-
broadcast of NAS related information (Tracking Area, PLMN ...) is performed via local O&M, possibly stored as part of a fixed „BS SIM“ – „BaseStation Identification Module“

-
access should be possible to the „owner“ of the HBS who might be able to configure „public access“ or is able to distribute access grants to distinct persons/subscribers with tbd mechanisms

2.2.2
Initial network deployment of SAE/LTE

At initial network deployment

-
inter-eNodeB mobility and inter-RAT mobility needs to be supported

-
mobility related configuration of broadcast channels, and handling of neighbourship relations becomes necessary.

-
broadcast of NAS related information (Tracking Area, PLMN ...) is performed via (remote) O&M

-
access is controlled by the operator

-
due to low load situations, no high sophisticated RRM is necessary, static or suboptimum methods are implemented in eNodeBs

2.2.3
Advanced network deployment of SAE/LTE

When the population of LTE cells with LTE capable terminals increases

-
due to high load situations, inter-RAT and intra-LTE-access RRM becomes an issue, high sophisticated methods need to be provided

-
it needs to be investigated whether a centralised (with RRM server) or de-centralised RRM method is to preferred.

2.2.4
UTRAN and E-UTRAN operation with RRM Server

Due to legal restrictions, it is most likely that the E-UTRAN will provide an perfect overlay network for UTRAN, once fully deployed, i.e. eNodeBs will be co-located to NodeBs, most likely deployed in the same shelf.
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Figure 1. E-UTRAN and UTRAN deployment.

Figure 1 depicts the situation described above, LTE and UTRA access in a fully deployed network. If an RRM Server is deployed, it will most likely (and most beneficially) deployed in the vicinity of the CRNC controlling UTRA-access. Synergies for common O&M and RRM handling are possible.

In order to allow common RRM, the definition of horizontal interfaces between CRNCs ( RRM servers and between RRM servers should be considered.

3
Proposal

It is proposed to discuss the content of the paper and to capture the text in chapter 2 in TR      R3-018.
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