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1. Overall Description:

RAN2 and RAN 3 would like to inform SA2 about the outcome of the sessions on intra-access mobility handling.

Intra-access mobility for UEs in LTE_IDLE

With regards to handling of UEs in LTE_IDLE, two basic architectures were identified and discussed:

· architectures, that handle LTE_IDLE within the eNodeB

· architectures, that handle LTE_IDLE (in central node(s)) above eNodeB

Although majority was expressed by the group for the latter one, a final agreement for LTE_IDLE handling was not reached during RAN2/3#48bis in Cannes, but is expected to be taken in RAN2/3#49 in Korea.

For the latter architecture, a conditional agreement on a functional entity named MM-Entity (MME) that comprises a set of functions, similar to the set of control plane functions contained in todays SGSN was defined, however, the logical node in which this entity can/will reside is still FFS.
It was clarified that in all concepts no UE dedicated User Plane/Transport Network Layer resources are kept established in LTE_IDLE. However, some concepts still forsee the possibility to memorise tunneling endpoints within the CN.
Further, a functional entity, named User Plane Entity (UPE) was identified that 

terminates for idle state UEs the downlink data path and triggers/initiates paging when downlink data arrive for the UE and further stores subscriber information, e.g. parameters of the basic IP bearer service, keeps network internal routing information etc..

The SAE system then consists of geographicall distributed MME entities, and it is assumed that the MME where the UE is registered stores subscriber information, e.g. permanent and temporary user identities, mobility state, tracking area, etc. It is assumed that the MME can store the UE context for long to allow for detach and reattach with temporary identity.
Further, a functional entity named Tracking Area Topology Database was defined which holds the mapping information between Tracking Area and the corresponding cells/eNodeBs for paging distribution, location is FFS.
Although it is likely that MME and UPE are grouped together in the same logical node, this is not yet decided.
The MM-Entity encompasses the following functions:

- HSS access

The MM-entity can connect to the HSS to retrieve the subscription information for a given UE.

- Keeping users UE/user attach, mobility, security and IP bearer status 
-  Keeping subscription data (allowed areas, etc.)

The MM-entity keeps storage of these subscription information including the roaming and access restrictions.

- Accept/Deny UEs location in IDLE
When the UE makes TA (tracking area)-updates, roaming and access rights are checked by the MM-entity (knowing user location only at tracking area level and the cells of that tracking area) to determine if it can accept or deny the UE. 
- Store UEs location (TA) in IDLE
In LTE_Idle state, the MM-entity stores and keeps updated the UE location at Tracking Area level.

- Handling of user identity confidentialty (TMSI, number space might be an issue)

LTE temporary identities are allocated by the MM-entity and provided to the UE in a protected manner to ensure user identity confidentiality. This temporary identity is valid within a TA.

- support of load balancing / redundancy (similar to Iu flex)


( Store security related data and bearer service configurations to speed up connection/bearer setup

Some security context like authentication vectors including keys and start values to initialise ciphering/integrity engines shall be stored in the MM-Entity in order to speed up LTE_Idle to LTE_Active transition.

Default QoS configuration and possibly radio related configuration data can also be stored in the MM-entity.

( Initiation (Trigger) of Paging of IDLE UEs within TA

It is FFS in which node UPE is located. It is FFS where the TA – NodeB/Cell mapping database would reside. 
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Intra-access mobility for UEs in LTE_ACTIVE
With regards to handling of UEs in LTE_ACTIVE, two basic architectures were identified and discussed:
architectures, that handle LTE_ACTIVE functions (among others: termination of RRC)
· within the eNodeB

· (in central node(s)) above eNodeB
With regards to handling of roaming/area restrictions, it was agreed that it is benefitial that the CN has knowledge of the UEs position on TA granularity even in LTE_ACTIVE.
Assessment of security 

SA3 will be informed on the current status of architectural options and is tasked to assess them on potential security threats.
RAN2 and RAN3 will continue working on intra-access mobility and will keep SA2 informed on the progress.
2. Actions:


none
3. Date of Next TSG-RAN 3 Meetings:

TSG RAN WG3 Meeting #49 

07 – 11 November 2005, Korea

TSG RAN WG3 Meeting #50 

13 – 17 February 2006, TBD
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