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1. Introduction
It is clearly indicated in the specifications that the SABP messages are carried using the path protocol TCP for both ATM and IP options.  However, 3GPP TS 25.410 does not specify how SABP messages are carried over TCP.  There is no indication as to how SABP messages are delimited within TCP packets.  

2. Discussion:

Definition of encapsulation of SABP messages within TCP is important to avoid IOT issues between CBC and RNC, otherwise it would result in discarding all SABP messages by RNC and Cell Broadcast Center rendering to failure of CBS feature. TCP actually lets you fill up its entire payload if you have data to fill it up with.
The following proposal should help solving this problem.
Proposals:

The following are three methods that can be used to encapsulate and decode SABP PDUs within TCP packet.

1. Every TCP packet is restricted to carry only one SABP PDU.   SABP PDU size should fit into the standard TCP/IP packet size on Iu-BC. This procedure is depicted in (a). 

2. Every TCP packet contains multiple SABP PDUs such that there is no fragmentation on SABP PDUs within a TCP/IP packet on Iu-BC.  Every SABP PDU shall contain the length of the SABP PDU as part of SABP message header.  The SABP PDU length is used to demark the SABP PDUs within a TCP packet.  If fragmentation of an SABP PDU is required to fit into a TCP packet, then that SABP PDU as a whole shall be part of a new TCP packet. This procedure is as depicted (b).

3. Every TCP packet can carry multiple SABP PDUs and also shall allow fragmentation of the SABP PDUs.  In case of overflow of SABP PDU, the second part of the fragmented SABP PDU shall be part of a new TCP packet.  This proposal is not recommended as it involves more complexity and also needs additional header information to indicate fragmentation of a SABP PDU and also information of the fragments in each TCP packet.

Note: Standard IP packet size on Iu-BC is limited to 1500 Byte including TCP/IP headers. 
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Since the different methods are not backward compatible, then deciding on a solution for R99 onwards is important:

1- Restrict the number of SABP messages to one in each SABP PDU, as in Method-1.
2- Add the length indicator to each SABP message, to be able to differentiate the multiple messages within one TCP packet, as in Method-2.
Method-1 reflects the R99 understanding of the spec. Since there is no length indicator in the messages today, then one SABP message will be encapsulated in a TCP packet.

Method-2 optimizes the packet transfer on the Iu-BC interface, by reducing the required Transport headers. The drawback of this solution is, it is not backwards compatible with today’s R99-Rel-6 solution.
Considering above, Motorola recommend using Method-1 due to backward compatibility with R99 and following releases.
3. Conclusion 
Motorola recommend to explicitly stating that one SABP PDU/message should be carried in a TCP packet on Iu-BC interface.
According to the recommended solutions above, Motorola provided the required CR for 25.410-Rel-6 in R3-04041462. 
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