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8.2.16
System Information Update

8.2.16.1
General

The System Information Update procedure performs the necessary operations in order for the Node B to apply the correct scheduling of and/or to include the appropriate contents to the system information segments broadcast on the BCCH.

8.2.16.2
Successful Operation
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Figure 22: System Information Update procedure, Successful Operation

The procedure is initiated with a SYSTEM INFORMATION UPDATE REQUEST message sent from the CRNC to the Node B using the Node B Control Port.

The Node B shall consider the requested updates to the BCCH schedule in the same order as the MIB/SB/SIB information is included in the SYSTEM INFORMATION UPDATE REQUEST message.

If the SYSTEM INFORMATION UPDATE REQUEST message includes the BCCH Modification Time IE, the updates to the BCCH schedule (possibly consisting of IB occurrence additions, IB occurrence deletions and IB occurrence contents updates) indicated in the SYSTEM INFORMATION UPDATE REQUEST message shall be applied by the Node B at the first time instance starting from the SFN value set by the BCCH Modification Time IE. If no BCCH Modification Time IE is included, the updates to the BCCH schedule shall be applied as soon as possible.
The RNC shall include the IB SG Data Encoding IE.
Information Block addition:
If the SYSTEM INFORMATION UPDATE REQUEST message includes segments of a certain MIB/SB/SIB, the Node B shall assume that all segments for that Information Block are included in the message and ordered with increasing Segment Index (starting from 0). For each included segment, segment type information and IB SG POS IE are also given in the SYSTEM INFORMATION UPDATE REQUEST message.
The Node B shall determine the correct cell system frame number(s) (SFN) for transmission of the segments of system information, from the scheduling parameters provided in the SYSTEM INFORMATION UPDATE REQUEST message. The SFN for transmitting the segments shall be determined by the IB SG REP IE and IB SG POS IE such that:

-
SFN mod IB_SG_REP = IB_SG_POS

If the SYSTEM INFORMATION UPDATE REQUEST message contains Master Information Block (MIB) segments in addition to SIB or SB segments, the MIB segments shall first be sent in the physical channel by the Node B. Once these MIB segments have been sent in the physical channel, the updated SB/SIB segments shall then be sent in the physical channel.

Only if the inclusion of each new IB segment in the BCCH schedule leads to a valid segment combination according to [18], the Node B shall accept the system information update.

If the SIB Originator IE value is set to "Node B", the Node B shall create the SIB segment of the SIB type given by the IB Type IE and autonomously update the SIB segment and apply the scheduling and repetition as given by the IB SG REP IE and IB SG POS IE.

SIBs originating from the Node B can only be SIBs containing information that the Node B can obtain on its own.

Information Block deletion:
If an IB Deletion is indicated in an instance of MIB/SB/SIB information IE in the SYSTEM INFORMATION UPDATE REQUEST message, the Node B shall delete the IB indicated by the IB Type IE and IB OC ID IE from the transmission schedule on BCCH.

Information Block update:
If the SYSTEM INFORMATION UPDATE REQUEST message contains segments for an IB without IB SG REP IE and IB SG POS IE and there is already an IB in the BCCH schedule with the same IB Type and IB OC ID which is not requested to be deleted from the BCCH schedule by an IB deletion indicated in a MIB/SB/SIB information IE repetition present in the SYSTEM INFORMATION UPDATE REQUEST message before the IB segments are included, then the Node B shall only update the contents of the IB segments without any modification in segment scheduling.

If the Node B successfully completes the updating of the physical channel scheduling cycle according to the parameters given in the SYSTEM INFORMATION UPDATE REQUEST message, it shall respond to the CRNC with a SYSTEM INFORMATION UPDATE RESPONSE message.

8.2.16.3
Unsuccessful Operation
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Figure 23: System Information Update procedure, Unsuccessful Operation

If the Node B is unable to update the physical channel scheduling cycle according to all the parameters given in the SYSTEM INFORMATION UPDATE REQUEST message, it shall respond with a SYSTEM INFORMATION UPDATE FAILURE message with an appropriate cause value.

The Node B shall not incorporate any of the requested changes into the physical channel scheduling cycle, and the previous system information configuration shall remain intact.

Typical cause values are:

Radio Network Layer Cause:

-
SIB Origination in Node B not Supported

Miscellaneous Cause:

-
Hardware failure

-
Control Processing overload

-
O&M Intervention

8.2.16.4
Abnormal Conditions

The Node B shall reject, with the cause value "SIB origination in Node B not supported", requests for Node B originated system information blocks that make use of a value tag.

The Node B shall reject the requested update with cause value "BCCH scheduling error" if:

-
After having handled a certain MIB/SB/SIB information IE repetition, an illegal BCCH schedule results;

-
If a MIB/SB/SIB Information IE repetition includes an IB SG REP IE or an IB SG POS IE and there is already an IB in the BCCH schedule with the same IB Type and IB OC ID which is not requested to be deleted from the BCCH schedule by an IB deletion indicated in a MIB/SB/SIB information IE repetition present in the SYSTEM INFORMATION UPDATE REQUEST message before the IB addition is indicated. This rule shall apply even if the scheduling instructions in IB SG REP IE and IB SG POS IE were the same as the current scheduling instructions for the concerned IB;

-
If a MIB/SB/SIB Information IE repetition includes no IB SG REP IE and IB SG POS IE and there is no IB in the BCCH schedule with the same IB Type and IB OC ID;

-
If a MIB/SB/SIB Information IE repetition includes no IB SG REP IE and IB SG POS IE and there is already an IB in the BCCH schedule with the same IB Type and IB OC ID but it is requested to be deleted from the BCCH schedule by an IB deletion indicated in a MIB/SB/SIB information IE repetition present in the SYSTEM INFORMATION UPDATE REQUEST message before the IB addition is indicated.

8.2.17
Radio Link Setup

9.1.33
SYSTEM INFORMATION UPDATE REQUEST

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Discriminator
	M
	
	9.2.1.45
	
	–
	

	Message Type
	M
	
	9.2.1.46
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.62
	
	–
	

	C-ID
	M
	
	9.2.1.9
	
	YES
	reject

	BCCH Modification Time
	O
	
	9.2.1.3
	
	YES
	reject

	MIB/SB/SIBInformation 
	
	1..<maxIB>
	
	
	GLOBAL
	reject

	>IB Type
	M
	
	9.2.1.35
	
	–
	

	>IB OC ID
	M
	
	9.2.1.31A
	In one message, every occurrence of IB Type can only be deleted once and/or added once.
	_
	

	>CHOICE IB Deletion Indicator
	M
	
	
	
	_
	

	>>No Deletion
	
	
	
	
	–
	

	>>>SIB Originator
	C-SIB
	
	9.2.1.55
	
	–
	

	>>>IB SG REP
	O
	
	9.2.1.34
	
	–
	

	>>>Segment Information
	
	1..<maxIBSEG>
	
	
	GLOBAL
	reject

	>>>>IB SG POS
	O
	
	9.2.1.33
	
	–
	

	>>>>Segment Type
	C-CRNCOrigination
	
	9.2.1.53B
	
	–
	

	>>>>IB SG DATA
	C-CRNCOrigination
	
	9.2.1.32
	
	–
	

	>>>>IB SG Data Encoding
	O
	
	9.2.1.32A
	
	YES
	notify

	>>Deletion
	
	
	NULL
	
	–
	


	Range bound
	Explanation

	maxIB
	Maximum number of information Blocks supported in one message

	maxIBSEG
	Maximum number of segments for one Information Block


	Condition
	Explanation

	CRNCOrigination
	The IE shall be present if the SIB Originator IE is set to ”CRNC” or if the IB Type IE is set to "MIB”, "SB1” or "SB2”.

	SIB
	The IE shall be present if the IB Type IE is set to "SIB".


9.1.34
SYSTEM INFORMATION UPDATE RESPONSE

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Discriminator
	M
	
	9.2.1.45
	
	–
	

	Message Type
	M
	
	9.2.1.46
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.62
	
	–
	

	Criticality Diagnostics
	O
	
	9.2.1.17
	
	YES
	ignore


9.1.35
SYSTEM INFORMATION UPDATE FAILURE

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Discriminator
	M
	
	9.2.1.45
	
	–
	

	Message Type
	M
	
	9.2.1.46
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.62
	
	–
	

	Cause
	M
	
	9.2.1.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.17
	
	YES
	ignore


9.1.36
RADIO LINK SETUP REQUEST

9.2.1.31L
HS-SCCH Code Change Grant

The HS-SCCH Code Change Grant IE indicates that modification of HS-SCCH Codes is granted.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	HS-SCCH Code Change Grant
	
	
	ENUMERATED

(Change Granted)
	


9.2.1.32
IB_SG_DATA

Segment as defined in ref. [18].

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	IB_SG_DATA
	
	
	BIT STRING
	Contains "SIB data fixed" or "SIB data variable” (see 9.2.1.32A).


9.2.1.32A
IB_SG_Data Encoding

Identifies, according to which Annex the “SIB data fixed” or “SIB data variable” segments (see [18]) in IB_SG_DATA are encoded
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	IB_SG_DATA_ENCODING
	
	
	ENUMERATED (Variant1, Variant2)
	Indicator, how IB_SG_DATA is encoded:

Variant1: According to Annex A2.1
Variant2: According to Annex A2.2


9.2.1.33
IB_SG_POS

The lowest position of a specific Information Block segment in the SFN cycle (IB_SG_POS < IB_SG_REP).

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	IB_SG_POS
	
	
	Integer (0..4094)
	Only even positions are allowed.

See ref. [18]


9.2.1.34
IB_SG_REP

Repetition distance for an Information Block segment. The segment shall be transmitted when SFN mod IB_SG_REP = IB_SG_POS.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	IB_SG_REP
	
	
	ENUMERATED 

(4, 8, 16, 32, 64, 128, 256, 512, 1024, 2048, 4096)
	Repetition period for the IB segment in frames


9.2.1.35
IB Type

The IB Type identifies a specific system information block.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	IB Type
	
	
	ENUMERATED (

MIB, 

SB1, 
SB2, 
SIB1, 

SIB2, 

SIB3, 

SIB4, 

SIB5, 

SIB6, 

SIB7, 

SIB8, 

SIB9, 

SIB10, 

SIB11, 

SIB12, 

SIB13, 

SIB13.1, 

SIB13.2, 

SIB13.3, 

SIB13.4, 

SIB14, 

SIB15, 

SIB15.1, 

SIB15.2, 

SIB15.3, 
SIB16, 
…, 
SIB17, 

SIB15.4, 

SIB18,

SIB15.5)
	


9.2.1.36
Indication Type

Void.

Annex A (normative):
Allocation and Pre-emption of Radio Links in the Node B

A.1
Deriving Allocation Information for a Radio Link

A.1.1
Establishment of a New Radio Link

The Allocation Information for a Radio Link in the case of establishment of a new Radio Link shall be derived as follows:

-
The latest received Allocation/Retention Priority IE for each transport channel shall be used.

Note:
The Allocation/Retention Priority IE for a transport channel may have been received in 
a) the procedure that establishes the first Radio Link for the Node B Communication Context in the Node B or
b) a procedure adding or modifying the transport channel.

-
If the Priority Level IE in the Allocation/Retention Priority IE for all transport channels that are intended to use the Radio Link is set to "no priority", the pre-emption capability of the Radio Link shall be set to "shall not trigger pre-emption".

-
If the Priority Level IE in the Allocation/Retention Priority IE for one or more of the transport channels that are intended to use the Radio Link is not set to "no priority", the allocation priority and the pre-emption capability of the Radio Link shall be set according to the following:

-
The transport channels that have the Priority Level IE in the Allocation/Retention Priority IE set to "no priority" shall be excluded when setting the allocation priority and pre-emption capability of a Radio Link.

-
The allocation priority for a Radio Link shall be set to highest priority level, given by the Priority Level IE in the Allocation/Retention Priority IE, for all non excluded transport channels that are intended to use the Radio Link.

-
If all non-excluded transport channels that are intended to use a Radio Link to be established have the pre-emption capability, given by the Pre-emption Capability IE in the Allocation/Retention Priority IE, set to "shall not trigger pre-emption", the pre-emption capability of the Radio Link shall be set to "shall not trigger pre-emption".
If one or more non-excluded transport channels that are intended to use the Radio Link to be established have the value of the Pre-emption Capability IE in the Allocation/Retention Priority IE set to "may trigger pre-emption", the pre-emption capability of the Radio Link shall be set to "may trigger pre-emption".

The derived allocation priority and pre-emption capability are only valid during this allocation/retention process.

A.1.2
Modification of an Existing Radio Link 

The Allocation Information for a Radio Link in the case of modification of a Radio Link (addition or modification of transport channels using the Radio Link) shall be derived as follows:

-
The latest received Allocation/Retention Priority IE for each transport channel shall be used.

Note:
The Allocation/Retention Priority IE for a transport channel may have been received in 
a) the procedure that establishes the first Radio Link for the Node B Communication Context in the Node B,
b) a previous procedure adding or modifying the transport channel, or
c) the current procedure adding or modifying the transport channel.

-
If the Priority Level IE in the Allocation/Retention Priority IE for all transport channels to be added or modified in the Radio Link is set to "no priority", the pre-emption capability of the Radio Link to be modified shall be set to "shall not trigger pre-emption".

-
If the Priority Level IE in the Allocation/Retention Priority IE for one or more of the transport channels to be added or modified in the Radio Link is not set to "no priority", the allocation priority of and the pre-emption capability of the Radio Link to be modified shall be set according to the following:

-
The transport channels to be added or modified that have the Priority Level IE in the Allocation/Retention Priority IE set to "no priority" shall be excluded when setting the allocation priority and pre-emption capability of a Radio Link to be modified.

-
The allocation priority for a Radio Link to be modified shall be set to highest priority level, given by the Priority Level IE in the Allocation/Retention Priority IE, for all the non-excluded transport channels that are to be added or modified.

-
If all non-excluded transport channels that are to be added or modified in the Radio Link have the pre-emption capability, given by the Pre-emption Capability IE in the Allocation/Retention Priority IE, set to "shall not trigger pre-emption", the pre-emption capability of the Radio Link to be modified shall be set to "shall not trigger pre-emption".
If one or more of the non-excluded transport channels to be added or modified in the Radio Link have the value of the Pre-emption Capability IE in the Allocation/Retention Priority IE set to "may trigger pre-emption", the pre-emption capability of the Radio Link to be modified shall be set to "may trigger pre-emption".

The derived allocation priority and pre-emption capability are only valid during this allocation/retention process.

A.2
Deriving Retention Information for a Radio Link

The Retention Information for an existing Radio Link shall be derived as follows:

-
The latest received Allocation/Retention Priority IE for each transport channel shall be used.

Note:
The Allocation/Retention Priority IE for a transport channel may have been received in 
a) the procedure that establishes the first Radio Link for the Node B Communication Context in the Node B or
b) a procedure adding or modifying the transport channel.

-
If the Priority Level IE in the Allocation/Retention Priority IE for one or more transport channels using the Radio Link is set to "no priority", the pre-emption vulnerability of the Radio Link shall be set to "not pre-emptable".

-
If the Priority Level IE in the Allocation/Retention Priority IE for all the transport channels using the Radio Link is not set to "no priority", the retention priority of the Radio Link and the pre-emption vulnerability of the Radio Link shall be set according to the following:

-
The retention priority for a Radio Link shall be set to highest priority level, given by the Priority Level IE in the Allocation/Retention Priority IE, for all transport channels that uses the Radio Link.

-
If all transport channels that uses the Radio Link have the pre-emption vulnerability, given by the Pre-emption Vulnerability IE in the Allocation/Retention Priority IE, set to "pre-emptable", the pre-emption vulnerability of the Radio Link shall be set to "pre-emptable".
If one or more transport channels that uses the Radio Link have the value of the Pre-emption Vulnerability IE in the Allocation/Retention Priority IE set to "not pre-emptable", the pre-emption vulnerability of the Radio Link shall be set to "not pre-emptable".

The derived retention priority and pre-emption vulnerability are valid until they are changed, or until the Radio Link is deleted. When new transport channels are added to or deleted from the Radio Link or when existing transport channels are modified with regards to the Allocation/Retention Priority IE, the retention information shall be derived again according to above.
A.3
The Allocation/Retention Process 

The Node B shall establish or modify the resources for a Radio Link according to:

· The value of the Allocation Information (allocation priority and pre-emption capability) of the Radio Link to be established or modified. The Allocation Information is derived according to clause A.1.

· The value of the Retention Information (retention priority and pre-emption vulnerability) of existing Radio Links. The Retention Information derived according to clause A.2.

· The resource situation in the cell.

Whilst the process and the extent of the pre-emption functionality is operator dependent, the pre-emption indicators (pre-emption capability and pre-emption vulnerability) shall be treated as follows:

-.
If the pre-emption capability for a Radio Link to be established or modified is set to "may trigger pre-emption" and the resource situation so requires, the Node B may trigger the pre-emption process in clause A.4 to free resources for this allocation request.

-.
If the pre-emption capability for a Radio Link to be established or modified is set to "shall not trigger pre-emption", then this allocation request shall not trigger the pre-emption process in clause A.4.

-.
If the pre-emption vulnerability for an existing Radio Link is set to "pre-emptable", then this Radio Link shall be included in the pre-emption process in clause A.4.

-.
If the pre-emption vulnerability for an existing Radio Link is set to "not pre-emptable", then this Radio Link shall not be included in the pre-emption process in clause A.4.

A.4
The Pre-emption Process

The pre-emption process shall only pre-empt Radio Links with lower retention priority than the allocation priority of the Radio Link to be established or modified. The Radio Links to be pre-empted shall be selected in ascending order of the retention priority.

When the pre-emption process detects that one or more Radio Links have to be pre-empted to free resources for a Radio Link(s) to be established or modified, the Node B shall initiate the Radio Link Pre-emption procedure for all the Node B Communication Contexts having Radio Links selected for pre-emption and start the TPreempt timer.

When enough resources are freed to establish or modify the Radio Link(s) according to the request, the Node B shall stop the TPreempt timer and complete the procedure that triggered the pre-emption process in accordance with the "Successful Operation" subclause of the procedure.

If the TPreempt timer expires, the Node B shall regard the procedure that triggered the pre-emption process as failed and complete the procedure in accordance with the "Unsuccessful Operation" subclause of the procedure.

Annex A2 (normative): IB_SG_DATA Encoding
The following variants of encoding for IB_SG_DATA exist:

A2.1
Variant 1
This variants correspons to the algorithm, that ASN.1 length encoding for the conveyed segement is performed by the RNC. Building of IB_SG_DATA segments involves two steps. 

1. Segmentation of MIB/SIB/SB and 

2. RRC encoding of the segments, which includes the PER encoding of the length in case of “SIB data variable”. 
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Figure X.1: The Building of Segments 

A2.2
Variant 2
This variants correspons to the algorithm, that ASN.1 length encoding for the conveyed segement is not performed by the RNC. Segments are built in the CRNC by segmentation of a MIB/SIB/SB.
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Figure X.2: The Building of Segments

Annex B (informative):
Measurement Reporting

When the Report Characteristics IE is set to "Event A" (figure B.1), the Measurement Reporting procedure is initiated when the measured entity rises above the requested threshold and stays there for the requested hysteresis time. If no hysteresis time is given, the value zero shall be used for the hysteresis time.
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Figure B.1: Event A reporting with Hysteresis Time specified

When the Report Characteristics IE is set to "Event B" (figure B.2), the Measurement Reporting procedure is initiated when the measured entity falls below the requested threshold and stays there for the requested hysteresis time. If no hysteresis time is given, the value zero shall be used for the hysteresis time.
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Figure B.2: Event B reporting with Hysteresis Time specified

When the Report Characteristics IE is set to "Event C" (figure B.3), the Measurement Reporting procedure is initiated always when the measured entity rises by an amount greater than the requested threshold within the requested time. The reporting in figure B.3 is initiated if the Rising Time T1 is less than the requested time.
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Figure B.3: Event C reporting

When the Report Characteristics IE is set to "Event D" (figure B.4), the Measurement Reporting procedure is initiated always when the measured entity falls by an amount greater than the requested threshold within the requested time. The reporting in figure B.4 is initiated if the Falling Time T1 is less than the requested time.
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Figure B.4: Event D reporting

When the Report Characteristics IE is set to "Event E" (figure B.5), the Measurement Reporting procedure (Report A) is initiated always when the measured entity rises above the ‘Measurement Threshold 1’ and stays there for the ‘Measurement Hysteresis Time’ (T1 in figure B.5). If Report Periodicity IE is provided Node B shall also initiate Measurement Reporting procedure periodically. The periodic reporting continues although the measured entity falls below the ‘Measurement Threshold 1’ and is terminated by the Report B.

When the Report A conditions have been met and the measured entity falls below the ‘Measurement Threshold 2’ and stays there for the ‘Measurement Hysteresis Time’ (T1) Measurement Reporting procedure (Report B) is initiated and the periodic reporting is terminated.
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Figure B.5: Event E reporting with Hysteresis Time specified and Periodic Reporting requested

When the Report Characteristics IE is set to "Event F" (figure B.6), the Measurement Reporting procedure (Report A) is initiated always when the measured entity falls below the ‘Measurement Threshold 1’ and stays there for the ‘Measurement Hysteresis Time’ (T1 in figure B.6). If Report Periodicity IE is provided Node B shall also initiate Measurement Reporting procedure periodically. The periodic reporting continues although the measured entity rises above the ‘Measurement Threshold 1’ and is terminated by the Report B.

When the Report A conditions have been met and the measured entity rises above the ‘Measurement Threshold 2’ and stays there for the ‘Measurement Hysteresis Time’ (T1) Measurement Reporting procedure (Report B) is initiated and the periodic reporting is terminated.
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Figure B.6: Event F reporting with Hysteresis Time specified and Periodic Reporting requested

Annex C (informative):
Guidelines for Usage of the Criticality Diagnostics IE

C.1
EXAMPLE MESSAGE Layout

Assume the following message format:

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	Transaction ID
	M
	
	
	
	–
	

	A
	M
	
	
	
	YES
	reject

	B
	M
	
	
	
	YES
	reject

	>E
	
	1..<maxE>
	
	
	EACH
	ignore

	>>F
	
	1..<maxF>
	
	
	–
	

	>>>G
	
	0..3, …
	
	
	EACH
	ignore

	>>H
	
	1..<maxH>
	
	
	EACH
	ignore

	>>>G
	
	0..3, …
	
	
	EACH
	ignore and notify

	>>G
	M
	
	
	
	YES
	reject

	>>J
	
	1..<maxJ>
	
	
	–
	

	>>>G
	
	0..3, …
	
	
	EACH
	reject

	C
	M
	
	
	
	YES
	reject

	>K
	
	1..<maxK>
	
	
	EACH
	ignore and notify

	>>L
	
	1..<maxL>
	
	
	–
	

	>>>M
	O
	
	
	
	–
	

	D
	M
	
	
	
	YES
	reject


Note 1.
The IEs F, J, and L do not have assigned criticality. The IEs F, J, and L are consequently realised as the ASN.1 type SEQUENCE OF of "ordinary" ASN.1 type, e.g. INTEGER. On the other hand, the repeatable IEs with assigned criticality are realised as the ASN.1 type SEQUENCE OF of an IE object, e.g. ProtocolIE-Single-Container.

For the corresponding ASN.1 layout, see subclause C.4.

C.2
Example on a Received EXAMPLE MESSAGE

Assume further more that a received message based on the above tabular format is according to the figure below.


[image: image11.wmf]Level 1

(

top level)

Level 2

Level 3

Level 4

C

D

A

E

B

K

L

F

G

G

J

G

G

G

G

1

st

 repetition

2

nd

 repetition

Legend:

N

th

  repetition

IE based on a protocol container, e.g., Protocol-Single-Container

IE being an "ordinary" ASN.1 type

H

G

G


Figure C.1: Example of content of a received NBAP message based on the EXAMPLE MESSAGE
C.3
Content of Criticality Diagnostics

C.3.1
Example 1
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Figure C.2: Example of a received NBAP message containing a not comprehended IE

If there is an error within the instance marked as grey in the IE G in the IE J shown in the figure C.2 above, this will be reported within the Information Element Criticality Diagnostics IE within the Criticality Diagnostics IE as follows:

	IE name
	Value
	Comment

	IE Criticality
	reject
	Criticality for IE on the reported level, i.e. level 4.

	IE ID
	id-G
	IE ID from the reported level, i.e. level 4.

	Repetition Number
	11
	Repetition number on the reported level, i.e. level 4. 

(Since the IE E (level 2) is the lowest level included in the Message Structure IE this is the eleventh occurrence of IE G within the IE E (level 2).

	Type of Error
	not understood
	

	Message Structure, first repetition

	>IE ID
	id-B
	IE ID from level 1. 

	Message Structure, second repetition

	>IE ID
	id-E
	IE ID from the lowest level above the reported level, i.e. level 2. 

	>Repetition Number
	3
	Repetition number from the lowest level above the reported level, i.e. level 2. 


Note 2.
The IE J on level 3 cannot be included in the Message Structure IE since they have no criticality of their own.

Note 3.
The repetition number of the reported IE indicates the number of repetitions of IE G received up to the detected erroneous repetition, counting all occurrences of the IE G below the same instance of the previous level with assigned criticality (instance 3 of IE E on level 2).

C.3.2
Example 2
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Figure C.3: Example of a received NBAP message containing a not comprehended IE

If there is an error within the second instance (marked as grey) in the sequence (IE L in the tabular format) on level 3 below IE K in the structure shown in the figure C.3 above, this will be reported within the Information Element Criticality Diagnostics IE within the Criticality Diagnostics IE as follows:

	IE name
	Value
	Comment

	IE Criticality
	ignore and notify
	Criticality for IE on the reported level, i.e. level 2.

	IE ID
	id-K
	IE ID from the reported level, i.e. level 2.

	Repetition Number
	3
	Repetition number on the reported level, i.e. level 2. 

	Type of Error
	not understood
	

	Message Structure, first repetition

	>IE ID
	id-C
	IE ID from the lowest level above the reported level, i.e. level 1. 


Note 4.
The IE L on level 3 cannot be reported individually included in the Message Structure IE since it has no criticality of its own.

C.3.3
Example 3


[image: image14.wmf]Level 1

(

top level)

Level 2

Level 3

Level 4

C

D

A

E

B

K

L

F

G

G

J

G

G

G

G

H

G

G

1

2

3

1

2

1

2

3

4

Included in the 

Information Element Criticality Diagnostics

 IE:

a)

 

IE ID

 IE

b)

 

Repetition Number

 IE

Included in the

Message Structure

 IE.


Figure C.4: Example of a received NBAP message containing a not comprehended IE

If there is an error within the instance marked as grey in the IE G in the IE H shown in the figure C.4 above, this will be reported within the Information Element Criticality Diagnostics IE within the Criticality Diagnostics IE as follows:

	IE name
	Value
	Comment

	IE Criticality
	ignore and notify
	Criticality for IE on the reported level, i.e. level 4.

	IE ID
	id-G
	IE ID from the reported level, i.e. level 4.

	Repetition Number
	2
	Repetition number on the reported level, i.e. level 4. 

	Type of Error
	not understood
	

	Message Structure, first repetition

	>IE ID
	id-B
	IE ID from level 1. 

	Message Structure, second repetition

	>IE ID
	id-E
	IE ID from level 2. 

	>Repetition Number
	3
	Repetition number from level 2. 

	Message Structure, third repetition

	>IE ID
	id-H
	IE ID from the lowest level above the reported level, i.e. level 3. 

	>Repetition Number
	1
	Repetition number from the lowest level above the reported level, i.e. level 3. 


Note 5.
The repetition number of level 4 indicates the number of repetitions of IE G received up to the detected erroneous repetition, counted below the same instance of the previous level with assigned criticality (instance 1 of IE H on level 3).

C.3.4
Example 4
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Figure C.5: Example of a received NBAP message containing a not comprehended IE

If there is an error within the instance marked as grey in the IE G in the IE E shown in the figure C.5 above, this will be reported within the Information Element Criticality Diagnostics IE within the Criticality Diagnostics IE as follows:

	IE name
	Value
	Comment

	IE Criticality
	reject
	Criticality for IE on the reported level, i.e. level 3.

	IE ID
	id-G
	IE ID from the reported level, i.e. level 3.

	Repetition Number
	5
	Repetition number on the reported level, i.e. level 3. 

(Since the IE E (level 2) is the lowest level included in the Message Structure IE this is the fifth occurrence of IE G within the IE E (level 2).

	Type of Error
	not understood
	

	Message Structure, first repetition

	>IE ID
	id-B
	IE ID from level 1. 

	Message Structure, second repetition

	>IE ID
	id-E
	IE ID from the lowest level above the reported level, i.e. level 2. 

	>Repetition Number
	3
	Repetition number from the lowest level above the reported level, i.e. level 2. 


Note 6.
The repetition number of the reported IE indicates the number of repetitions of IE G received up to the detected erroneous repetition, counting all occurrences of the IE G below the same instance of the previous level with assigned criticality (instance 3 of IE E on level 2).

C.3.5
Example 5
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Figure C.6: Example of a received NBAP message with a missing IE

If the instance marked as grey in the IE G in the IE E shown in the figure C.6 above, is missing this will be reported within the Information Element Criticality Diagnostics IE within the Criticality Diagnostics IE as follows:

	IE name
	Value
	Comment

	IE Criticality
	reject
	Criticality for IE on the reported level, i.e. level 3.

	IE ID
	id-G
	IE ID from the reported level, i.e. level 3.

	Repetition Number
	4
	Repetition number up to the missing IE on the reported level, i.e. level 3. 

(Since the IE E (level 2) is the lowest level included in the Message Structure IE there have been four occurrences of IE G within the IE E (level 2) up to the missing occurrence.

	Type of Error
	missing
	

	Message Structure, first repetition

	>IE ID
	id-B
	IE ID from level 1. 

	Message Structure, second repetition

	>IE ID
	id-E
	IE ID from the lowest level above the reported level, i.e. level 2. 

	>Repetition Number
	3
	Repetition number from the lowest level above the reported level, i.e. level 2. 


Note 7.
The repetition number of the reported IE indicates the number of repetitions of IE G received up to but not including the missing occurrence, counting all occurrences of the IE G below the same instance of the previous level with assigned criticality (instance 3 of IE E on level 2).

C.4
ASN.1 of EXAMPLE MESSAGE

ExampleMessage ::= SEQUENCE {

ProtocolIEs


ProtocolIE-Container

{{ExampleMessage-IEs}},


ProtocolExtensions
ProtocolExtensionContainer
{{ExampleMessage-Extensions}}
OPTIONAL,


...

}

ExampleMessage-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-A
CRITICALITY reject
TYPE A
PRESENCE mandatory} |

{ ID id-B
CRITICALITY reject
TYPE B
PRESENCE mandatory} |


{ ID id-C
CRITICALITY reject
TYPE C
PRESENCE mandatory} |


{ ID id-D
CRITICALITY reject
TYPE D
PRESENCE mandatory} ,

...

}

B ::= SEQUENCE {


e



E-List,


iE-Extensions
ProtocolExtensionContainer { {B-ExtIEs} }
OPTIONAL,


...

}

B-ExtIEs NBAP-PROTOCOL-EXTENSION ::= {


...

}

E-List ::= SEQUENCE (SIZE (1..maxE)) OF ProtocolIE-Single-Container { {E-IEs} }

E-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-E
CRITICALITY ignore
TYPE E
PRESENCE mandatory
}
}

E ::= SEQUENCE {


f



F-List,


h



H-List,


g



G-List1,


j



J-List,


iE-Extensions
ProtocolExtensionContainer { {E-ExtIEs} }
OPTIONAL,


...

}

E-ExtIEs NBAP-PROTOCOL-EXTENSION ::= {


...

}

F-List ::= SEQUENCE (SIZE (1..maxF)) OF F

F ::= SEQUENCE {


g



G-List2
OPTIONAL,


iE-Extensions
ProtocolExtensionContainer { {F-ExtIEs} }
OPTIONAL,


...

}

F-ExtIEs
NBAP-PROTOCOL-EXTENSION ::= {


...

}

G-List2 ::= SEQUENCE (SIZE (1..3, ...)) OF ProtocolIE-Single-Container { {G2-IEs} }

G2-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-G
CRITICALITY ignore
TYPE G
PRESENCE mandatory
}
}

H-List ::= SEQUENCE (SIZE (1..maxH)) OF ProtocolIE-Single-Container { {H-IEs} }

H-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-H
CRITICALITY ignore
TYPE H
PRESENCE mandatory
}
}

H ::= SEQUENCE {


g



G-List3
OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {H-ExtIEs} } OPTIONAL,


...

}

H-ExtIEs NBAP-PROTOCOL-EXTENSION ::= {


...

}

G-List3 ::= SEQUENCE (SIZE (1..3, ...)) OF ProtocolIE-Single-Container { {G3-IEs} }

G3-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-G
CRITICALITY notify
TYPE G
PRESENCE mandatory
}
}

G-List1 ::= ProtocolIE-Single-Container { {G1-IEs} }

G1-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-G
CRITICALITY reject
TYPE G
PRESENCE mandatory
}
}

J-List ::= SEQUENCE (SIZE (1..maxJ)) OF J

J ::= SEQUENCE {


g



G-List4
OPTIONAL,


iE-Extensions
ProtocolExtensionContainer { {J-ExtIEs} }
OPTIONAL,


...

}

J-ExtIEs
NBAP-PROTOCOL-EXTENSION ::= {


...

}

G-List4 ::= SEQUENCE (SIZE (1..3, ...)) OF ProtocolIE-Single-Container { {G4-IEs} }

G4-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-G
CRITICALITY reject
TYPE G
PRESENCE mandatory
}
}

C ::= SEQUENCE {


k



K-List,


iE-Extensions
ProtocolExtensionContainer { {C-ExtIEs} }
OPTIONAL,


...

}

C-ExtIEs NBAP-PROTOCOL-EXTENSION ::= {


...

}

K-List ::= SEQUENCE (SIZE (1..maxK)) OF ProtocolIE-Single-Container { {K-IEs} }

K-IEs NBAP-PROTOCOL-IES ::= {


{ ID id-K
CRITICALITY notify
TYPE K
PRESENCE mandatory
}
}

K ::= SEQUENCE {


l



L-List,


iE-Extensions
ProtocolExtensionContainer { {K-ExtIEs} }
OPTIONAL,


...

}

K-ExtIEs NBAP-PROTOCOL-EXTENSION ::= {


...

}

L-List ::= SEQUENCE (SIZE (1..maxL)) OF L

L ::= SEQUENCE {


m



M
OPTIONAL,


iE-Extensions
ProtocolExtensionContainer { {L-ExtIEs} }
OPTIONAL,


...

}

L-ExtIEs NBAP-PROTOCOL-EXTENSION ::= {


...

}

ExampleMessage-Extensions NBAP-PROTOCOL-EXTENSION ::= {


...

}
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