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1 Purpose

The purpose of this paper is to discuss possible methods for handling the pre-release 6 UE in MOCN configurations as requested in the LS R3-040867 (S2-041676):

To RAN3 group.

ACTION: 
SA2 kindly asks RAN3 to study the two above mentioned alternatives and possible improvements, and provide guidance on what alternative would be best from RAN specifics and protocol point of view (simplest, least impact, best inter-operator interface, etc). This does not preclude RAN3 to suggest further solutions.
2 Connection-Oriented Approaches

To accept attachment of a non-supporting UE (pre-Rel6) in a Network Sharing MOCN configuration, the UE roaming agreements need to be checked:

· Check IMSI roaming rights in the CN node based on the IMSI of the UE

· Check HLR roaming rights
· Check Regional Subscription in the CN node based on subscriber information (Zone Code List) retrieved from the HLR.

When a first CN accepts the UE for roaming, it fulfils these checks and completes the attachment of the UE.

In both CN-centric and RNC-centric proposals, the different CNs sequentially check whether the UE is accepted for roaming, the RNC needs to set-up successively one Iu connection to every CN because the UE cannot have several simultaneous connections to all the CN nodes. This increases the duration of the attachment procedure.
The Example Figure below shows RNC-centric approach:
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For each CN which tries the attachment, the followings actions are done:

· Set-up of Iu connection

· Creation of the MM context in the CN

· Check IMSI roaming rights in the CN node (based on IMSI of the UE)

· Authentication (optional and done only once)

· Update Location procedure to HLR

· Cancel location to the old CN

· Check roaming restrictions in the HLR

· Insert subscriber data pushed to the CN node
· Check Regional subscription based on Zone Code List information retrieved from the HLR.

· Answer to RNC (RNC-centric) or to the anchor CN (CN-centric)

· Release of the Iu connection

For RNC-centric or CN-centric, all these actions (except authentication) are repeated for every candidate CN which means four times if CN4 is the final elected CN node.

The connection-oriented approach has thus the following drawbacks:

· additional delay & processing for the overall procedure in the networks nodes

· timer setting in the UE for the Attach accept may not cope with such delay degrading the successful attach rate in the operator network
· complexity due to re-routing mechanism in RNC and CN.

3 Connection-less Approach to Check Roaming of UE’s IMSI only
An enhancement of the CN-centric and RNC-centric re-routing mechanism can be done via allowing the RNC to interrogate in parallel all its CN nodes to ask whether the UE’s IMSI is accepted for roaming or not. This is done via a connection less requests sent over the Iu interface (like a ping to all CNs):
· The RNC receiving the UE attachment request sends a connection less request to all CNs to request whether they can accept the UE for roaming.

· Each CN receiving this connectionless request checks whether the UE’s IMSI is allowed for roaming and provides the result back to the RNC.

· When the RNC receives a positive answer from one CN, it forwards the initial NAS attach request over a normal Iu connection to allow this CN to complete the NAS procedure as normal (optional authentication, Update Location with the HLR, GGSN update for PS case, new TMSI/PTMSI allocation…).

Whatever CN-centric or RNC-centric re-routing proposals are discussed, this RNC-connectionless enhancement can be used.
This method uses a connection less signaling over Iu and thus reduces registration time for non-supporting UEs compared to connection oriented request used in pure CN-centric or pure RNC-centric proposals. It provides:
· Gain in time as a connection less message avoids allocation of SCCP resources and Iu connection establishment over Iu interface

· UE’s IMSI roaming check is done in parallel in different CNs.

· Of course gain in time will depend on number of CN in the Shared Area.
This time saving is important because of possible risk of attach timer expiry in non-supporting UEs. Furthermore, it avoids that a non-supporting UE experiences an important difference when attaching via a Shared RAN compared to attaching to a non-shared RAN.

4 RNC Full-Connectionless Approach 

In the connectionless proposal described in above section, the RNC simultaneously interrogates all CN nodes in parallel in a connectionless way to check IMSI roaming rights thus allowing gain in time.
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However, it may continue with the connection-oriented approach because of the other checks to be done, losing some of the benefits of the connectionless approach.

This is why higher gain can however further been achieved by generalising the connectionless approach to all checks as follows:

· Connectionless request done to all CNs

· Check of IMSI roaming rights done in all the CN node (based on IMSI of the UE)

· Simplified Update Location procedure to HLR

· Check roaming restrictions in the HLR

· Insert subscriber data 
· Check Regional subscription based on Zone Code List information retrieved from the HLR.

· Connectionless Answer to RNC

This makes a reduced number of actions which are furthermore done in parallel and all connectionless to find the final elected CN node. Once it is elected, the normal R99 Attach procedure is conducted.
This is illustrated in the following figure where the first green part is the full connectionless quick process to find the elected CN node and the second part is the normal R99 attach with this elected CN node:
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1. The UE selected the shared RAN

2. The UE sends an Attach Request with TMSI.

3. The RAN forwards that NAS signalling to all its CNs through an Iu Connectionless request. When a CN can resolve the TMSI, it determines from the IMSI whether roaming is allowed for the subscriber.

4. If IMSI roaming is allowed, CN requests UE HLR roaming rights in a simplified way: the HLR will not perform Cancel Location with the old CN and the CN does not perform authorization procedure.
5. The HLR provides the Zone Code List of the UE to the CN.

6. Each CN respond to the RNC whether roaming is accepted or not.
7. The RNC performs a normal attachment procedure with one of the CN accepting the UE for roaming. Following steps are those of normal attachment procedure: authentication of the UE, optional IMEI check, update location with the HLR, Cancel Location with the old CN, potential update with the CS domain in case of Gs interface, update of PDP Contexts with the GGSN data transfer between the CNs.
Less actions are done and all performed simultaneously by the CN nodes which will very much reduce the duration to find the elected CN which support the UE for roaming and to attach the UE.

This time saving is important in order to:

· minimize possible risk of attach timer expiry in non-supporting UEs and thus secure the successful attach rate in the operator network,
· avoids that a non-supporting UE experiences an important difference when attaching via a Shared RAN compared to attaching to a non-shared RAN,
· get a constant attach duration regardless of which is the final CN elected to the opposite of RNC-centric and CN centric connection-oriented methods.

Once a CN is elected, there is no need for a new and complex RNC-based or CN-based rerouting of the connections, but normal R99 attach is completed.

In addition, RNC will know when multiple CNs are electable and the RAN Operator may provide an elaborated algorithm (implementation dependant) to select one of them while with the connection-oriented re-routing proposal, the selection depends on the order of request to each CN (sequential requests).
5 Conclusion and Proposal 

Similarly to the recent solution taken for the issue of PMM-idle RRC connected UE in MBMS, it is proposed to make a connectionless RNC-routing to solve the issue of non-supporting MOCN UEs.
It is proposed that RAN3 proposes the full RNC connectionless routing approach solution to minimize the RNC impacts and to avoid the degradation of the Attach successful rate.
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