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1. Introduction

On the basis of the elements provided in R3-040255, this document discusses and compares the solutions 1 and 2 described in the Trace TR and proposes a way forward in the conclusion.

2. Discussion

2.1 Out of scope solution(s)

Several contributions have discussed the applicability of the 2 solutions. It was agreed as captured in the TR that solution 2 alone is out of scope. However, SA5 has reviewed solution 2 and "found it acceptable if consistency between Management Systems is ensured by operator".

So solution 2 cannot be ruled out simply on that basis.

2.2 Multi-vendor interworking/Feasibility of full Rel-6 solution
The solution 2 is heavily relying on the usage of the Itf-N (interface between the NM and the EM or the NM and the NE). However, for the time being, there is no Trace IRP (Integration Reference Point) standardised on the Itf-N. Consequently, the EM-NM interface is not standardised and no such work is planned in Rel-6. Although this is something that may happen in the future, there is currently no related Work Item approved by TSG-SA so we cannot assume that this functionality will be available on Itf-N at any point in time.

Based on this, it is not possible to have a full-blown solution 2 in a multi-vendor environment in Rel-6: if the Operator has a CN from a vendor and has a Network Manager provided by another vendor, then it is not possible to implement the solution 2 as there is no standardised Trace IRP on the Itf-N. Thus, the only possible solution that can be considered in Release-6 is a "degraded" version of Solution 2 where the configuration of the CN Node is done via the CN EM. This means that Solution 2 brings an extra burden on the configuration efforts of the Operator as both the RNC and the CN Nodes have to be configured with the List of Equipments to be traced and this cannot be done via a single operation as in Solution 1. Furthermore, the solution 2 is not in line with the management based approach as defined by SA5. In the management based approach, the Trace session is activated directly in the NE by its own EM with no other EM being involved. This is a local activation. 

2.3 Iu Flex related topics

Open Issues for solution 1:

· How is Iu Flex handled?
In solution 1, Iu Flex is handled by the RNC: if the RNC is connected to several CN Nodes, it has to initiate the "RNC Activate Trace" procedure towards all the CN Nodes it is connected to. This is an automatic mechanism in the RNC.

· One question was raised during the last meeting on solution 1: How will the RNC ensure that in case one of the CN Nodes (in case of Iu Flex) is temporarily unavailable it will receive the Activation/Deactivation?
First of all, the availability of the logical CN connection for an RNC is assumed permanent. This relies on the basic principle of good carrier grade redundancy in a well constructed network. Already in a simple network based on R99 architecture, full availability is expected by the operator since the loss of all logical Iu connectivity for an RNC would mean a whole region out of service for a certain duration (all the RNCs have only one parent). The way to achieve this permanent availability is implementation dependent.
In solution 1, the List of Equipments to be traced is sent to the CN and updated whenever needed (due to a Trace Session Activation and/or Deactivation) by using a Class 1 procedure. It is quite common in implementations of Class 1 procedures, to have a simple timer-based mechanism to handle the lack of answer (ack or nack) from the receiving node. So, if the CN Node does not acknowledge the transfer of the information (due to e.g. some temporary unavailability), such a simple mechanism in the RNC allows it to handle the temporary unavailability by e.g. repeating the transfer of information.

Open Issue for solution 2:

· How is Iu Flex handled?
In solution 2, it is assumed that all the CN Nodes that are connected to the RNC have to be configured with the list of Equipments to be traced. Depending on the OAM system implementation, this could mean an extra configuration effort. Considering 2.2 above, it won't be possible to configure the CN Nodes from the NM. Thus, the only possible solution will be to configure the CN Nodes from their EM, which means additional effort as each CN Node needs to be configured separately.
Open Issue for solution 2: How is the List of CN Nodes connected to the RNC retrieved by the Operator.

Advantages/Drawbacks considering Iu Flex:

For solution 1, no extra effort is foreseen as the RNC will reproduce on all its Iu interfaces exactly the same behaviour.

For solution 2, depending on the implementation of the OAM system, this means an extra configuration effort for the Operators as all the CN Nodes connected to the concerned RNC have to be configured with the list of Equipments to be traced via their respective EMs.

2.4 Network Sharing

Open Issues:

No interaction with Rel-5 Shared Networks in Connected Mode is foreseen for both solutions.

No problem and no additional impact on RAN3 signalling protocols are foreseen when considering the Rel-6 Network Sharing functionality.

Advantages/Drawbacks considering Network Sharing:

Some considerations on Rel-6 Network Sharing as interaction with this potential Rel-6 functionality needs to be studied: in the case of MOCN (Multi Operator Core Network),

· In solution 1, the RNC would automatically send the list of Equipments to be traced to all the CN nodes connected to it, just as it does in the case of Iu Flex. So, no further effort is foreseen.

· In solution 2, in order to be able to track a given Equipment type in the RNC, it would mean that the CN Nodes of the different CN Operators would have to be configured with the list of Equipments to be traced. This additional impact would prove to be rather cumbersome from an operational point of view as the RAN Operator would have to ask from the CN Operators to configure their CN Nodes to identify the Equipments to be traced. Furthermore, even a complete solution with a standardised Itf-N would not work efficiently as the different operators would have different Network Managers for the nodes in their network.

2.5 Source of Mistakes

In the solution 1, there is no possible source of mistake, the process is automatic: once configured with a list of Equipment to be traced, the RNC sends this list to the CN Nodes it is connected to.

On the other hand, the solution 2 introduces a major risk of inconsistency that may lead to mistakes. As captured in the TR in section 6.1.3.3:

"The solution 2 uses the NM to forward the IMEIs/IMEISVs to be traced to the CN Node via its EM and the Trace configuration to the RNC via its EM. However, in the network of most operators, the CN and the UTRAN are provided by different vendors. As the Itf-N (interface between the NM and the EM(s) or the NE(s)) is not standardised, there is generally one NM for the UTRAN and one NM for the CN.

Thus, the consistency between the Trace Configuration in the UTRAN and the IMEI(s)/IMEISV(s) to be traced in the CN must be ensured by a human operator, or rather, in most cases, by several human operators, as, in general, operations of the CN and of the UTRAN are handled by separate teams in an operator's organisation. This creates a major risk of inconsistency in the provisioning resulting in e.g. not tracing the MS(s) that should have been traced in the first place.

This inconsistency risk is inexistent in the solution 1 as provisioning is done in one place only."

2.6 Complexity

From a specification effort point of view, it is clear that solution 1 requires an additional effort in RAN3 in a Release 6 timeframe compared to solution 2 as it requires the definition of a new RANAP procedure. However, since solution 2 is relying on the usage of Itf-N, this functionality would require an additional effort during the standardisation of a Trace IRP on the Itf-N when (if) it takes place. This specification effort in SA5 would probably be more important since at least the same functionality has to be provided.

From a development effort point of view, it is quite difficult to compare the two solutions as one is heavily relying on OAM mechanisms which are implementation-specific. From a high-level point of view, one can assume that the efforts would be quite similar for the CN Node as the additional functionality is the same and the proposed solutions are quite similar:

· CN has to be configured with the List of Equipments to be traced in the UTRAN. This is done either using a RANAP procedure (in solution 1) or an OAM mechanism (in solution 2).

· CN analyses the IMEI(SV) of each mobile with an Iu connection and sends a message to the RNC for mobiles that are to be traced.

From the RNC point of view, there would be an additional effort in solution 1 due to the introduction of the new RANAP procedure used to send the list of Equipments to be traced by the UTRAN to the CN.

From a configuration effort point of view, as described already in sections 2.2, 2.3 and 2.4, the solution 2 induces an additional configuration effort for the operator as it has to configure both the RNC(s) and all the CN Nodes connected to it.

3. Conclusion

It is proposed to capture the resolution of the Open Issues given in the above sections in the TR.

Furthermore, it is proposed to capture the above analysis in the TR.

Finally, we have to consider the magnitude of the extra configuration efforts that the Solution 2 induces on the Operator (which plays on OPEX) as well as the risk of error introduced (which makes the solution not fully reliable) and compare it to the small extra specification effort in RAN3 and development effort in the RNC induced by Solution 1. Based on the arguments above, it is Nortel's belief that Solution 1 is the only viable solution in the Rel-6 timeframe.






















