3GPP TSG-RAN3 Meeting #33 
Tdoc R3-022346

Sofia Antipolis, France, 11th – 15th November 2002

Source:
Nokia

Title:
Summary of the RANAP Review email discussion

Agenda item:
9.6.2

Document for:
Report

Introduction

At RAN3#32, a RANAP Review ad hoc was organized and it was decided in order to prepare RAN3#33 to have an email discussion based on the RANAP Review ad hoc report in R3-022277 about the remaining issues and the draft CRs for the issues that require RANAP modifications.

Summary

Issues A.1, A.2, B.3 and C.1 were already closed during RAN3#32 by the approval of R3-022277.
 Issue A.3 Contents of IEs should be same when two domains are involved in Relocation

Olivier(Nokia) proposed an initial draft CR on 04.10. As on 28.10, Philippe(Nortel Networks) proposed to include that issue in the common Rel4 CR, because of clear clarification, Olivier included the corresponding change in the Rel4 common CR distributed on 31.10 (see issue below).

This issue has been handled with the Rel4 common CR issue after that.
 Issue A.4, B.1, B.5 and B.6 or common Rel4 CR
Olivier proposed an initial draft Rel4 CR on 04.10. Anders(Ericsson) and Chenghock(NEC) commented that the change for issue A.4 was not implemented at the right place. Olivier corrected that by sending a new version of the CR on 08.10.

On 31.10, Olivier provided an updated version of the draft Rel4 common CR with the following changes:

· He included the change for the issue A.3, as requested by Philippe (see issue A.3 above). He moved one wording clarification from issue B.9 (missing wording "the Event IE included in the" in section 8.20.2)

· He included the change for the issue B.8 (Alex' proposal), as He saw it more as a clarification than an essential correction that should be handled in a separated CR.

· He re-numbered the figures that had strange number at the end of section 8 (and figure in section 10.1 accordingly).

· He added the missing "O" for optional for the UL GTP-PDU Sequence Number IE in section 9.1.4.
On 1.11, as requested by Philippe (see issue B.9 below), Olivier included the change for issues B.2 and B.7 in a revised draft Rel4 common CR.

On 5.11, Olivier submitted the unnumbered final common CRs for that issue. As no comment was received, the numbered versions were submitted on 8.11 in the following CRs:

9.6.2, R3-022336, CR521, TEI4 catF, 25.413 v4.6.0, "Rel4 Common CR after RANAP review"
9.6.2, R3-022337, CR522, TEI4 catA, 25.413 v5.2.0, "Rel4 Common CR after RANAP review"

 Issue A.8 about class 2 Location Reporting Control procedure
Olivier provided on 11.10 some further explanations, especially ASN.1 and error handling clarifications about the issue, and proposed that we should not specify anything to handle it in RANAP.
Philippe, who raised that issue during RAN3#32, agreed with Olivier's view on 16.10. No other comment has been received on that issue.

This issue was closed.
 Issue B.4 Extension column in tabular format section
Olivier provided on 11.10 two Rel5 examples which presented the two ways of introducing a release information in RANAP tabular format for Rel4 onwards (1-> a new release column 2-> release information in the semantic description). Furthermore in the same email and respectively shown in the examples, Olivier proposed 3 other changes (a,b and c).
Chenghock expressed on 15.10 his favour of the new release column and the proposal a and c.
Answering Chenghock's questions, Olivier provided the following clarifications:
- If we introduce new and very late R99 IE, no release information still should be shown in the new release column because this IE is introduced in R99.
- About the new proposal b, if for example the criticality of a IE has been changed from "reject" to "ignore" in Rel5, which is shown as "Criticality moved from reject to ignore in Rel-5" in the new column, but in Rel6, it is changed again to "ignore and notify", we should replace that description to "Criticality moved from reject to ignore in Rel-5 but move from ignore to ignore and notify in Rel6".
- Olivier's aim is to get those changes approved for RANAP at least. The equivalent changes to other RAN3 specs (RNSAP, NBAP, SABP and PCAP) are more than welcome if RAN3 and rapporteurs agrees so. Olivier will then provide the adequate CR to 25.921. Chenghock agreed on 16.10 with these clarifications and then the proposal b. However Chenghock considering all those changes would prefer to have consistency between all specs under RAN-WG3 responsibility.
Brendan expressed on 18.10 his strong interest in having the release information for RANAP as well as for other RAN3 specs - as long as EVERYONE agrees to this (no problem for SABP and PCAP;).

After some emails from Anders, Brendan and Philippe, Olivier summarized on 30.10 the situation as follows:

· Nokia, NEC, Ericsson and Vodafone support the alternative 1 of introducing a new release information column.

· Nokia, NEC, Ericsson, Vodafone and Nortel Networks support the idea to have all specifications aligned based on the changes approved. Olivier asked also if the rapporteurs of NBAP and RNSAP were ready for such changes based on the updated example attached in Olivier’s email.

· No comment or objection has been raised so far about proposal c) to have that new release information column for cause value description table as well.

· About the proposal a) to have that new release information column for procedure list table in section 8.1, Anders proposed instead to indicate that release info directly in the heading title for procedure (in section 8), messages (section 9.1) and IEs as well (section 9.2). Olivier would support that proposal as well, if Joern could confirm that we are allowed to change the heading title like that.

· About the proposal b), Olivier agreed that this extra info about criticality change does not affect the interworking as the sender sends the criticality. Philippe was right as well that this info is relevant only if tabular format section is well aligned with ASN.1. Therefore Olivier proposed to not include that criticality change info. Nonetheless Olivier proposed to still include info about change of presence of IE in different release, as this affects the interworking because this information is not sent by the sender but based on the version of specification implemented by the receiver side. One good example is for the Location Related Data Request Type IE in LOCATION RELATED DATA REQUEST message, where we changed the presence from mandatory to optional in Rel5 (tabular format and ASN.1).

As Joern confirmed offline that we are allowed to change the heading title and as no other comment was received, Olivier provided on 8.11 the numbered versions of the following corresponding CRs:

9.6.2, R3-022338, CR523, TEI4 catF, 25.413 v4.6.0, "Release information in RANAP"
9.6.2 R3-022339 CR524, TEI4 catA, 25.413 v5.2.0, "Release information in RANAP"
 Issue B.2, B.7 and B.9 about the Request type IE in Rel4
Olivier proposed initial draft Rel4 and Rel5 CRs on 17.10.

Anders commented on 25.10 that in the first added line in 8.19 the wording "also" should be removed since it now concerns a different IE than before. Furthermore in 8.20.2, he asked if it is really necessary to return the Request Type Extension IE in the LOCATION REPORT message. “Indeed the reason to return the Request Type IE was for the CN to be able to distinguish between a LOCATION REPORT message sent at change of SAI and a LOCATION REPORT message sent at a direct request. The only reason to include the Request Type Extension IE is if the CN sends two requests for a direct report almost at the same time and they only differ for some value within the Request Type Extension IE and the CN needs to be able to distinguish the two resulting LOCATION REPORT messages from each other […] We have said so far in RANAP that it is allowed to issue a direct request in parallel with having reporting at change of service area active.”
Philippe commented on 28.10 the following:

· He would prefer that we separate issues B2, B7 from B9, as B2 and B7 are clearly clarifications, and then include the issues B2 and B7 in the Rel4 common CR.

· He questioned the need of the CR for that issue and if there was any real issue existing at all.

· He proposed, if a CR is needed, an alternative CR where we do not remove the existing IEs but rather say that they shall not be used any longer.

Olivier agreed on 29.10 to separate issues B2, B7 from B9. Furthermore he agreed that there has been yet no agreement. He explained the issue was real as follows: “the whole issue is as usual about those ambiguous words in standards. Here the ASN.1 standards recommend the use of those ASN.1 tools that allow ASN.1 decoder to skip unknown IEs received after the ellipsis notation in a SEQUENCE type IE group. However we do not have the verb "shall" here and this means that an implementation that does not use those tools is still compliant with ASN.1 standards and 3GPP ones as well. Even though ASN.1 standards say that it is an extremely common way to silently ignore unknown IEs received after the ellipsis notation in a SEQUENCE type IE group, there is still no mandate. Furthermore someone could ask us why when introducing those Rel4 IEs in the Request Type IE, we did not respect the recommendation in the TR 25.921 (I know we could answer this is only an informative TR):

10.5.1 Allowed Extension

The allowed extension for ASN.1 description in RANAP, SABP, RNSAP and NBAP are:

1) adding New IEs or IE groups which should be achieved by using the protocol extension container (extension by using of ellipsis notation (...) should be avoided) for:

- adding at the top level of message; and

- adding in the SEQUENCE type, [...]

That's why, Olivier had the opinion that we have an essential issue here that should be solved.”

Olivier listed then all the potential different alternatives to his opinion:

a) we move back the Request Type IE layout as it was in Rel99 and we introduce a new IE in extension container for Rel4 extensions (my previous attached CR) 

b) we add a new IE in extension container for Rel4 extensions and we state that those Rel4 IE in R99 Request Type IE will no longer be used (moved to optional, shall be ignored if received => your proposal) 

c) we don't change anything and take the working assumption that all implementation of ASN.1 decoder shall skip unknown IEs received after the ellipsis notation in a SEQUENCE type IE group. 

Having Nokia's cap, Oliver would prefer first c), a) and at last to b).

Next Olivier compared alternatives a and b, by considering a list of different scenarios:

· R4 Sept02 CN -> R99 RNC: the LOCATION REPORTING CONTROL message is rejected only if ASN.1 decoder does not skip unknown IEs received after the ellipsis notation in a SEQUENCE type Request Type IE group.

· R99 CN -> R4 Sept02 RNC: according to version of the specification used by the receiver, those conditional Rel4 IEs will be considered as missing IEs. However as we will use the criticality ignore of the Request Type IE group, the procedure should be handled in R99 succesfull manner, unless a particular ASN.1 implementation based on that Abstract syntax error, does not continue to decode the rest of Request Type IE group.

· R4 Sept02 CN -> R4 Sept02 RNC: it works.

· R4 Sept02 CN -> R4 Dec02 RNC with alternative a): it works in R99 succesfull manner except with implementation where ASN.1 decoder does not skip unknown IEs received after the ellipsis notation in a SEQUENCE type Request Type IE group.

· R4 Sept02 CN -> R4 Dec02 RNC with alternative b): it works in R99 succesfull manner.

· R4 Dec02 CN with alternative a) -> R4 Sept02 RNC: same as case [R99 CN -> R4 Sept02 RNC] above.

· R4 Dec02 CN with alternative b) -> R4 Sept02 RNC: same as case [R99 CN -> R4 Sept02 RNC] above.

Anders commented on 31.10 that to his opinion, criticality evaluation shall be done also for IEs added after the ellipsis notation, the correct way for a decoder to be configured is to NOT discard unknown IEs. Otherwise, he did not see how these unknown IEs can be part of the criticality evaluation.

Anders had the following comment on the different scenarios:

· R4 Sept02 CN -> R99 RNC: the Request Type IE will be ignored and thus a logical error for the LOCATION REPORTING CONTROL message will occur.

· R99 CN -> R4 Sept02 RNC: since the missing IEs will be seen as violations to the conditions within the Request Type IE, the Request Type IE will be ignored and thus a logical error for the LOCATION REPORTING CONTROL message will occur.

· R4 Sept02 CN -> R4 Dec02 RNC with alternative a): the Request Type IE will be ignored and thus a logical error for the LOCATION REPORTING CONTROL message will occur.

Finally Anders’ conclusion is that we need a CR to correct this and although alternative b is somewhat better in the case R4 Sept02 CN -> R4 Dec02 RNC, he would still prefer alternative a, since it is a much cleaner solution and in order to get the desired R4 behaviour you would also with alternative b have to update the R4 Sept02 CN.

On 31.10, Olivier provided a revised draft CR based on Anders’ comment received on 25.10.

On 5.11, Olivier submitted the unnumbered CRs for the alternative a). Based on Anders’ comment, Olivier provided on 6.11 revision of those unnumbered CRs in order to have the same number for the new section in both Rel-4 and Rel-5.

On 7.11, Philippe had the following questions to Anders:

· "Since in my opinion, criticality evaluation shall be done also for IEs added after the ellipsis notation, I think the correct way for a decoder to be configured is to NOT discard unknown IEs", do you mean by that, the correct way is to pass them to the upper application? Could you clarify how the asn1 decoder of an "old" node could decode these IEs which are not expected and format unknown? 

· Also, if you were right, do you think we would have such a recommendation in X680 ? 

· However the ASN.1 standards (X.680, 1997) do not mandate to skip IEs received after the ellipsis notation but rather say that it is up to the upper application to decide what to do with extensions as well as recommend skipping them when they are not supported/understood in a SEQUENCE type.

Furthermore Philippe asked Olivier as well to provide the CRs for alternative b) as well and not only for alternative a), as there has not been yet a consensus behind that latter.

On 7.11, Olivier provided the set of CRs for the alternative a), supported by Nokia and Ericsson:

9.6.2, R3-022338, CR523, TEI4 catF, 25.413 v4.6.0, "Release information in RANAP"
9.6.2, R3-022339, CR524, TEI4 catA, 25.413 v5.2.0, "Release information in RANAP"

And he promised to provide CRS for the alternative b), as requested by Philippe, on Monday.

Issue B.8 RAB modify total failure
Alex(Siemens) proposed initial draft Rel4 CRs on 23.10. On 31.10, Olivier included the change for this issue in the Common Rel4 CR, as he saw it more as a clarification than an essential correction that should be handled in a separated CR.

This issue has been handled with the Rel4 common CR issue after that.
 Potential new issues raised during the handling of issue A.4 and B.1 (see R3-022277)
No thread was initiated to cover this issue at all. Therefore this issue is considered closed.
