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1. Introduction

The under layer of SABP is TCP and one issue may be present due to the MSS(Maximum Segment Size) and the lack of assembly functionality in TCP. This paper intends to discuss the proposed solutions.

2. MSS of TCP and size of SABP messages

The MSS of TCP is designed tothe maximum of 65Kbytes. There is no doubt that 65Kbytes should be enough to SABP. However, it may happen in some situations that the maximum of MSS can not be done due to e.g. IP over ATM(RFC1626 define default MTU as 9180 bytes), because MSS = MTU – (IP header + TCP header). 

For the SABP message size, a calculation of e.g. WRITE REPLACE COMPLETE message is shown below.

      
-Message Type      [2bytes]

      
-Message Identifier  [2 bytes]
-New Serial Number [2 bytes]

-Number of Broadcasts Completed List   [maximum 720,885 bytes] with the maximum No. of SAI=65535, one group will be 11 bytes.

      
-Criticality Diagnostics  [maximum 197,891 bytes] with the maximum No. of error=256 and 

        maximum No. of message structure level=256.
=> Total there will be 2 + 2 + 2 + 720,885 + 197, 891 = 918,782 bytes.

So, this is about 15 times of what TCP can contain in one segment. Currently, as there is no re-assembly capability in the TCP, that means a long SABP message will be received by the SABP in several segments. It is currently impossible for the SABP to decode the message if it can not receive the complete message in one segment.

It should be noted that in the actual implementation, it is not realistic to have the maximum number of SAI(=65535) and the maximum number of error(=256). Nevertheless, still the message size of WRITE REPLACE COMPLETE message is foreseen to be large in the real world. It is even larger in the WRITE REPLACE FAILURE message because it can include both the list of SAI which were successfully Kill and failed Write. (Note that the Write Replace procedure has the functionality of Kill and Write at the same time, it is therefore possible to happen that all requested SAIs are successfully Kill but fail to Write. In this case, the WRITE REPLACE FAILURE message will include both the Successfully Kill SAI and failed Write SAI list.)

3. Discussion of Proposed Solutions

It is foreseen that this issue is significant and should be correct for R99.

Some proposed solutions are listed below.

Solution 1: Introduce a new layer between SABP and TCP for segmentation and re-assembly. The segmentation and re-assembly is done in this layer.

Advantage: A new layer is introduced and therefore the SABP does not need to worry about the message size.

Disadvantage: A newly introduced layer would require a new protocol and then a new specification. This solution would take time to finish the work e.g. to specify the procedures, error handling and etc of the new layer.

Solution 2: The receiving side of SABP always encode the message size in the ASN.1 header and know if a message is completely received or not. This would require the SABP to do special handling e.g. buffering the already received segment(s) and wait for the less of the segments in order to get a completed SABP message..

Advantage: There is less impact on the SABP protocol and no need to introduce a new layer(protocol).


Disadvantage: May be complicated if e.g. the message length in ASN.1 header is faulty.

Solution 3: Such as AUDIT message in NBAP, introduce an indicator to show if the message is completely sent by the sending side. If the message is not the last one, the sending side will indicate in the indicator to show the message is not finished. If the message is the last one, the sending side will indicate that it is the last message.

Advantage: The mechanism has been specified in NBAP and therefore can be reused.

Disadvantage: In case the TCP segment the SABP message, the same problem will happen because the complete message will not be received in SABP in one segment.

4. Conclusion and Proposal

NEC would prefer Solution No.2 because it has less impact on the SABP protocol itself.

It is proposed to discuss this issue and if possible, solve this issue as soon as possible because already now is very late stage to change R99 specification.







