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During the previous meetings, the issue of and some solutions for the length of Initial UE message possibly exceeding the maximum payload size of 130 octets for the SCCP Connection Request were discussed.  This contribution looks at how frequently this is likely to happen and also discusses other possible solution.

Criteria for selection of a solution

The following in the order of priority should be considered when choosing a solution for the above issue:

1) How frequent the problem occurs and evaluate if it is an essential CR for R99

2) The solution should be backwards compatible

3) The solution should minimise changes to RANAP.

4) Maximise signalling efficiency

Length of the NAS message

Two NAS messages identified as possible risk of exceeding the size limit are Attach Request and Routing Area Update towards the packet domain.  The longest information elements in these messages are the UE Radio Capability (max length of 52 octets) and UE Network Capability (max length of 10 octets).

UE Radio Capability IE:  This IE can report UE capability for a maximum of 5 frequency bands (450, 480, 900, 1800 of GSM and UMTS).  The maximum size of 52 octets is reached only if the terminal supports all five frequency bands typically adding 10 octets per frequency band supported.

UE Network Capability IE: Although maximum size of 10 octets has been stated in the specs, up to and including R5, only 4 octets are needed (the remainder of length is for future extensions).

To exceed the maximum payload size restriction, the above IEs are assumed to be at the maximum sizes and all the optional information elements of the NAS message are also assumed to be populated.

Possible solutions

In addition to the solutions discussed in the previous contributions, other possible solutions that should be considered are given below.

1) No changes for R99:  As seen above, the problem is not likely in the initial rollout of R99.   Solution could be to postpone the changes to R4/R5.   This is the simplest immediate solution; however, the problem still needs addressing for the later releases.

2) Increase the length of SCCP payload size:  The maximum length of SCCP CR payload of 130 octets was due to the 272 octet size restriction of the MTP3 SIF length.  For Iu interface, where MTP3B is used, this length restriction does not apply.  So an exception could be made for the Iu interface and the length of the SCCP CR payload size can be increased to 255 octets.

No changes are required to RANAP at all.  The solution is also backwards compatible.

3) Empty SCCP CR when size exceeds 130 octets: Send an empty SCCP CR only when the message length exceeds 130 octets.  The Initial UE message is then sent in a subsequent Direct Transfer message.   In other cases, the full original UE Initial message is sent.  
This solution is backwards compatible and can be introduced for R99 or for R4 onwards.

4) New Message when size exceeds 130 octets: Define a new message with fewer IEs  - the CNid and NAS PDU - to be used with the SCCP CR when the message size exceeds 130 octets.   The Initial UE message is unchanged and is sent with the SCCP CR where possible or in a subsequent Direct Transfer message otherwise.
This solution is also backwards compatible though it requires the definition of a new message.  This can also be introduced for R4 onwards.

Conclusion

The risk of Initial UE message exceeding 130 octet limit can be considered not likely during the initial phases to justify a non-backwards compatible CR to R99.  

The simplest solution is to remove the 130 octet restriction in SCCP for Iu interface.  As listed above, several other backwards compatible solutions exist and should be considered for R4 onwards.

