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1
Introduction
During the RAN3 #27 meeting in Florida, Motorola presented a discussion paper [1] that described a problem related to the size of the RANAP message INITIAL UE MESSAGE.  This message is sent by the RNC to a CN node during a NAS signalling connection establishment.  This message can only be sent as user data in an SCCP CONNECTION REQUEST message.  The maximum allowed size of the user data field within an SCCP CR message is 130 octets.  As illustrated in [1], the size of an INITIAL UE MESSAGE can be theoretically up to 149 octets when an ATTACH REQUEST message from the UE is carried as the NAS-PDU in the INITIAL UE MESSAGE.  Although [1] illustrated this problem only for the case of ATTACH REQUEST message, this problem also exists when the ROUTING AREA UPDATE REQUEST message is carried as the NAS-PDU.

RAN3 sent a liaison statement [2] to CN1 requesting CN1 to either 1) change the mandatory MS Radio Access Capability IE in the ATTACH REQUEST message to optional as it is unused in UMTS, or 2) reduce the maximum size of this IE from 52 bytes to 20 bytes if it was seen as too late to make this change for Release 99.

CN1 confirmed the existence of the problem in [3] but also stated that the requested options in [2] could not be accepted because option 1 would cause backward compatibility problem and option 2 would cause reliability problem as described in [3].  CN1 concluded that RAN3 should investigate an Iu-interface based solution.

One way to address this problem is to not include the INITIAL UE MESSAGE in the SCCP CR and then send it in a DIRECT TRANSFER message after the Iu signalling connection has been established.  However, there is an additional problem.  In a combined CN architecture, MSC and SGSN are two applications in the same CN node and to route the SCCP CR to the right application, the CN Domain Indicator IE in the INITIAL UE MESSAGE is used.  Thus, as the standard currently exists, at least this IE must be carried in the SCCP CR to perform the required routing.

This paper discusses possible solutions to address this problem and discusses the pros and cons.  The paper is intended for the Iu SWG to discuss and decide the correct solution.

2
Solutions for Discussion
2.1
Include INITIAL UE MESSAGE without NAS-PDU in SCCP CR
Ericsson and Siemens have submitted a CR R3-021457 for RAN3 #29 in which it is proposed that the INITIAL UE MESSAGE be sent in the SCCP CR without the NAS-PDU whenever the user data size in SCCP CR exceeds 130 bytes and then send the NAS-PDU in a DIRECT TRANSFER message after the Iu signalling connection is set up.  This is done to allow the CN Domain Indicator IE to be sent to CN so that the SCCP CR can be routed to the right CN application, i.e., MSC or SGSN in a combined CN architecture case.

Firstly, the use of CN Domain Indicator IE in the INITIAL UE MESSAGE (RANAP message) to perform an SCCP protocol functionality (SS7 routing) is itself questionable.  We have always maintained that there should be separation of RNL and TNL and with this usage, there is some layering violation.  However, this is part of the current standard and this by itself is not a big issue.  But because we have such an existing solution for routing, in this CR, a rather confusing solution is required to address the size problem.  So, secondly, the NAS-PDU is sometimes excluded from the INITIAL UE MESSAGE even though the NAS-PDU is itself the UE MESSAGE.  Thus, this leads to the name INITIAL UE MESSAGE being a misnomer because it may not carry the UE MESSAGE sometimes.  Thirdly, even though the entire INITIAL UE MESSAGE except the NAS-PDU arrives at the CN in the SCCP CR, only the CN Domain Indicator IE is really used initially.  The rest of the message can be used only after the NAS-PDU is received.

With an appropriate addressing scheme used for the SCCP, this confusion can be avoided.  The next 3 solutions address the routing problem through the addressing scheme of SCCP itself.  Nevertheless, if the solution described in this section is chosen for standardisation, Motorola would prefer that only the CN Domain Indicator is sent as the user data in the SCCP CR and then the entire INITIAL UE MESSAGE should be sent in the DATA TRANSFER message.  At least, with such a change, the above-mentioned confusion will be avoided even though the layering violation will still exist.

2.2
Use different SSNs for CS and PS domain
The SSN for RANAP is defined in TS 23.003.  As it is the same on all nodes RNC, MSC and SGSN, the SSN cannot be used to differentiate between PS CN RANAP and CS CN RANAP when both are present on the same destination point code.  However, if two SSN values RANAP-CS and RANAP-PS could be defined for RANAP, this would provide the required discrimination.

In the case of a combined CN node, use of two different SSNs would be the correct usage.  In SS7, SSN was designed to distinguish applications at a given layer 3 destination or source.  As the MSC and SGSN are separate applications in the combined CN node, the most correct change would be the above change.  This change may be the hardest to accept too.

With such a change, the SCCP CR could be sent without the RANAP message in case of the user data size being exceeded and the INITIAL UE MESSAGE could be sent in a DATA TRANSFER message.  This solution is the most correct solution.  In this case, the CN Domain Indicator IE is redundant and can be removed, thus the layering violation is also removed.

2.3
Use GT addressing and different E.164 addresses for CS and PS domain
In this solution, different E.164 addresses are used to provide the CS/PS domain discrimination.  Again, with this solution, the addressing/routing is handled within SCCP itself, hence no layering violation.  However, this solution is not as clean as the “different SSNs” solution.  E.164 address was designed to address a layer 3 device and not necessarily an application within a layer 3 device.  So, it is not a correct usage.  Also, if most vendors are implementing SSN/SPC addressing and not GT addressing at the RNC, this may not be the preferred solution.  Also, if the operator wants to have a combined CN node, the RNCs will need to support GT addressing.

The logic of sending the SCCP CR without the RANAP message and sending the INITIAL UE MESSAGE in the DIRECT TRANSFER message in case of user data size being exceeded is the same as in the previous solution.

2.4
Use different point codes for CS and PS domain
In this last solution, different point codes are used to provide the CS/PS domain discrimination.  Again, with this solution, the addressing/routing is handled within SCCP itself, hence no layering violation.  However, this solution is also not as clean as the “different SSNs” solutions.  A point code generally addresses a node and in the case of a combined CN node, it would need to refer to an application within a node.  So, it is not a correct usage.
The logic of sending the SCCP CR without the RANAP message and sending the INITIAL UE MESSAGE in the DIRECT TRANSFER message in case of user data size being exceeded is the same as in the previous two solutions.

3
Proposal
Based on the above discussion, Motorola recommends that the “different SSNs” solution be adopted for standardisation.  If this is not possible, the “different point codes” or “different E.164 addresses” solution should be adopted.  As a last choice, Solution 1 can be adopted with the change that only the CN Domain Indicator should be sent in the SCCP CR and the INITIAL UE MESSAGE can be sent in the DIRECT TRANSFER message, when the user data size is exceeded.
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