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1 Introduction

In contributions R3-020556 [1] and R3-020560 [2] that were submitted to the last meeting, but not presented due to lack of time, there was a comparison between several types of solutions.

In summary, the already proposed solutions can be classified in two major types:

· type 1: solutions that only involve the UTRAN. These solutions have the drawback to imply large tables and to require manual coordination between the CN and the UTRAN since the objective is to align connected mode access rights to idle mode access rights.

· type 2: solutions that also involve the CN. The already proposed solutions have the drawback to require O&M coordination between the VLRs because each VLR must know the roaming agreements of the whole PLMN.

The present contribution proposes a type 2 solution that does not have the drawbacks of previously proposed type 2 solutions.

2 Discussion

In type 2 solutions, i.e. pure LA-based Alcatel/Nortel solution and SNA Ericsson solution, there are two drawbacks:

1- the above mentioned drawback related to the access rights tables in each VLR.

2- the amount of data over the Iu to transfer the access rights tables needed for connected mode in the UTRAN.

2.1 Access rights tables in each VLR

In the type 2 solutions that have been proposed previously, the access rights information needed in an RNS to handle properly the handovers is transferred from the CN via the Iu interface only. That information is related to:

· all LAs of the V-PLMN (because of Iur inside the UTRAN within the V-PLMN),

· the neighbour PLMNs/LAs,

· other PLMNs (only if connected via Iur to V-PLMN which does not seem to be an usual case).
In the existing VLR with national/international roaming, only access rights related to the LAs covered by the VLR is configured. 

The existing VLR has to be enhanced by the addition of international/national roaming agreements tables of the whole PLMN: that could be achieved either by O&M or by non-standardised external coordination between VLRs. Furthermore, each time there are modifications in one VLR, all the other VLRs have to be updated immediately.

Another drawback is the increase of the access rights tables in the VLRs.

2.2 Amount of data over the Iu interface

In the type 2 solutions that have been proposed previously, the access rights information related to one MCC/MNC is transferred to the RNS at each new RAB Establishment (via Common Id message) and at each Relocation Request for each active mobile. Since most of the users have the same MCC/MNC, the same information is transferred many times. This is not efficient with regards to the bandwidth usage over the Iu, and increases the size of the RANAP messages unnecessarily.

Furthermore, the access rights information corresponds to semi-static information and should not be linked with calls or UEs.

2.3 Proposed solution

2.3.1 Overview

In the proposed solution, those drawbacks are removed.

The solution consists in transferring via the Iu interface only the international/national roaming agreements already configured in existing VLR, i.e. roaming agreements related to the LAs covered by the RNS. There is no need to change the roaming tables in the VLR.

The access rights information of the LAs not covered by the RNS are transferred by the other RNCs via Iur interface. Each RNC transfers the access rights information that it received from its VLR via its Iu interface.

Furthermore, instead of transferring the access rights information at each new RAB or Relocation for each active mobile, it is proposed to transfer it only when the RNS asks for it (e.g. at RNC restart, VLR restart or at each Iu/Iur link recovery) and at each access rights modification in the CN or in a neighbour RNC. 

Regarding neighbour PLMNs, it is not needed to transfer the Access Rights information as long as there is no Iur interface between PLMNs. It is more secure that the target RNC makes the control when it is in a different PLMN. Indeed, in a Relocation procedure via the CN, the target RNC is able to check the access rights related to the concerned UE thanks to its IMSI. The only modifications is the introduction of additional cause values in the Relocation Request Ack message from the target RNC. When its IMSI is not available yet, the target RNC will accept the relocation, and will be able to check the access rights as soon as it receives the IMSI via Common ID message from the CN (since the target RNC would have become the new SRNC).

Another way to handle neighbour PLMNs would be either to configure the cells adjacent to the PLMN border with the access rights, or to obtain this information via the local VLR which would have been configured with neighbour PLMN areas.

Controls in the target RNC and in the source RNC could be combined: 

When there is an Iur between two PLMNs, the access rights of the neighbour RNCs belonging to the second PLMN, and which are requested by an RNC belonging to the first PLMN, can be transferred via Iur interface. In the proposed modifications below, it is not proposed to handle that case, but that is possible by e.g. adding the PLMN identity. 

The advantages of that solution compared to the others are:

· no change in the VLR roaming agreements tables,

· automatic coordination between VLRs,

· automatic updates in the UTRAN when a modification is performed in any of the VLRs of a PLMN,

· automatic updates of RNS tables when adding a new RNC in the UTRAN,

· minimises the amount of data transferred from the CN,

· semi-static information is not anymore transferred via call-related or UE-related messages

2.3.2 Description of a possible implementation

On the Iur, a set of Information Exchange procedures have been introduced (Information Exchange Initiation, Information Reporting, Information Exchange Termination, Information Exchange Failure). In the Information Exchange Initiation procedure, the Information Report Characteristics IE indicates how the reporting of the information shall be performed: on-demand, periodic, on-modification. 

This procedure is designed for semi-static information, i.e. not linked to a specific UE or a specific RAB. So, it is appropriate to access rights information that are configured by O&M in the CN.

It is proposed to use the Information Exchange procedure over the Iur for access rights information between RNCs, and it is proposed to introduce a similar procedure over the Iu interface.

2.3.2.1 Modifications to bring to Information Exchange messages

The Information Exchange messages use today a "choice of" switch with only "Cell". As the roaming tables in the VLRs are related only to LAs and PLMN-id, it should be more bandwidth efficient to introduce a new choice "RNC"  since it is RNC-wide information and not cell-wide.

The Information Type could be set to "roaming access rights"  and the Information Report Characteristics to "local LAs", which means that the access rights are required for all LAs covered by the requested RNC.   

Below is an example of possible modifications.

9.1.49
INFORMATION EXCHANGE INITIATION REQUEST
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description
Criticality
Assigned Criticality

Message Type
M

9.2.1.40

YES
reject

Transaction ID
M

9.2.1.59

–


Information Exchange ID
M

9.2.1.31A

YES
reject

Information Exchange Object Type
M

9.2.1.31B

YES
reject

CHOICE Information Exchange Object Type
M



YES
reject

>Cell




-


>>C-ID
M

9.2.1.6

YES
reject

Information Type
M

9.2.1.31E

YES
reject

Information Report Characteristics
M

9.2.1.31C

YES
reject

>RNC




-


>>RNC-ID
M

9.2.1.50

YES
reject

Information Type
M

9.2.1.31E

YES
reject

Information Report Characteristics
M

9.2.1.31C

YES
reject

9.1.50
INFORMATION EXCHANGE INITIATION RESPONSE
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description
Criticality
Assigned Criticality

Message Type
M

9.2.1.40

YES
reject

Transaction ID
M

9.2.1.59

–


Information Exchange ID
M

9.2.1.31A

YES
ignore

CHOICE Information Exchange Object Type
M

9.2.1.31B

YES
ignore

>Cell




-


>>Requested Data Value 
M

9.2.1.48A

YES
ignore

>RNC




-


>>Requested Data Value 
M

9.2.1.48A

YES
ignore

Criticality Diagnostics
O

9.2.1.13

YES
ignore

9.1.51
INFORMATION EXCHANGE INITIATION FAILURE
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description
Criticality
Assigned Criticality

Message Type
M

9.2.1.40

YES
reject

Transaction ID
M

9.2.1.59

–


Information Exchange ID
M

9.2.1.31A

YES
ignore

Cause
M

9.2.1.5

YES
ignore

Criticality Diagnostics
O

9.2.1.13

YES
ignore

9.1.52
INFORMATION REPORT
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description
Criticality
Assigned Criticality

Message Type
M

9.2.1.40

YES
ignore

Transaction ID
M

9.2.1.59

–


Information Exchange ID
M

9.2.1.31A

YES
ignore

CHOICE Information Exchange Object Type
M



YES
ignore

>Cell




-


>>Requested Data Value Information
M

9.2.1.48B

YES
ignore

>RNC




-


>>Requested Data Value Information
M

9.2.1.48B

YES
ignore

9.1.53
INFORMATION EXCHANGE TERMINATION REQUEST
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description
Criticality
Assigned Criticality

Message Type
M

9.2.1.40

YES
ignore

Transaction ID
M

9.2.1.59

–


Information Exchange ID
M

9.2.1.31A

YES
ignore

9.1.54
INFORMATION EXCHANGE FAILURE INDICATION
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description
Criticality
Assigned Criticality

Message Type
M

9.2.1.40

YES
ignore

Transaction ID
M

9.2.1.59

–


Information Exchange ID
M

9.2.1.31A

YES
ignore

Cause
M

9.2.1.5

YES
ignore

9.2.1.48A
Requested Data Value
The Requested Data Value contains the relevant data concerning the ongoing information exchange.
IE/Group Name
Presence
Range
IE Type and Reference
Semantics Description

UTRAN Access Point Position with Altitude
O

9.2.1.75


IPDL Parameters
O

9.2.1.31F


DGPS Corrections
O

9.2.1.19B


GPS Navigation Model and Time Recovery
O

9.2.1.30I


GPS Ionospheric Model
O

9.2.1.30H


GPS UTC Model
O

9.2.1.30L


GPS Almanac
O

9.2.1.30G


GPS Real-Time Integrity
O

9.2.1.30J


GPS RX Pos
O

9.2.1.30K


SFN-SFN Measurement Reference Point Position
O

9.2.1.74


LA-based access rights
0

9.2.1.z


9.2.1.z 
LA-based access rights
The LA-based access rights IE provides the list of roaming groups authorised in each LA covered by the requested RNC.
IE/Group Name
Presence
Range
IE type and reference
Semantics description

LA-based Access rights

1..<maxnoofLAs>



>LAC 
M

OCTET STRING (2)
0000 and FFFE not allowed

>Authorised Roaming Groups

1..<maxnoofRoamingGroups>



>>Roaming Group ID
M

OCTET STRING (3)
- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The Roaming Group ID consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

Range bound
Explanation

MaxnoofLAs
Maximum number of location areas in the PLMN.

MaxnoofRoamingGroups
Maximum number of roaming groups in the LA.

2.3.2.2 Additional cause values in Relocation Failure and Relocation Preparation Failure messages

As in a Relocation procedure via the CN, the target RNC is able to check the access rights related to the concerned UE thanks to its IMSI, additional cause values have to be added to messages from target RNC to source RNC in the Relocation Preparation phase. These messages on the Iu interface are RELOCATION FAILURE message from target RNC to CN, and the RELOCATION PREPARATION FAILURE message from CN to source RNC. 

Existing Cause IE values in the RELOCATION PREPARATION FAILURE message are "TRELOCalloc expiry", "Relocation Failure in Target CN/RNC or Target System"., "Relocation not supported in Target RNC or Target System", "Relocation Target not allowed". 

There is no precise value corresponding to "not authorised PLMN" or "not authorised LA".

These two values must be added to enable the source RNC to chose another target cell: if the cause value is " not authorised PLMN", the source RNC will not chose a cell in that PLMN; if the cause value is "not authorised LA", the source RNC may chose another cell in the same PLMN.

As the checks on the authorised PLMN/LA is to be performed in the target RNC, these two cause values have to be added as well in the RELOCATION FAILURE message from target RNC to CN, as a response to RELOCATION REQUEST message.

3 Conclusion

It is proposed  to adopt the principles described in section 2. If the group agrees on that proposal, Alcatel will write appropriate CRs.
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