TSG-RAN Working Group 3 #28



R3-021003
Kobe, Japan, April 8-12, 2002

Agenda Item:
Iu 4.2

Source: 
Ericsson

Title: 
Report on e-mail discussion “IPv4/IPv6 Interworking on Iu-ps”

Document for:
Discussion

1
Introduction

At the last RAN3 meeting in Orlando Ericsson got the task to kick off an e-mail discussion on the IPv6-IPv4 interworking on Iu-ps. 

2
Description

For the purpose of starting the discussion Ericsson had a document (included in the Appendix) prepared as the first input for the discussion (2002-03-13). The document included two proposals:

1. Include the possibility of having both and IPv4 address and an IPv6 address in the Relocation Request Acknowledge.

2. To mandate IPv6 capable RNC to be dual stack in the initial migration period (when there are Rel4 IPv4-only RNCs and SGSNs deployed).

These two proposals were supported by Motorola in the response on 2002-03-14. In addition there were questions on dual stack and O&M configuration. The questions were answered by Ericsson (2002-03-18) by stating that “as long as there are rel4 RNCs and rel4 SGSNs, we think the rel5 RNCs must be dual stack. The rel5 SGSN must know in advance, by O&M configuration, what versions the RNC supports for the user plane (IPv6 and/or IPv4)”.

On 2002-03-27 there was a comment from Alcatel supporting the concept of dual stack and the inclusion of both addresses in the Relocation Request Acknowledge. It was however questioned by Alcatel if the dual stack should be mandated. Furthermore, it was proposed by Alcatel to also include both the IPv4 and IPv6 addresses in the Relocation Command message if both were provided from the target RNC.

The proposal of including both addresses also in the Relocation Command message was supported by Ericsson on 2002-04-03.

3
Conclusion

There is support from at least three companies (Ericsson, Motorola, and Alcatel) to include both an IPv4 and an IPv6 address in the Relocation Request Acknowledge. There is also agreement to use a dual stack in the rel5 RNC to solve the interworking issue, even if mandating it is questioned by Alcatel. 

There is also an agreement between Alcatel and Ericsson to include both an IPv4 and an IPv6 address in the Relocation Command message.

No company has argued against these proposals.

4
Proposal

Include both an IPv4 and an IPv6 address identifying the Target RNC in the Relocation Request Acknowledge and in the Relocation Command message.
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1 Introduction

The Liaison from SA2 [1] suggested RAN3 to “Investigate the principles of allocation of addresses between dual stack nodes ….”.

The contribution [2] discussed data forwarding between a Rel4 Source RNC using IPv4 and a Rel5 Target RNC using IPv6.

This contribution discusses the problem on Iu-ps from [2], interworking on Iur, gives possible solutions and makes a proposal.

2 Discussion

IP is for the first time introduced in rel5 for the user plane of Iub, Iur and Iu-cs with IPv6 as mandatory and IPv4 as optional. The control plane for Iub, Iur and Iu shall also use IPv6 in rel5 with IPv4 as optional.

However, on Iur the signalling bearer for the RNSAP and the ALCAP in rel4 can use IPv4. But on the other hand the signalling bearers are configured by O&M.

On Iu-ps IPv4 is mandatory in Rel99 and Rel4. Rel5 Iu-ps has IPv6 as mandatory. 

There is an interworking issue if the SGSN is a Rel4 node and the RNC is a Rel5 node. In this case the RNC must also support IPv4 (i.e. dual stack) in order to be able to interwork with the Rel4 SGSN. This does not affect the RANAP specification.

It is assumed that the rel5 SGSN knows if the RNCs are rel5 IPv6 or rel4 IPv4 nodes.

Another interworking issue that has to be solved is the one reported in [2]. It is repeated here for convenience:

Consider the following case:
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If the Source RNC is a Rel4 RNC using IPv4 and the Target RNC is a Rel5 RNC using IPv6, data forwarding cannot be made from the Source RNC to the Target RNC directly.

The solutions to this problem include:

· Use a separate gateway to perform the mapping.

· Use the SGSN as a gateway to perform the mapping.

· Dual stack IPv4 – IPv6 RNCs.

2.1 Use a separate gateway to perform the mapping.

A solution described in [1] is that if the rel5 RNC has a single IPv6 stack, gateways are added in the network to perform a mapping from/to IPv6 headers to/from IPv4 headers on the IP layer. This approach means that the IPv6 capable RNC must know the corresponding IPv4 addresses of the gateway so that these IPv4 addresses can be supplied to the SGSN in the relevant RANAP messages.

Likewise, in the other direction, an IPv4-only RNC must supply the corresponding IPv6 addresses of the gateway so that these IPv6 addresses can be supplied to the SGSN in the relevant RANAP messages, and it is not certain that all IPv4-only RNCs (i.e. the existing RNCs) will have this possibility.

Particular care must be taken to ensure that both the IPv4-RNC and the IPv6-RNC are configured with consistent addresses in the gateway, thus adding to the O&M burden on the operator and to the risks of faulty configuration.

2.2 Use the SGSN as a gateway to perform the mapping.

When the SGSN receives the RNC Target address in the Relocation Request Acknowledge it determines if it is an IPv4 address or IPv6 address. If the source RNC is a rel4 IPv4 RNC and the address received from the Target RNC is an IPv6 address, the SGSN includes its own IPv4 address in the Relocation Command message. When the source RNC forwards packets to the address received in the Relocation Command, the packets are actually transferred to the SGSN, where the mapping to the IPv6 address of the Target RNC is done.

This approach seems especially unattractive when considering an inter SGSN SRNS Relocation procedure, as the target SGSN would have to know the IP version capabilities of the source RNC which now is associated to another SGSN. Also, it cannot be assumed that the source SGSN has IPv6 capabilities, so this SGSN can not act as a gateway.

2.3 Dual stack IPv4 – IPv6.

If the rel5 Target RNC is a dual stack node the rel5 Target RNC gives both an IPv4 and an IPv6 address in the Relocation Request Acknowledge. If the source RNC is a rel4 IPv4 node, the SGSN includes the IPv4 address of the rel5 Target RNC in the Relocation Command. If the source RNC is a rel5 IPv6 node, the SGSN includes the IPv6 address of the rel 5 Target RNC in the Relocation Command.

The source RNC uses the IP address received from the SGSN, when forwarding the data to the target RNC.

Observe that it is stated in [1] that IPv6 capable GGSNs and SGSNs shall be dual stack nodes (at least for the initial migration period). 

Note that if this solution is accepted, a liaison statement must be sent to CN4 to get corresponding functionality into the Forward Relocation Response message.

3 Proposal

Include the possibility of having both and IPv4 address and an IPv6 address in the Relocation Request Acknowledge.

To mandate IPv6 capable RNC to be dual stack in the initial migration period (when there are Rel4 IPv4-only RNCs and SGSNs deployed).
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