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1. Introduction

During RAN3#25, 2 solutions were submitted regarding how to provide shared network support in the UTRAN for both national users and international roamers.

In this contribution we will compare the two proposed solutions on a number of aspects in order to facilitate a selection between both alternatives. The first solution will be labelled with “LA/RA/SA-based solution”, the second with “SAG-based solution”.

2. Description

LA/RA/SA-based solution
The first solution was described on a high level in Tdoc R3-013460. The essence of this proposal was that the CN sends a list of allowed/forbidden PLMN’s/LA/RA’s/SA’s (and possibly ranges of these) to the UTRAN, which uses this for connected mode mobility handling.

Several details of this solution are still unclear to us:

1) Tdoc R3-013460 is quite unclear regarding which identifiers will be used. It seems to suggest that LA, RA as well as SA could be used. However in our understanding, only the LA can be used:

· The SA is defined by the SAI. The SAI consists of:  PLMN_Id + LAC + SAC. In order to have a consistent access handling in both Idle and Connected mode, the access control can never be on a level below the LA. Therefore the usage of the SA does not seem to provide any additional benefit.

· The UE only maintains a forbidden LA list, not a forbidden RA list. In order to have a consistent Idle and Connected mode behaviour, only the LA can be used.

2) The description seems to assume that the LA/RA/SA of cells are known in the SRNC. This is only partially true:

· The SRNC is not aware of LA, RA nor SA for any neighbouring UMTS cell.  The SRNC is only aware of one LA/RA for any neighbouring DRNS. 

· The SRNC is aware of the LA for GSM cells

As a result, we assume that the relevant information would have to be added to Iur signalling.

3) R3-013460 stated that the proposed solution would be based on “something already supported in GSM where it is called SoLSA”. In our understanding this statement is not really correct. Solsa [1][2] is an HLR based localised service concept, not a VLR based concept. In addition it does not rely on the re-use of existing location area identiers like LA,RA or SA, but introduces the concept of LSA: Localised Service Area. In our understanding, both proposed solutions are new and rely on a mapping table in every MSC/SGSN.

SAG-based solution
The second solution was described by 3 CR’s in Tdocs R3-013380 (25.401 CR), R3-013291 (25.413 CR) and R3-013381 (25.423 CR). The essence of this proposal is that the CN sends a list of Subscriber Access Group’s of which the UE is a member. Then the UTRAN only allows a UE access to a cell when at least for one of the SAGs of which the UE is a member, access to the concerning cell is allowed by the SAG-access information of the concerning cell.

3. Identification

LA/RA/SA-based solution
The claimed benefit of this solution is simplicity/low impact obtained by re-using existing identifiers (i.e. LAC).

In general, it is not good practice to give identifiers an additional functional meaning.  An identifier is an identifier of the object it identifies, and shouldn't carry a lot of information that it was never intended to carry. E.g. imagine a LA based solution in which a third operator joins/leaves the shared UTRAN. In order to change the access rights of areas, the used LA-id’s might need to be changed. This will typically have considerable consequences.

Use of LA-ranges might also have some unforeseen consequences. E.g.

· the LAC is a 16 bit identifier;

· assume we have a country with 5 cooperating UTRAN operators;

· since we want to limit LA-id re-assignments to the minimum, it is important to define an LA-id range scheme which will not need to be changed often. As a result, the scheme should take into account any likely access restriction, which might happen in the near future.

· if we take operator x (one of the 5), he would have to establish a general scheme in which all possible access right combinations are covered by an LA-id range. I.e.

0 – 256:
access is allowed for UE’s from all operators

256 – 512: access is allowed for UE’s from operators 1,2,3 and 4.

513 – 768: access is allowed for UE’s from operators 1, 2,3 and 5

…..

This will lead to quite a fragmented LA-id allocation and limited LA-id availability (based on the required access rights). Note that when an operator has the same MNC for both his UMTS and GSM networks, this already limits the availability of LA-id’s.


SAG-based solution
In this solution no existing identifiers are re-used. This enables a flexible access restriction handling without impacting existing concepts like SA or LA.

4. Operations And Maintenance (OAM) aspects


During RAN3#25, it was argued that the SAG-based solution has a huge OAM impact compared to the LA/RA/SA-based solution. In this section we would like to balance this view. We think one should discern two OAM aspects:

1) OAM capability: what should be configurable for an operator
2) OAM impact: when likely scenarios happen, how much reconfiguration operations would an operator have to perform.
4.1. OAM capability


LA/RA/SA-based solution
In this solution, it should be possible to configure the UE<->LA/RA/SA-restriction mapping tables in every MSC/SGSN. 

SAG-based solution
In this solution, it should be possible to configure the SAG-access information in the UTRAN per cell (for cells which have different access rights for different users), and the SAG-member information mapping tables in every MSC/SGSN.

For both solutions, SA5 might want to standardise certain aspects. On the otherhand it is our understanding that in general SA5 recognises the fact that it should to some extend be left to manufacturers what OAM data that is hardcoded, set by an algorithm etc.

I.e. the standard should not prevent a manufacturer to simplify the interface to the operator technician.
4.2 OAM impact

Table 1 provides an overview on the OAM actions that need to be taken in a few typical scenarios:


LA/RA/SA-based
SAG-based

Add new cell in existing LA
-   No access right related action in 

    UTRAN
- No access right related action in 

  UTRAN (Note 1)

Change access right for a cell
· Move cell to another LA, or

· Define new LA for cell

· Take all necessary actions for new LA-Id change (Note 2)
· Update SAG-access configuation

· Move cell to another LA

Change access rights for all cells in an LA
· Allocated new LA-Id

· Take all necessary actions related to LA-Id change (Note 2)
· Update SAG-access configuration

3rd operator joins shared network
· Potentially extensive re-allocation of LA-Id’s

· Splitting of existing LA’s if access right differentiation is required

· Take all necessary actions related to LA-Id change (Note 2)

· Update MSC/SGSN mapping tables
· Define new SAG’s, 

· Update SAG-member mapping tables

· Update SAG-access configuration

Note 1:
In R3-013381 it is proposed to signal the SAG-access information per cell. This is because most/all radio attributes are signalled on cell level. Since the SAG-access information will be identical for all cells in an LA, the information only needs to be configured once per LA/DRNC.

Note 2: 
In general changing LA-Id’s may have a lot of consequences (See section 6).
5. International mobility


During RAN3#25 concerns were expressed regarding intenational mobility cases. 

The scenario discussed considered a case where there are 3 cooperating shared network operators in country 1, and 3 other cooperating shared network operators in country 2. In each country, the access right handling would be defined independantly. Then the question is what happens if 2 operators from the 2 different countries want to support connected mode mobility.

We assume that in such inter-country cases, there would typically not be an inter-PLMN Iur. Any mobility would be based on SRNS relocation with a non-anchor MSC and/or SGSN in country 2 involved in the Iu connection. Independent of the chosen solution, we assume that based on the IMSI that these nodes receive, they should be in a position to provide new access information i.e. LA/RA/SA information or SAG-member information, to the UTRAN.

Even when Iur mobility is used, the SAG concept will work. As it is information conservative 16 bits would be enough for 5 countries with 3 operators each (assuming 1 bit per cooperating operator + 1 for other 3rd party operators) and twice that with 32 bits. The bits are also possibly to reuse as mobility over geographically long distances using only Iur will be avoided through various means, e.g. SRNS Relocation and RAB release. As an example assume cooperating operator groups in Italy, France and Belgium. Bits controling NRR access in Italy are useful only in southern France and Italy, while bits controling NRR access in Belgium are useful only in northen France and Belgium. Therefore the same bits could be used.

6. Mobility to GSM


For the mobility to GSM, in case of handovers the UTRAN might be in a position to choose between different GSM cells, possibly from different PLMN’s.  In this case the selection might not only be required to be performed on PLMN level, but possibly also on a lower level like LA. 

Already when implementing Nation Roaming Restrictions (NRR) in current GSM networks, different access rights can be supported for different LA’s in a PLMN. Allthough todays implementations will typically only impact Idle mode mobility, it is expected that this is insufficient in the (near) future. In current GSM networks, due to the limited average duration of connections, only applying NRR in Idle mode will ensure that by far the largest part of the resources in a cell will only be used by MS’s which do not have an NRR in the concerning cell. Note, in some cases NRR may also apply when GPRS connected.

With the advance of the always connected paradigm and services like video streaming, it can be expected that the average duration of the connection will increase. Due to this increase, only limiting mobility in Idle mode might not lead to the desired resource restrictions since a UE in connected mode might move quite long/far into an NRR area. Therefor it is expected that NRR should also be applied in connected mode.

LA/RA/SA-based solution
In order to use an LA-range solution, the LA-Id of many LA’s in existing GSM infrastructure might have to be re-allocated. This could take several months of configuration work for the GSM networks.-The LA is also one of the most stable identifier in the networks today and as such it is used for many purposes: Emergency call routing, Trend statistics, call routing, localised charging, alarm management, localised services (e.g. yellow pages) …. .  These functions all are likely to have ties to the LA identifiers. Introducing frequent and/or global changes to these identifies will cause undesirable side effects in the operation of networks. 
SAG-based solution
Independent of the LA-Id’s used in the GSM networks, by configuring the correct SAG-access information any access restriction solution for the UMTS->GSM HO can be provided without any impact on the existing GSM networks.
7. Conclusion & Proposal


Considering the above we think that it can be concluded that allthough the LA/RA/SA-based solution covers most of the functionality, due to bindings between the access rights logic and objects primarily used to administrate and operate the network from a traffic/node relationship point of view, this solution is not suited for networks that should scale. For a solution to scale it is important that changes in one part do not ripple through to other parts.

Therefore it is proposed that RAN3 agrees to take the SAG-based solution as a basis for further work on shared networks and attempts to finalises this solution for release-5.
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