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1. introduction

In every interworking (ATM-IP) UTRAN node, there needs to be both an AAL2 CPS and an AAL2 SSCS entities, the first doing (de)multiplexing and the last doing segmentation/reassembly. This AAL2 SSCS entity is supposed to produce an FP (Framing Protocol) packet to the IP entity responsible for UDP/IP encapsulation.

This is appropriate (and unavoidable), when there is a pure ATM node talking to a pure IP node. However, in the situation of two ATM nodes talking one to the other through an IP network, the following translations must be performed (see Figure 1):

ATM/AAL2 (SSCS segmentation, CPS multiplexing) at the source UTRAN Node

ATM/AAL2 -> IP (CPS demultiplexing, SSCS reassembly) at the IP ingress router

IP -> ATM/AAL2 (SSCS segmentation, CPS multiplexing) at the IP egress router

ATM/AAL2 (CPS demultiplexing, SSCS reassembly) at the destination UTRAN Node
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Figure 1: Problematic Scenario
This is not efficient in terms of both time and wasted computing power. Although CPS multiplexing is essential, it is simple to avoid two of the SSCS actions, through a new encapsulation mode of AAL2 CPS packets into UDP/IP, proposed by this contribution.

2. Why is CPS (de)multiplexing essential

Having one ATM UTRAN Node talking to two other ATM UTRAN Nodes is commonplace. It is also not surprising to find AAL2 Switches in the way, for the following scenario:
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Since two different CIDs can be multiplexed, there must be demultiplexing before AAL2 is tunneled over IP and remultiplexing when the tunneling is done.

3. AAL2 CPS-Packet to UDP/IP Mapping

The AAL2 CPS-Packet to UDP/IP mapping is per VCC/CID. The following UDP and IP header fields are related to every VCC/CID:
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Figure 2: UDP/IP Header Fields for AAL2 CPS-Packet to UDP/IP Mapping Table
3.1 UDP/IP Header Creation

The mapping function essentially creates a UDP/IP tunnel for the AAL2 CPS-Packet. The Tunnel Type field can be set to “Full Tunnelling” or “Compressed Tunnelling” mode. 

3.1.1 Full Tunnelling Mode

If set to “Full Tunnelling” mode, the UDP/IP header is prepended to the ATM header, and both the ATM and the CPS packet headers are left intact (see Figure 3). 
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Figure 3: UDP/IP Packet Format in “Full Tunnelling” Mode
3.1.2 Compressed Tunnelling Mode

If set to “Compressed Tunnelling” mode, the AAL2 CPS-Packet header and the ATM header are compressed by removing the VPI, VCI, CID and LI fields and the first bit of the PTI field (as shown in Figure 4). The UDP/IP header is prepended to the compressed ATM and CPS packet headers. In this case, the VPI, VCI and CID values are mapped (as a unique triple) to UDP source and destination ports and IP source and destination addresses (as a unique quadruple). Thus, the VPI, VCI and CID can be restored by means of backwards mapping (see section ‎4). The LI field is mapped to the UDP Length field. The cPTI field is created by removal of the most significant bit from the PTI field. It’s assumed that AAL2 CPS-Packets are all user data (not OAM and not Resource Management Cell), i.e., the most significant bit of the PTI field is always set to “0”. 
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Figure 4: UDP/IP Packet Format in “Compressed Tunnelling” Mode
3.1.3 UDP Header Fields

Following is the definition of all the fields in the newly created UDP header:

· Source Port: fetched from the mapping table (Figure 2)

· Destination Port: fetched from the mapping table (Figure 2)

· Length: 

· In “Full Tunnelling” mode: LI+1 from the CPS packet header + 3 (CPS packet header length) + 5 (ATM header length) + 8 (UDP header length)

· In “Compressed Tunnelling” mode: LI+1 from the CPS packet header + 1 (Compressed CPS packet and ATM headers length) + 8 (UDP header length)

· Checksum: calculated only if needed

3.1.4 IP Header Fields

The IP Version field can be set to either IPv4 or IPv6.

Following is the definition of all the fields in the newly created IPv4 header (when IP Version is set to IPv4):

· Version: 4

· IHL (Internet Header Length): 5 (no options)

· TOS (Type of Service): 

· 6 upper bits (DSCP) are fetched from the table according to ATM CLP and configuration

· 2 lower bits (ECNCP) are set according to ATM EFCI and CLP (see Section ‎3.2)

· Total Length: UDP Length + 20 (IPv4 header length)

· Identification: 0 (the maximum size of these packets is 72 (ATM header + AAL2 CPS-Packet length) + 8 (UDP header length) + 20 (IPv4 header length) = 100 octets, including all the headers, so they will never be fragmented)

· DF (Don’t Fragment): “1”

· MF (More Fragments): “0”

· Fragment Offset: 0

· TTL (Time to Live): configurable

· Protocol: 17 (UDP identifier from IANA)

· Header Checksum: calculated according to ‎[1] and ‎[2]
· Source Address: fetched from the mapping table (Figure 2)

· Destination Address: fetched from the mapping table (Figure 2)

Following is the definition of all the fields in the newly created IPv6 header (when IP Version is set to IPv6):

· Version: 6

· TC (Traffic Class): 

· 6 upper bits (DSCP) are fetched from the table according to ATM CLP and configuration

· 2 lower bits (ECNCP) are set according to ATM EFCI and CLP (see Section ‎3.2)

· Flow Label: 0

· Payload Length: copied from UDP Length

· Next Header: 17 (UDP identifier from IANA)

· HL (Hop Limit): configurable

· Source Address: fetched from the mapping table (Figure 2)

· Destination Address: fetched from the mapping table (Figure 2)

3.2 EFCI+CLP to ECN Mapping

The IPv4 TOS/IPv6 TC field contains a 2-bit ECNCP (Explicit Congestion Notification Code Point ‎[5]) value. ECN handling can be enabled or disabled. If it’s disabled, the ECNCP field is always set to Non-ECT (“00”). 

If it’s enabled and the CLP field in the cell header is set to “0”, the ECNCP field is set to ECT(0) (“10”), otherwise the ECNCP field is set to Non-ECT (“00”)

The reason for not including specific functionality for mapping the EFCI bit from the ATM header to the ECNCP field is that UDP/IP creates a tunnel for the AAL2U cell and the ECN is local to the tunnel.
4. UDP/IP to AAL2 CPS-Packet Mapping

The UDP/IP to AAL2 CPS-Packet is per both source and destination IP Addresses and UDP ports.
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Figure 5: AAL2/ATM Header Fields for UDP/IP to AAL2 CPS-Packet Mapping

The mapping function essentially terminates a UDP/IP tunnel created for the AAL2 CPS-Packet cell on the other end of the connection (see Section ‎3). The Tunnel Type field can be set to “Full Tunnelling” or “Compressed Tunnelling” mode. If set to “Full Tunnelling” mode, the UDP/IP header was prepended to the ATM header, and both the ATM and the CPS packet headers were left intact (as specified in Section ‎3, see Figure 6). In this case, the ATM and CPS packet headers are already included in the packet, so there’s no need to create them.


Figure 6: UDP/IP Packet Format in “Full Tunnelling” Mode

If the tunnel type is set to “Compressed Tunnelling” mode, the AAL2 CPS packet header and the ATM header were compressed by removing the VPI, VCI, CID and LI fields and the first bit of the PTI field (as specified in Section ‎3, see Figure 7). In this case, new CPS packet and ATM headers are created, as described below. 
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Figure 7: UDP/IP Packet Format in “Compressed Tunnelling” Mode

Following is the definition of all the fields in the newly created AAL2 CPS packet header:

1. CID: fetched from the mapping table

2. LI: UDP Length – 8 (UDP header length) – 1 (compressed ATM and CPS packet headers length) – 1

3. UUI: copied from the compressed CPS packet header

4. AAL2-HEC: Calculated

Following is the definition of all the fields in the newly created ATM cell header:

5. VPI: fetched from the mapping table

6. VCI: fetched from the mapping table

7. PTI: created by prepending “0” to the cPTI field from the compressed ATM header

8. CLP: copied from the compressed ATM header

9. ATM-HEC: Calculated  

4.1 ECNCP to EFCI+CLP Mapping

If ECNCP to EFCI mapping is enabled (regardless of the Tunnelling mode – “Full” or “Compressed”), and the value of the lower 2 bits in the IPv4 TOS field or IPv6 Traffic Class field in the IP header is “11” (the CE code point, see ‎[5]), the EFCI bit in the ATM header is set “1”. Otherwise, the EFCI bit is left unchanged.

If ECNCP to CLP mapping is enabled, and the ECNCP from the IP header is set to Non-ECT (“00”), then CLP in the ATM header is set to “1”, otherwise it’s set to “0”.

5. Proposal

Add sections 3 and 4 to section 6.10 of ‎[6].
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