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1 Introduction

At the last RAN 3 meeting, a contribution (tdoc R3-012385) was presented to discuss the problems generated within UTRAN by the fact that different operators may share the same infrastructure. This paper discusses further the problem described and proposes different solutions.

2 Infrastructure sharing issue

In the situation envisaged, 2 operators share their radio access network. This is done by allowing access of mobiles belonging to one operator on infrastructure deployed by another operator. One of the simple solutions is to split the geographical area to be covered by operators so that each operator deploys in a different area. However, it is quite likely that there will be overlapping between the areas covered by different operators as illustrated in the following figure extracted from tdoc R3-012385. This will become a more and more likely situation as operators continue their networks deployment.
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As it is stated in tdoc R3-012385, in the overlapping areas a UE should operate only in its operator’s radio access network.

3 Solutions Requirements

· The "UE not authorised on this Cell" information shall be as much as possible in the SRNC for the following reasons:

· It would avoid additional delay due to an exchange over Iur.

· It would be possible to limit the measurements performed by the UE to the Cells on which it is authorised to perform Handover (by using the MEASUREMENT CONTROL RRC message).

· The solution shall be generic enough to allow more than 2 Operators to share their UTRAN Infrastructure.

· The solution shall not necessitate modifications on other interfaces.

· The solution shall have Isolated Impact on the existing specifications.

4 Solution for National Roamers

The concept of the solution proposed here relies on the availability of the IMSI in the SRNC.

The IMSI of the UE is composed of 2 fields: the PLMN Identity (MCC and MNC) and the MSIN (Mobile Subscriber Identification Number). It is now possible to associate the IMSI to a UE Context over Iur due to the introduction of the "Cell restricted for Operator Use" feature. It is proposed to use the knowledge of the PLMN Identity in the IMSI in the same manner as the IMSI is used for the "Cell restricted for Operator Use":

· The DRNC is able to reject a Radio Link for a given UE if the UE Subscriber belongs to an Operator that does not have access to this cell: based on its knowledge of the restriction status of the Cell & the knowledge of the IMSI if available. This needs the introduction of a new RNL Cause Value (e.g. "Access to Cell denied to UE's Operator").

· The SRNC is able not to try to establish a Radio Link for a UE on a Cell to which the UE Subscriber does not have access: based on the knowledge of the IMSI if available and the restriction status of the Cell provided in the Neighbouring Cells Information.

For this the Restriction Status IE introduced in Release 99 for each Cell in the Neighbouring FDD Cell Information and Neighbouring FDD Cell Information IEs shall be extended to indicate whether the "Access to the Cell is restricted to certain PLMN Identities".

Furthermore, an Authorised PLMN list IE shall be added in the Neighbouring FDD Cell Information and Neighbouring FDD Cell Information IEs. Its presence is defined as Conditional on the fact that the "Access to the Cell is restricted to certain PLMN Identities" and its Criticality is set to Ignore.

This mechanism should be extended to the Neighbouring GSM Cell Information IE as it would be interesting to limit the UE Measurements to the GSM Cells on which it is authorised to perform 3G/2G Handover.

However, this solution is incomplete as it does not handle properly International Roamers except if all the "Roaming Agreements" are present in all the RNCs.

5 Solution Enhancements for International Roamers

In order to avoid having a table in each RNC duplicating the "Roaming Agreements" of the Operator, it is proposed to provide information to the DRNC on the identity of the Operator whose CN is currently serving the call of the International Roamer. The PLMN Identity of the CN serving the call can be deduced from the CN Identifier or the Network Resource Identifier.

It is proposed to send the PLMN Identity of the CN serving the call in the RADIO LINK SETUP REQUEST and the COMMON TRANSPORT CHANNEL RESOURCES REQUEST messages. This Identity will be attached to the UE Context as long as it exists.

This solution also works for the National Roamers although there will probably be a redundancy between the information in the IMSI and the Serving PLMN Identity. It is especially interesting if the IMSI is not available in the SRNC at the time the RADIO LINK SETUP REQUEST REQUEST or the COMMON TRANSPORT CHANNEL RESOURCES REQUEST message has to be sent. The solution could however be optimised to avoid that redundancy (especially if the added IE is Optional: in this case, if the IMSI is available, the Serving PLMN Identity is not sent).

6 Details of the Solution

The details of the solution can be seen in the attached CR on TS 25.423 v4.2.0. However, to fully understand the solution, here are the main modifications to this TS due to the introduction of this functionality.

Modifications to TS 25.423 v4.2.0 (draft)

8.3.1
Radio Link Setup

[…]

8.3.1.2
Successful Operation

[…]

General:
[…]
If the Permanent NAS UE Identity IE is included in the RADIO LINK SETUP REQUEST message, the DRNC shall store the information for the considered UE Context for the life-time of the UE Context.

If the RADIO LINK SETUP REQUEST message includes the Permanent NAS UE Identity IE and a C-ID IE corresponding to a cell reserved for operator use, the DRNC shall use this information to determine whether it can set up a Radio Link on this cell or not for the considered UE Context.

If the RADIO LINK SETUP REQUEST message includes the Permanent NAS UE Identity IE and the Permanent NAS UE Identity IE contains the PLMN Identity, the DRNC shall use this information to determine whether the access to the Cell(s) identified by the C-ID IE in the RADIO LINK SETUP REQUEST is authorised to the UE or not.
If the RADIO LINK SETUP REQUEST message includes the Serving PLMN Identity IE, the DRNC shall use this information to determine whether the access to the Cell(s) identified by the C-ID IE in the RADIO LINK SETUP REQUEST is authorised to the UE or not.
[…]
8.3.1.3
Unsuccessful Operation

[…]

If the RADIO LINK SETUP REQUEST message includes a C-ID IE corresponding to a cell reserved for operator use and the Permanent NAS UE Identity IE is not present, the DRNC shall consider the procedure as failed and send the RADIO LINK SETUP FAILURE message.
Typical cause values are:

Radio Network Layer Causes:

-
Access to Cell denied to UE's Operator
8.4.1
Common Transport Channel Resources Initialisation

[…]

8.4.1.2
Successful Operation

[…]

If the Permanent NAS UE Identity IE is present in the COMMON TRANSPORT CHANNEL RESOURCES REQUEST message, the DRNC shall store the information for the considered UE Context for the life-time of the UE Context.

If the COMMON TRANSPORT CHANNEL RESOURCES REQUEST message includes a C-ID IE corresponding to a cell reserved for operator use and the Permanent NAS UE Identity is available in the DRNC for the considered UE Context, the DRNC shall use this information to determine whether it can reserve resources on a common transport channel in this cell or not.

If the Permanent NAS UE Identity is available in the DRNC for the considered UE Context and if the PLMN Identity is contained in the Permanent NAS UE Identity, the DRNC shall use this information to determine whether the access to the Cell(s) identified by the C-ID IE in the COMMON TRANSPORT CHANNEL RESOURCES REQUEST is authorised to the UE or not. 

If the COMMON TRANSPORT CHANNEL RESOURCES REQUEST message includes the Serving PLMN Identity IE, the DRNC shall use this information to determine whether the access to the Cell(s) identified by the C-ID IE in the COMMON TRANSPORT CHANNEL RESOURCES v is authorised to the UE or not.
9.1.3
RADIO LINK SETUP REQUEST

9.1.3.1
FDD Message

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	SRNC-Id
	M
	
	RNC-Id

9.2.1.50
	
	YES
	reject

	S-RNTI
	M
	
	9.2.1.53
	
	YES
	reject

	D-RNTI
	O
	
	9.2.1.24
	
	YES
	reject

	Allowed Queuing Time
	O
	
	9.2.1.2
	
	YES
	reject

	UL DPCH Information
	
	1
	
	
	YES
	reject

	>UL Scrambling Code
	M
	
	9.2.2.53
	
	–
	

	>Min UL Channelisation Code Length 
	M
	
	9.2.2.25
	
	–
	

	>Max Number of UL DPDCHs
	C – CodeLen
	
	9.2.2.24
	
	–
	

	>Puncture Limit
	M
	
	9.2.1.46
	For the UL.
	–
	

	>TFCS
	M
	
	TFCS for the UL 9.2.1.63
	
	–
	

	>UL DPCCH Slot Format
	M
	
	9.2.2.52
	
	–
	

	>Uplink SIR Target
	O
	
	Uplink SIR

9.2.1.69
	
	–
	

	>Diversity mode
	M
	
	9.2.2.8
	
	–
	

	>SSDT Cell Identity Length
	O
	
	9.2.2.41
	
	–
	

	>S Field Length
	O
	
	9.2.2.36
	
	–
	

	   >DPC Mode
	O
	
	9.2.2.12A
	
	YES
	reject

	DL DPCH Information
	
	1
	
	
	YES
	reject

	>TFCS
	M
	
	TFCS for the DL.

9.2.1.63
	
	–
	

	>DL DPCH Slot Format
	M
	
	9.2.2.9
	
	–
	

	>Number of DL Channelisation Codes
	M
	
	9.2.2.26A
	
	–
	

	>TFCI Signalling Mode
	M
	
	9.2.2.46
	
	–
	

	>TFCI Presence
	C- SlotFormat
	
	9.2.1.55
	
	–
	

	>Multiplexing Position
	M
	
	9.2.2.26
	
	–
	

	>Power Offset Information
	
	1
	
	
	–
	

	>>PO1
	M
	
	Power Offset
9.2.2.30
	Power offset for the TFCI bits.
	–
	

	>>PO2
	M
	
	Power Offset
9.2.2.30
	Power offset for the TPC bits.
	–
	

	>>PO3
	M
	
	Power Offset
9.2.2.30
	Power offset for the pilot bits.
	–
	

	>FDD TPC Downlink Step Size
	M
	
	9.2.2.16
	
	–
	

	>Limited Power Increase
	M
	
	9.2.2.21A
	
	–
	

	   >Inner Loop DL PC Status
	M
	
	9.2.2.21a
	
	–
	

	DCH Information
	M
	
	DCH FDD Information

9.2.2.4A
	
	YES
	reject

	DSCH Information
	O
	
	DSCH FDD Information

9.2.2.13A
	
	YES
	reject

	RL Information
	
	1…<maxnoofRLs>
	
	
	EACH
	notify

	>RL ID
	M
	
	9.2.1.49
	
	–
	

	>C-Id
	M
	
	9.2.1.6
	
	–
	

	>First RLS Indicator
	M
	
	9.2.2.16A
	
	-
	

	>Frame Offset
	M
	
	9.2.1.30
	
	–
	

	>Chip Offset
	M
	
	9.2.2.1
	
	–
	

	>Propagation Delay
	O
	
	9.2.2.33
	
	–
	

	>Diversity Control Field
	C – NotFirstRL
	
	9.2.1.20
	
	–
	

	>Initial DL TX Power
	C
	
	DL Power

9.2.1.21A
	
	–
	

	>Primary CPICH Ec/No
	C
	
	9.2.2.32
	
	–
	

	>SSDT Cell Identity 
	O
	
	9.2.2.40
	
	–
	

	>Transmit Diversity Indicator
	C –
Diversity mode
	
	9.2.2.48
	
	–
	

	>SSDT Cell Identity for EDSCHPC 
	C-EDSCHPC
	
	9.2.2.40A
	
	YES
	ignore

	Transmission Gap Pattern Sequence Information
	O
	
	9.2.2.47A
	
	YES
	reject

	Active Pattern Sequence Information
	O
	
	9.2.2.A
	
	YES
	reject

	Permanent NAS UE Identity
	O
	
	9.2.1.73
	
	YES
	ignore

	Serving PLMN Identity
	O
	
	9.2.1.X
	
	YES
	ignore


	Condition
	Explanation

	CodeLen
	The IE shall be present if Min UL Channelisation Code length IE equals to 4

	SlotFormat
	The IE shall be present if the DL DPCH Slot Format IE is equal to any of the values from 12 to 16.

	NotFirstRL
	The IE shall be present if the RL is not the first one in the RL Information IE.

	Diversity mode
	The IE shall be present if Diversity Mode IE in UL DPCH Information IE and is not equal to "none".

	EDSCHPC
	This IE shall be present if Enhanced DSCH PC IE is present in the DSCH Information IE.


	Range bound
	Explanation

	MaxnoofRLs
	Maximum number of RLs for one UE.


9.1.3.2
TDD Message

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	SRNC-Id
	M
	
	RNC-Id

9.2.1.50
	
	YES
	reject

	S-RNTI
	M
	
	9.2.1.53
	
	YES
	reject

	D-RNTI
	O
	
	9.2.1.24
	
	YES
	reject

	Allowed Queuing Time
	O
	
	9.2.1.2
	
	YES
	reject

	UL Physical Channel Information
	
	1
	
	
	YES
	reject

	>Maximum Number of Timeslots per Frame
	M
	
	9.2.3.3A
	For the UL
	–
	

	>Minimum Spreading Factor
	M
	
	9.2.3.4A
	For the UL
	–
	

	>Maximum Number of UL Physical Channels per Timeslot
	M
	
	9.2.3.3B
	
	–
	

	DL Physical Channel Information
	
	1
	
	
	YES
	reject

	>Maximum Number of Timeslots per Frame
	M
	
	9.2.3.3A
	For the DL
	–
	

	>Minimum Spreading Factor
	M
	
	9.2.3.4A
	For the DL
	–
	

	>Maximum Number of DL Physical Channels per Frame
	M
	
	9.2.3.3C
	
	–
	

	UL CCTrCH Information
	
	0..<maxnoofCCTrCHs>
	
	For DCH and USCH
	EACH
	notify

	>CCTrCH ID
	M
	
	9.2.3.2
	
	–
	

	>TFCS
	M
	
	9.2.1.63
	For the UL.
	–
	

	>TFCI Coding
	M
	
	9.2.3.11
	
	–
	

	>Puncture Limit
	M
	
	9.2.1.46
	
	–
	

	 >UL SIR Target
	O
	
	Uplink SIR

9.2.1.69
	Mandatory for 1.28Mcps TDD; not applicable for 3.84Mcps TDD
	YES
	reject

	DL CCTrCH Information
	
	0..<maxnoofCCTrCHs>
	
	For DCH and DSCH
	EACH
	notify

	>CCTrCH ID
	M
	
	9.2.3.2
	
	–
	

	>TFCS
	M
	
	9.2.1.63
	For the DL.
	–
	

	>TFCI Coding
	M
	
	9.2.3.11
	
	–
	

	>Puncture Limit
	M
	
	9.2.1.46
	
	–
	

	>TDD TPC Downlink Step Size
	M
	
	9.2.3.10
	
	–
	

	>TPC CCTrCH List
	
	0 to <maxnoCCTrCH>
	
	List of uplink CCTrCH which provide TPC
	–
	

	>>TPC CCTrCH ID 
	M
	
	CCTrCH ID

9.2.3.2
	
	–
	

	DCH Information
	O
	
	DCH TDD Information

9.2.3.2A
	
	YES
	reject

	DSCH Information
	O
	
	DSCH TDD Information

9.2.3.3a
	
	YES
	reject

	USCH Information
	O
	
	9.2.3.15
	
	YES
	reject

	RL Information
	
	1
	
	
	YES
	reject

	>RL ID
	M
	
	9.2.1.49
	
	–
	

	>C-Id
	M
	
	9.2.1.6
	
	–
	

	>Frame Offset
	M
	
	9.2.1.30
	
	–
	

	>Special Burst Scheduling
	M
	
	9.2.3.7D
	
	–
	

	>Primary CCPCH RSCP
	O
	
	9.2.3.5
	
	–
	

	>DL Time Slot ISCP Info
	O
	
	9.2.3.2D
	For 3.84Mcps TDD only
	–
	

	>DL Time Slot ISCP Info LCR
	O
	
	9.2.3.2F
	For 1.28Mcps TDD only
	YES
	reject

	>TSTD Support Indicator
	O
	
	9.2.3.13F
	For 1.28Mcps TDD only
	YES
	ignore

	Permanent NAS UE Identity
	O
	
	9.2.1.73
	
	YES
	ignore

	Serving PLMN Identity
	
	
	9.2.1.X
	
	YES
	ignore


	Range bound
	Explanation

	MaxnoofCCTrCHs
	Maximum number of CCTrCH for one UE.


9.1.35
COMMON TRANSPORT CHANNEL RESOURCES REQUEST
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	D-RNTI
	M
	
	9.2.1.24
	
	YES
	reject

	C-ID
	O
	
	9.2.1.6
	
	YES
	reject

	Transport Bearer Request Indicator
	M
	
	9.2.1.61
	Request a new transport bearer or to use an existing bearer for the user plane.
	YES
	reject

	Transport Bearer ID
	M
	
	9.2.1.60
	Indicates the Iur transport bearer to be used for the user plane.
	YES
	reject

	Permanent NAS UE Identity
	O
	
	9.2.1.73
	
	YES
	ignore

	Serving PLMN Identity
	O
	
	9.2.1.X
	
	YES
	ignore


9.2.1.48A
Restriction state indicator

The Restriction state indicator is the identifier indicates whether the cell is “Cell Reserved for Operator Use” or not. It is provided by DRNS and reported to SRNC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Restriction state indicator
	
	
	Enumerated(Access to Cell Not Restricted, Cell Reserved for Operator Use, …,

Access to Cell Restricted to some PLMN Identities)
	


In this case, in every Information Element (Neighbouring FDD Cell Information, Neighbouring TDD Cell Information, Neighbouring TDD Cell Information LCR, Neighbouring GSM Cell Information), where the Restriction State Indicator IE is present, a new Allowed PLMNs IE is added as Conditional to the value “Access to Cell Restricted to some PLMN Identities”:

	>Restriction State Indicator
	O
	
	9.2.1.48A
	
	YES
	ignore

	>Authorised PLMN List
	C-CellAccessRestricted
	
	9.2.1.x
	
	YES
	ignore


	Condition
	Explanation

	CellAccessRestricted
	The IE shall be present if the Restriction state indicator IE is set to “Access Restricted to some PLMN Identities”


9.2.1.x
Authorised PLMNs List

The Authorised PLMN List indicates the PLMN Identities allowed on the considered Cell. Only UEs belonging to this PLMN have access to this Cell.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Authorised PLMNs
	
	1 .. <maxnoofPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (3)
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN Identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).


9.2.1.x
Serving PLMN Identity
The Serving PLMN Identity indicates the PLMN Identity of the CN providing call service to the considered UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN Identity
	
	
	OCTET STRING (3)
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN Identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).


Open Issue 1: Presence and Criticality of the Serving PLMN Identity IE?

Open Issue 2: Value of "maxnoofPLMNs"?

7 Conclusion

A solution has been proposed to solve the problems related to the sharing of radio access network infrastructure between operators. This solution has the advantage of not needing any information from the Core Network other than the PLMN Identity of the CN serving the call which is already known to the SRNC.

If this is agreed by all companies, Nortel is willing to provide the relevant CRs.
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