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1 Introduction 

In the Ericsson contribution R3-012377, it was proposed to introduce a new RNSAP procedure in order to solve some cases in which the may have some inconsistency between the SRNC and the DRNC/CRNC with regards to UE related contexts. In NEC contribution R3-012644, there were some comments to Ericsson contribution.

The present contribution is intended to show that Reset (Resources) procedure over Iur is only an improvement to certain situations, but that is not required to make the system work, so not needed in R99 and R4.

2 Discussion

2.1 Reset procedure objectives

It was clarified at last RAN3 meeting that the Reset procedure proposed by Ericsson is only related to resources. It is not a procedure that is intended to reset the full RNC. Since the Reset Request comes from SRNC, the concerned resources in the DRNC are the resources related to that SRNC over that particular Iur.

So, it is proposed to rename that procedure into “Reset Resources” procedure, as it is done over Iu interface.

2.2 Position of the problem

There are two different situations to study: the first one concerns dedicated resources that are connected to an SCCP connection; the second one concerns resources that have been setup without related SCCP connection. 

1- Resources connected to an SCCP connection

Ericsson contribution was intended to solve some abnormal situation, where e.g. due to HW failure or processor restart, the SCCP identifiers in the application layer are corrupted and can not be trusted. This situation appears when the SCCP processors and the Application processors are separated, and when the Application processor is not able to detect an SCCP-processor failure.

This is clearly the responsibility of a state-of-the-art implementation to supervise the link between a SCCP processor and an Application processor. Therefore, a failure from an SCCP processor can always be detected by the Application processor and the associated resources should be released.

In addition, with the current mechanisms over Iur, the SCCP connection oriented services are used to detect a fault situation over the Iur or at the remote RNC (e.g. processor restart) and release its local resources on SCCP processor. The Application processor is informed of the failure of the SCCP connection and will release its related resources. 
SCCP IT (Inactivity Test) can be used to detect such failures. The detection of the failure is not immediate, and the SCCP and application identifiers are blocked until that detection. However, 

· These failure cases must be rare since the MTBF of the hardware should be high. 

· The identifiers are not a scarce resource and it does not prevent new radio links to be established.

2- Resources not connected to an SCCP connection

When a procedure is a Class 1 procedure (question-answer), it is the state of the art to set a timer in the requesting RNC. The resources are released at the timer expiry.

For Class 2 procedures, it is specified in TS 25.413 section 6, that “RNSAP shall be notified in case a RNSAP message did not reach the intended peer RNSAP entity.”  Therefore it is possible to release the resources locally in the sending side.

If there are several SCCP processors, it would be possible to communicate over the Iur even if one processor fails: the connection should be re-established. If the Iur cannot be accessed because of failure on the remote site or of the ATM link, the Application processors should be informed locally and the Application resources related to that Iur should be released.

Class 2 procedures using the connectionless mode are Uplink Signalling Transfer, Downlink Signalling Transfer, Paging, Relocation Commit in certain cases and Common Transport Channel Resources Release.

· When the DRNC sends Uplink Signalling transfer e.g. encapsulating a Cell Update message, it always waits for an answer, which could be either Downlink Signalling Transfer, a Common Transport Channel Resources Request or an SRNS Relocation. So, a timer can be set in the DRNC and related resources can be released at timer expiry.

· When a Paging message is lost, there is no consequence on resources.

· The Relocation Commit message is sent using the SCCP connectionless service when the UE is not utilising any radio link. In the case the message is not received by the target RNC, the relocation will not be completed. The target RNC may have guard  timers and the source RNC, which should be aware of the failure according to 25.413 section 6, could cancel the relocation.

· When the SRNC cannot release the Common Transport Channel Resources, because of e.g. Iur failure or processors failure in SRNC or DRNC, the DRNC application processors should be aware of that failure and release the concerned common transport channel resources.

Furthermore, relying on the transport layer network in order to handle the faults in the radio network layer is perfectly in line with principles of the Iur interface, since the section 6 of TS 25.413 clearly specifies the “services expected from the signalling transport”.

3 Conclusion

The UTRAN can work without the introduction of Iur Reset Resources procedure. 

A new procedure cannot be introduced in R99 and R4 except if the UTRAN cannot work without it.

Therefore, the Iur Reset Resources procedure should not be introduced in Release 99 and release 4. For release 5, whether the introduction of the Iur Reset Resources procedure is an improvement has still to be proven.

