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1 Introduction

During WG3 Ad Hoc Nr.5 on the WI “IP Transport in UTRAN” (Stockholm, Sweden, 1st to 2nd October 2001), a standardised connection setup protocol for the depicted ATM/IP interworking case was under discussion:
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Figure 1: Interworking scenario, which is treated in this TDoc and the IP link, where a standardised connection setup protocol shall be available

Currently there are three different proposals for this connection setup protocol available in RAN3:

· Session Initiation Protocol SIP (IETF RFC 2543)
plus 3GPP specification on which parameters to be inserted
(proposed in R3-012153 and parameters in R3-012737)

· “IP-ALCAP” based on Q.2630.x and extended by IP Address fields, to be specified in 3GPP and/or ITU-T
(proposed in R3-012157)

· RSVP
(proposed in R3-012150)

This contribution seeks to achieve agreement on the selection of protocol specification for the Transport Network Layer Inter Working Function (IWF).

2 Background

2.1 Review of the alternatives

From the analysis [2] it could be seen that both SIP and the delta Q.2630 protocols have clear advantages over using RSVP.  It was concluded that RSVP should not be used as an IP ALCAP.  

The uniquely distinguishing features for the remaining two alternatives were identified as follows:

Q.2630 offers

· Easier implementation and re-use of existing implementations for vendors and operators

· Simpler management and re-use of existing management processes for operators

· More straight forward protocol alignment and mapping

SIP offers

· A session initiation protocol specified by the IETF

· The ability to differentiate Iu from Iur/Iub

In addition to these points the issues of forward compatibility and protocol efficiency / connection setup time should be considered. The following subsections review these features.

2.1.1 Easier implementation for vendors and operators

It is obvious that the re-use of Q.2630 as the IP ALCAP will result in easier implementation for all vendors and operators that have implemented the Q.2630 for the ATM option.

2.1.2 Simpler management 

Q.2630 will already have existing management interfaces and methods/processes for operators. This enables the operators to avoid unnecessary complexity, as additional work would otherwise need to be done for testing, integration, training and operation and maintenance.

2.1.3 More straight forward protocol alignment and mapping

The ease of protocol alignment of Q.2630 is shown below in section 3. 

2.1.4 A session initiation protocol specified by the IETF

Section 5.1 in the Requirements section of [1] has the following text:

“Whenever possible, preference for already standardised protocols should be used, e.g. IETF protocols for the IP related parts, in order to have wide spread acceptance and avoid double work. Relevant UTRAN recommendations may also be standardised in the IETF.”

There is nothing excluding a protocol that is not specified in the IETF. The only preference expressed in the above statement is for “already standardised protocols”. The suggestion given in the example is to use IETF protocols for the IP parts. In the interworking case it is essential to take into account the requirements of the ATM nodes. 

The requirement above emphasizes the need to “avoid double work”, which is achieved by the re-use of Q.2630. Introducing a new protocol, IETF or otherwise, in fact causes “double work”.

2.1.5 The ability to differentiate Iu from Iur/Iub

It is possible to add a parameter to Q.2630 to inform the TNL IWU to use RTP for the Iu case. This would involve the addition of a flag to indicate if RTP is required from the TNL.

2.1.6 Forward compatibility

Q.2630 is based on capability sets that are added to the protocol over time; for example, the introduction of CS2 in R4. It is quite likely that additional capability sets can be added as UTRAN evolves. Co-existence with ATM requires not only backward compatibility but also forward compatibility. If another protocol than Q.2630 is used, that protocol must be updated in a co-ordinated way every time there are changes (i.e. new capability sets) to the Q.2630. Using the same protocol for IP ALCAP and ATM ALCAP delivers forward compatibility. 

2.1.7 Protocol efficiency / Connection setup time

The number of signalling messages required for the establishment of the bearer in the case of Q.2630 is two compared to three with SIP. Having the additional message  results in additional delay. Such additional delay should be avoided, because the total connection setup time, given as the sum of IP part messaging , ATM part messaging and IWF processing time, has to be minimised to meet the UTRAN requirements.

2.2 Status at the IPAdhoc#5 

At the IPAdhoc#5 meeting, a comparison table was presented in R3-012736. Despite there being  no final approval for the summary given there, this table was considered to provide valuable information for the Study section of the TR [1]. An improved version of this evaluation table is attached in the Annex of this contribution, and it is suggested to include it in section 6.10.5 of TR25.933 [1]. 

The indication of support at the end of the meeting was 10 companies supporting Q.2630, 2 companies supporting SIP and 3 companies prepared to support either Q.2630 or SIP. No company indicated any support for RSVP and no company indicated that they had no opinion.

Reviewing the respective advantages and disadvantages of the respective proposals along with indication of support suggests that Q.2630 is the protocol to choose as the IP ALCAP for R5.

3 The application of Q.2630 as an IP ALCAP

Consider the following case, with an IP-only RNC A, an ATM-only RNC C and a TNL IWU which includes the IWF. The TNL IWU could be included in another UTRAN node (say RNC B) but that is out of scope for this scenario.
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3.1 RNC A as the Serving RNC

Assume that the RNC A is the SRNC. 

If the RNC A needs to have a connection to a Node B belonging to RNC C, RNC A will send a Setup message to RNC C including the IP address IP1 and RNC C will respond with a Response including the E.164 TLA ATM11. The RNC A must in some way tell the TNL IWU to initiate ATM ALCAP towards RNC C and an ATM connection must be set up between the TNL IWU and the RNC C. 

The SRNC A must give the TNL IWU necessary information so that the TNL IWU can set up an ATM connection using ATM ALCAP towards the RNC C. Furthermore, the TNL IWU must exchange IP addresses with the RNC A. 

Either the RNC A sends the exact parameter values to the TNL IWU or the RNC A sends enough information so that the TNL IWU can calculate the exact parameter values.

For the following parameters the RNC A must send the exact values:

a) AAL type 2 Service Endpoint Address (A2EA)

This includes the A2EA received from RNC C.

b) Served User Generated Reference (SUGR)

Includes the Binding ID received from the RNC C.

c) IP Endpoint Identifier

The IP endpoint of the RNC A itself.

For the parameters Link Characteristics (ALC) and Path Type (PT) (Q.2630.2 only) the RNC A can either code the exact values or give “higher level” information so the TNL IWU can calculate the exact values to be used in the ATM ALCAP. 

The Link Characteristics (ALC) parameter shall include the CPS SDU bit rate and the CPS SDU size. The RNC A can code these fields as if RNC A was an ATM node. The TNL IWU has not enough knowledge to do the coding unless RNC A gives the information. These fields are not used in the IP TNL as there are no nodes that will interpret them between the RNC A and the TNL IWU. This parameter will only be interpreted in the ATM TNL. The alternative is to transfer the SSCS SDU size and bit rate to the TNL IWU. The CPS information could be seen as very ATM specific. SSCS information is however more independent of the transport option. The TNL IWU can use this information for CAC purposes.

Path Type (PT) (Q.2630.2 only) can be set by the RNC A according to Q.2630.2. This parameter is used by the TNL IWU to select the proper ATM VCC that meets the QoS requirement indicated in this parameter. An alternative would be to send more IP related QoS information such as a DS code point.

The IP Endpoint Identifier (IP11) of the TNL IWU is transferred to the RNC A from the TNL IWU.

One conclusion from this scenario is that all parameters (except Connection Element Identifier) used by the TNL IWU in the ATM ALCAP must be in some way communicated from the serving RNC to the TNL IWU: It is only the serving RNC who has the information on how to set these parameters.

4 Conclusion

Almost all parameters used by the ALCAP are passed from the RNL to the TNL. This means that the RNL in the serving RNC passes the parameters to the TNL in the serving RNC. All the information must be sent to the TNL IWU, because this is the only way for the IWU to acquire the information. It should be possible to use a coding of the parameters that fits for the ATM ALCAP as the parameters are not interpreted on the IP path. This avoids re-coding of parameters. 

Furthermore, if another protocol than Q.2630 is used, that protocol must be updated in a co-ordinated way every time there are changes (new capability sets) to the Q.2630. Using the same protocol for IP ALCAP and ATM ALCAP gives forward compatibility. When changes are made to the Q.2630 one can at the same time consider the ATM ALCAP and the IP ALCAP.

Considering the above, the various advantages discussed in section 2 and the strong support indicated at the IPAdhoc#5, it is proposed that Q.2630 is selected as the protocol to use as the IP ALCAP.

5 Proposal

1) Include the comparison table from the Annex of this contribution into section 6.10.5 of the TR [1].

2) Include the following statement in the agreements section of the TR [1] under 7.9 Backwards compatibility with R99/Coexistence with ATM nodes:
“Q.2630 shall be used as basis for an IP ALCAP for setting up IP bearers between an IP UTRAN node (or MSC) and an TNL InterWorking Unit. The additional elements are described within a 3GPP delta specification to Q.2630.x.”

6 References

1. “IP Transport in UTRAN Work Task”, TR 25.933, V1.4.0.
2. Comparing Interworking Solutions (Ericsson) R3-012736
Annex

The following table summarises the advantages and disadvantages of each protocol by presenting different aspects or areas and rating either positively or negatively for each protocol.

A total is provided at the end of the table by simply summing up the pluses and minuses.

Aspect
RSVP
( Q.AAL2
SIP
Comment 

Simplicity of Implementation (for vendor)
--
++
+
Assuming the re-use of existing Q.AAL2 implementations

O&M issues (for operator)
-
++
-
Q.AAL2 will already have existing management interfaces and methods/processes

IETF protocol
+
-
+


Number of signalling messages required
--
++
+
RSVP has a four way handshake and refresh messages every 30 secs.  

SIP has a three way handshake.

Q.AAL2 has a two way handshake.

Connection Setup Time
--
+
-
RSVP needs establishment confirmation

Size of signalling messages
-
+
-
Q.AAL2 is the most compact.

SIP uses text encoding.

RSVP is not a compact encoding.

Standardisation effort required for Release 5 IP ALCAP
--
-
+
RSVP requires IETF standardisation effort and subsetting of existing standards.  This may involve establishment of a new working group.

Q.AAL2 requires a delta specification to be standardised, possibly in the ITU-T.



Future Extensibility
-
++
+
RSVP will still require IETF standardisation effort and will require a new working group to be established.

Impact on routers in UTRAN (eg processing load)
-
+
+
RSVP would be interpreted by every router along the path.

Processing delay in signalling transport
N/A
N/A
N/A
Though RSVP will be interpreted by every router along the path the actual delay incurred in doing this interpretation may be insignificant.

Compatibility with Operator selected QoS method
-
+
+
Using RSVP can impact on the operator’s flexibility for utilising whatever qos capability desired.

Able to distinguish between Iu and Iur/Iub transport
-
+
+


Protocol interoperability/alignment
--
+
-
The mapping from Q.AAL2 to Q.AAL2 is clearly the simplest and most straightforward.  RSVP has a more complex signalling flow that works very much differently to the other protocols(setting up of two unicast flows instead of one session).

Able to be standardised in R5 timeframe
--
+
+
SIP is complete in IETF.

Full Q.AAL2 proposal available in 3GPP.

RSVP must be done at IETF.

Totals
-16
+13
+5
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