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1. introduction

There are two proposals on the table for the RNL Signalling bearer in Rel5 WI IP transport in UTRAN: SCCP/M3UA and a more IP-optimised SUA. So far it has been agreed that both protocols are technically feasible while in IP environment SUA is having the advantage over SCCP/M3UA. 

The target of this contribution is to describe the signalling transport interworking principles, the interworking scenarios of SCCP&SUA in 3GPP UTRAN and the implications of interworking for network operations and management.

Throughout this contribution it is seen that the management burden of SS7 Network Service Part (i.e., MTP&SCCP) is the key issue that the introduction of SUA is aiming at removing. Only with SUA the network operations can be done without the need for Signalling Point Code management, without the need for translation from a global title to a Signalling Point Code, and without the need for managing different variants of both SCCP and MTP-3.

It is also recognized that with the introduction of SUA as the adaptation layer for SCCP Users in Rel5 the interworking between SUA and SCCP becomes a necessity as soon as there are SCCP/M3UA interfaces involved (i.e., Rel99/Rel4 UTRAN/CN nodes with IP signalling transport). In the following there is an excerpt from the SUA draft version 8 (last call complete) [1] to show that the Signalling Gateway operation is an essential part of the SUA specification.

"1.4.1 Support for the transport of SCCP-User Messages 

   
The SUA SHALL support the transfer of SCCP-user messages. The SUA 

   
layer at the SG SHALL seamlessly transport the user messages."

In section 2.4 of this contribution the Signalling Gateway operation of SUA is described in more detail.

Furthermore, it is explained that thanks to the networking principles of SigTran, the co-existence of MTP-3 User protocols (e.g. BICC) and SUA does not cause any interworking needs.

2. Discussion

In this chapter the interworking principles within SS7 and SigTran networks are first shortly explained and then the more detailed description of the interworking between SUA and SCCP/M3UA is given.

2.1 Interworking in native SS7 networks

In SS7 both MTP-3 and SCCP have several national variants (ETSI, ANSI, China, etc.) that are incompatible with each other. In addition to national variants there is the international version of both protocols (ITU-T) to enable worldwide connectivity between national SS7 networks. As a conclusion, in SS7 networks whenever there is a need for connectivity between different countries or between different operators' networks, the application of a Signalling Gateway is a necessity. This applies both for MTP-3 and for SCCP. Here the Signalling Gateway is a Signalling Point that has an interface to all SS7 networks that are to be connected through it. 
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Figure 1.  Global SS7 networking.

The use of SCCP on top of M3UA makes the availability of a Signalling Gateway a must also in SCCP/M3UA networks. Only in SUA-only environment there is no need for interworking within the signalling network itself. This is for the reason that neither MTP-3 nor SCCP are present there.

2.2 Interworking in SS7 and SigTran Networks

In SS7 networks the nodes involved in signalling/signalling transport are called Signalling Points (SP). A Signalling Point can be either a Signalling End Point (SEP) or a Signalling Transfer Point (STP). The Transport Network Layer of the SS7 network is called Network Service Part (NSP). In the following figure there are the TNL of the traditional SS7, of UTRAN Rel99&Rel4 IP option and of the proposed SUA based Rel5 IP option.
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Figure 2. Network Service Part / Transport Network Layer protocols

A couple of remarks related to the figure above: In SS7 networks it is the responsibility of a Signalling Transfer Point (STP) to act as a router while the routing is based on MTP-3 (link-by-link) and SCCP (end-to-end). In case of SigTran the networking is provided by Internet Protocol. It is the role of an ordinary IP router to route the signalling message from the originating Signalling End Point to the destination Signalling End Point. The following two figures further illustrates the protocols used in the signalling network between the Signalling End Points. The peer application protocols are only in the Signalling End Points.


Figure 3.  Signalling networking in case of SS7 (top), SCCP/M3UA (middle) and SUA in single operator environment (APPLICABLE TO UTRAN).

In figure 3 above there is the single operator environment depicted. UTRAN in general is a single operator environment. That is, it is assumed that each Signalling End Point knows the routable address to all other Signalling End Points. Furthermore, in case of SS7 and SCCP/M3UA it is also assumed that each Signalling End Point knows the non-routable Signalling Point Codes of all other Signalling Points present in the network. For this reason there is no need for Global Title Translation from a routable address to the Signalling Point Code. In any larger network (in terms of number of Signalling Points)  this approach results in large Signalling Point Code tables in each and every Signalling End Point, with the resulting operation&management work.
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Figure 4. Signalling networking in case of SS7 (top), SCCP/M3UA (middle) and SUA in multi-PLMN environment (NOT APPLICABLE TO UTRAN).

In figure 4 above it has been assumed that the signalling networking extends over PLMN boundaries. In such a scenario it cannot be assumed that each Signalling End Point would know the Signalling Point Code of its peer. This is for many reasons, like the following: Signalling Point Codes may not be unique in two different PLMNs, the size of the Signalling Point Code tables in the involved Signalling End Points would become too big in size, operators do not want to allow direct visibility of their SPs over PLMN boundaries, etc. For this reason the Global Title Translation function is needed in the networks. For SUA there are two cases included. In the first case each Signalling End Point knows the routable address (logical name, IP address) of its peer. In the second case SUA relay is used. The SUA relay has been defined in section 1.4.6 of SUA [1]. SUA relay function allows the determination of the next hop SCTP association towards the destination Signalling End Point. This determination may be based e.g., on Global Title information (E.164 number) in analogy with SCCP GTT in SS7 and M3UA networks above. However, the difference is that in SUA there is no Signalling Point Codes but the relay function operates with routable addresses. The SUA relay was introduced in SUA protocol to allow greater scalability, flexibility and reliability in wide-scale deployment of SUA (note: In M3UA there is no relay function specified). 

The networking aspect described above is important also because of the following consideration. In the discussions in RAN WG3 the concern has been raised that as there is the Bearer Independent Call Control protocol (BICC) used in the UMTS Core Network and as it is an MTP-3 User, inherently incapable of using SCCP or SUA, its presence together with SUA would create an interworking issue. However, the description above showed this concern to be invalid. The interworking is only needed for the peer SCCP User protocols. If there are two BICC peers communicating with each other, then they share the signalling network (i.e., IP network) with SUA Users between their corresponding Signalling End Points. In the Signalling End Points the signalling stacks are e.g., as follows:
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Figure 5.  MTP-3 User (BICC) and SCCP User (RANAP) in the same network.

As it is shown in the figure, there are now two Signalling Users present, one is a genuine SCCP User (RANAP) while the other is an MTP-3 User (BICC). In the node on the right there are two SCTP Users, one is SUA and the other is M3UA. The same SCTP instance is used to serve both of its users there. In the node on the left the stack is different; there we have two M3UA Users, one is the BICC while the other is the SCCP. The same M3UA instance can serve both of its users. There is no interworking involved that would be caused by the presence of both MTP-3 Users (BICC) using M3UA and SCCP Users (RANAP) using SUA.

In the two chapters so far the networking aspects of SCCP/M3UA and SUA have been discussed. As a conclusion to this chapter the pros and cons of the SUA protocol have been summarised below.

Benefits:

+ With SCCP/M3UA, the Signalling Point is required to support different flavours of SCCP if it has to inter-operate with different national systems. This problem is greatly reduced with SUA as there is no SCCP nor MTP-3 involved there.

+ One less protocol layer with elimination of SCCP reduces the complexity of the network node (implementation as well as management) and therefore is expected to save cost.

+ SUA allows the IP network to route the signalling messages. This is an advantage of SUA (routed) over M3UA (Point to Point) in the all-IP scenario as M3UA needs to be routed on Point Codes, while SUA messages can be routed using IP addresses.

+ SUA allows the message routing using Global Titles without involvement of point codes in IP-to-IP case. It is to be noted that the UTRAN RNL Application Protocols do not need Point Codes but they are there because of the MTP-3.

+ SUA provides better scalability and flexibility for signalling network implementation in all-IP network compared to the SCCP/M3UA option. M3UA overlays a hop-by-hop, connectionless protocol mechanism over an end-to-end, connection-oriented protocol (SCTP/IP). The result of this leads to flexibility and scalability issues (note: no relay function defined in M3UA).

+ The powerful end-to-end addressing and routing capability of SUA reduces the signalling transfer latency.

+ The M3UA nodes need to be addressed by Point Codes at M3UA layer and by IP addresses at IP layer. With SUA each IP node may not consume scarce Point Code resources in all-IP case. Additionally, in the all-IP network, the network operators are not required to allocate, assign and administer Point Codes to network nodes.

+ There are some function redundancies in SCCP/M3UA/SCTP stack, e.g. message segmentation and reassembling mechanism are specified at both SCTP layer and SCCP layer. SUA removes some of the functional redundancies, thus better utilizing network and processing resources.

Drawbacks:

· SUA does not support MTP3-user protocols such as BICC.

· Interworking between SUA and SCCP/M3UA needs to be introduced. Between an operator who has deployed an M3UA only network and an operator who has deployed an SUA only network, interworking can be done via the Signaling Gateways that are used to interwork with the legacy SS7 network (non-IP). Alternatively, the SUA operator should provide the means to interwork. Note: Generally a UTRAN is a single operator environment.

· Some operators may wish to use common principles for network planning, network management and network operation as for the MTP network.  However, it has yet to be shown that administering an M3UA network would be similar to an MTP3 network.

Neutral Points:

+- For point-to-point links, M3UA allows for IP routing between the signalling endpoints, as does SUA.

2.3  Interworking in UTRAN

Regardless of the used SigTran adaptation layer there is a need for interworking between the non-IP SS7 network interfaces and SigTran network interfaces. The Signalling Gateway needs to offer the protocols and their interworking as shown in Figure 2. 
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Figure 6.  Interworking between SigTran and non-IP SS7.

Interworking within the SigTran domain is necessary if one of the Application protocol peers (e.g., RANAP-RANAP) is using SCCP/M3UA-based SigTran stack while the other is using SUA-based stack. As it was described earlier, there is still no need for interworking in the signalling transport network as such, because of the fact that the signalling transport within the intermediate transport network is carried out by IP protocol and IP routers in both cases. The SCTP and its adaptation layer are implemented only in the Signalling End Point where the Application protocol peers are implemented. The only reason for any interworking in the network would result from the use of more than one SCCP variant in the SCCP/M3UA side of the SigTran domain. In this case the interworking would be purely between the two variants of SCCP.

In the following figure some of the SUA-SCCP interworking options are illustrated.
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Figure 7.  Interworking between the SCCP User peers in UTRAN.

As a conclusion for now it is said that the Signalling Interworking Function as such is needed in the 3GPP networks regardless of the application of SUA. This is the case in order to provide global roaming in SS7 environment in general, due to national variants of both MTP-3 and SCCP, and in order to connect non-IP and IP (SigTran) network interfaces together. SUA introduces a need for interworking between the peer SCCP User application protocols in case the other end point is using SCCP/M3UA bearer. However, the intermediate signalling network does not need to be affected by this interworking.

2.4 SCCP and SUA interworking in detail 

SUA is designed to interwork with SCCP seamlessly at a Signaling Gateway. SUA has a class of messages for informing the SS7 network of the availability of the nodes in the IP network, and a class of messages for informing the IP network of the availability of nodes within the SS7 network. For applications running over SCCP or SUA, there is no impact on the interworking of SCCP and SUA at the Signaling Gateway.

Below there are examples of interworking between applications running in the IP domain and applications running in the SS7 domain. The Sigtran Working Group recommends that more than one Application Server Process (ASP) be made available as a Signaling End Point (SEP) within the IP network. RANAP/RNSAP would be terminated at the ASP in the IP network.

As far as the mapping of the signalling messages is concerned, the following examples cover only SCCP and SUA protocols. This for the following reasons:

1) In SUA side of the Signalling Gateway there is no MTP-3 nor M3UA protocol present in the interface but the interworking is between SCCP and SUA.

2) The Signalling Gateway represents the availability of the Application Server Process in SUA domain to the Signalling End Point in SS7 domain (and vice versa).

3) In the SUA side it is the responsibility of the SUA to manage the availability of the Application Server (made up of one or several ASPs handling the SCCP User messages in question) while it is the responsibility of the SCTP to keep the association available between a particular ASP and the SG (e.g., keep-alive, multi-homing). For the case where an association or an ASP goes down, the SUA has the procedures available for the fail-over. On the other side of the SG, SCCP, M3UA and SCTP protocols perform similar functions. It is only the SCCP level actions that are visible on the other side of the SG, while the roles and relationship of the underlying MTP-3 level functions (link management, traffic management and route management) and the SCCP level functions are according to the SS7 specifications.

4) The key point is that the SEP and SG(s) as well as the SG(s) and ASP(s) are made concerned about each other's availability and that they have been configured as redundant (link, route, association, ASP, etc.). As a result each entity is able to determine if the peer is still reachable and if a fail-over to a backup is needed and how to reach the backup. 

2.4.1 Establishment of SUA connectivity

Each involved node is configured with the connections that need to be setup.

        ASP 1              ASP 2                SG                  SEP

       (Primary)           (Backup)

          |------Establish SCTP Association------|

                             |-Estab. SCTP Assoc-|

                                                |--Align SS7 link---|

Each IP SEP declares to the SG that it is running.

          +----------------ASP Up---------------->

          <--------------ASP Up Ack--------------+

                             +------ASP Up------->

                             <---ASP Up Ack------+

The Primary IP SEP declares to the SG that it is active. The SG notifies all IP SEPs.

          +-------------ASP Active--------------->

          <----------ASP Active Ack--------------+

          <----------NTFY (ASP Active)-----------+

                             <-NTFY (ASP Active)-+

The SG represents the availability of ASP 1 to the SEP.

                                                 +--------SSA-------->

The SEP declares its availability to the SG. Similarly, the SG informs the active ASP of the availability of the SEP as dictated by SGs concerned list.  N.B. The SG maps the SS7 address of the SEP to an IP address, which the SG knows ASP 1 will understand.

                                                 <--------SSA--------+

          <-----------------DAVA-----------------+

Traffic can now flow.  A connectionless flow is shown for simplicity.  Nevertheless, the SG is responsible for mapping IP to SS7 addresses and vice-versa.  Only the Routing Context for ASP 1 persists from ASP 1 to SEP.

          +-----------------CLDT----------------->

                                                 +--------UDT-------->

2.4.2 SEP Failover

The SEP knows that the SG is 'concerned' about its availability. Similarly, the SG knows that ASP 1 is concerned about the SEPs availability; therefore the incoming SSP is translated into DUNA. ASP 1 uses a DAUD to instruct the SG to invoke the SS7 Sub-system Test procedure.

        ASP  1              ASP 2               SG                  SEP

      (Primary)           (Backup)

                                                 <--------SSP--------+

          <-----------------DUNA-----------------+

          +-----------------DAUD----------------->

                                                 +--------SST-------->

2.4.3 Successful ASP Failover scenario

The following is an example of a successful failover scenario, where there is a failover from ASP 1 to ASP 2, i.e. Primary to Backup. During the failover, the SG buffers any incoming data messages from the SEP, forwarding them when the Backup becomes available.  Traffic can flow normally after the failure.

        ASP 1              ASP 2                SG                  SEP

      (Primary)           (Backup)

          +------ signaling connection lost -----+

                             <-NTFY (ASP Inact.)-+

                             +----ASP Active----->

                             <--ASP Active Ack---+

2.4.4 Message mapping between SCCP and SUA.

For the seamless support of transfer of SCCP-User Part messages, SCCP messages are mapped into associated SUA messages according to the table below [3].
SUA
SUA 

Full Name
SCCP
SCCP 
Classes
Mgt.
SUA

NAME

NAME
Full Name
0
1
2
3
Msg.
Usage




Connectionless Messages




CLDT
Connectionless Data Transfer
UDT
Unitdata
x
x
-
-
-
-

CLDT
''
XUDT
Extended unitdata
x
x
-
-
-
-

CLDT
''
LUDT
Long unitdata
x
x
-
-
-
-

CLDR
Connectionless Data Response
UDTS
Unitdata service
x
x
-
-
-
-

CLDR
''
XUDTS
Extended unitdata service
x
x
-
-
-
-

CLDR
''
LUDTS
Long unitdata service
x
x
-
-
-
-




Connection-Oriented Messages




CODT
Connection Oriented Data Transfer
DT1
Data form 1
-
-
x
-
-
-

CODT
''
DT2
Data form 2
-
-
-
x
-
-

CODT
''
ED
Expedited data
-
-
-
x
-
-

CODA
Connection Oriented Data Acknowledge
AK
Data acknowledgement
-
-
-
x
-
-

CODA
''
EA
Expedited data acknowledge
-
-
-
x
-
-

CORE
Connection Request
CR
Connection request
-
-
x
x
-
-

COAK
Connection Acknowledge
CC
Connection confirm
-
-
x
x
-
-

COREF
Connection Refused
CREF
Connection refused
-
-
x
x
-
-

RELRE
Release Request
RLSD
Released
-
-
x
x
-
-

RELCO
Release Complete
RLC
Release complete
-
-
x
x
-
-

RESRE
Reset Request
RSR
Reset request
-
-
-
x
-
-

RESCO
Reset Confirm
RSC
Reset confirm
-
-
-
x
-
-

COIT
Connection Oriented Inactivity Test
IT
Integrity test
-
-
x
x
-
-

COERR
Connection Oriented Error
ERR
Protocol Data Unit Error
-
-
x
x
-
-




SS7 MGT Messages




SCON
Network Congestion
SSC
Destination /subsystem-congested
-
-
-
-
x
-

DAVA
Destination Available
SSA
Destination /subsystem-allowed
-
-
-
-
x
-

DUNA
Destination Unavailable
SSP
Destination subsystem-prohibited
-
-
-
-
x
-

DAUD
Destination State Audit
SST
Destination /subsystem-status-test
-
-
-
-
x
-

n/a

SOR
Subsystem-oos-req
-
-
-
-
x
-

n/a

SOG
Subsystem-oos-grant
-
-
-
-
x
-

DRST
Destination Restricted
n/a
Destination Restricted
-
-
-
-
x
-




SUA MGT Messages




ASPUP
ASP Up
n/a
n/a
-
-
-
-
-
x

ASPDN
ASP Down
n/a
n/a
-
-
-
-
-
x

ASPAC
ASP Acknowlwdge
n/a
n/a
-
-
-
-
-
x

ASPIA
ASP Inactive
n/a
n/a
-
-
-
-
-
x

NTFY
Notify
n/a
n/a
-
-
-
-
-
x

ERR
Error
n/a
n/a
-
-
-
-
-
x

SUA messages (CLDT, CLDR) support all 6 SCCP connectionless messages.

 -   = Message not applicable for this protocol class.

 X   = Message applicable for this protocol class.

 n/a = not applicable

3. conclusions

Based on this contribution the following is concluded.

1) Signalling Interworking Function is needed in 3GPP networks in order to provide global roaming and in order to interconnect non-IP and IP-signalling (SigTran) networks. This is irrespective of the type of SigTran adaptation layer.

2) Co-Existence of MTP-3 User application protocols (e.g., BICC) and SUA does not generate need for interworking.

3) Interworking of SUA and SCCP is needed to connect two application protocol peers (e.g., RANAP-RANAP), one using SCCP/M3UA and the other using SUA. M3UA and SUA as SigTran protocols have common network layer in the intermediate signalling network.

4) Interworking of SUA and SCCP is an integral part of the SUA specification. The Signalling Gateway functionality is a key feature of SUA protocol. In interworking the Signalling Gateway represents the SUA endpoint to SCCP/M3UA endpoint and vice versa. 

4. Proposal

It is proposed that chapter 2 and all its sub-chapters and chapter 3 of this contribution are included in the Study Area of the TR25.933 [2], in a new section 6.7.6, Interworking of SCCP/M3UA and SUA.

It is also proposed to include the following text (in blue) in section 7.6 of the TR25.933 [2]:

The signalling bearer for RANAP and for RNSAP is SUA/SCTP/IP/L2/L1 as depicted in the figure below.
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In the depicted scenario interworking is needed only between the RANAP peers.


The presence of MTP-3 User applications does not create an interworking issue.
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