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1 Introduction

There are two methods for performing IP/UDP header compression: IPHC (RFC 2507) and CRTP (RFC 2508). The information included in the compressed headers of the two schemes is similar but not identical. This contribution compares and evaluates the information included in the headers of the two schemes and the merits of using one or the other.  

2 Description

2.1 IPHC and CRTP compressed packet format 

The compressed packet in IPHC is of type COMPRESSED_NON_TCP (cNTCP)

The compressed packet in CRTP is of type COMPRESSED_UDP (cUDP)
              cNTCP packet format                                   cUDP packet format

  0   1   2   3   4   5   6   7        0   1   2   3   4   5   6   7

+-------------------------------+    +...............................+

|           msb of CID          |    :           msb of CID          :

+---+---+-----------------------+    +-------------------------------+  

| 1 | D |      Generation       |    |           lsb of CID          |

+---+---+-----------------------+    +---+---+---+---+---+---+---+---+

|          lsb of CID           |    | 0 | 0 | 0 | I | link sequence |

+...............................+    +---+---+---+---+---+---+---+---+

:                               :    :                               :

:         UDP Checksum          :    :         UDP checksum          :

+...............................+    +...............................+

|                               |    :         delta IPv4 ID         :

|           IPv4 ID             |    +-------------------------------+

+-------------------------------+    |           UDP data            |  

|           UDP data            |    :                               :

:                               :    

2.2 Comparison between the compressed headers

cNTCP includes a Generation number. The link sequence is not included if only IPHC was negotiated. In IPv4, the IPv4 ID is always included.

cUDP does not have a Generation number. The link sequence field is always included. The delta IPv4 ID is included only if it is different than the one in the previous packet. The length of this field is 0-3 bytes (0-1 bytes most of the time).

2.3 Evaluation of the compressed headers

In IPv6 both packets are of the same length. cNTCP includes a generation number which is an advantage because it allows early detection of a corrupted context. The link sequence field is not used. 

cUDP works equally well for IPv6 since there is no IP ID in the IPv6 header. The delta IP ID is not used so there is no need to resynchronize the context when packets are lost.

In IPv4 cNTCP is one byte longer than cUDP (on average) always including the full IP ID. If the compressor can keep the delta IP ID constant for the compressed streams, then cUDP does not include the delta IP ID field and is 2 bytes shorter than the cNTCP packet. 

The main disadvantage of cUDP in IPv4 is that a lost packet may cause the IP ID to not be preserved unless the contexts are resynchronized. Resynchronization of contexts affects the quality of the link because many more packets are lost in the process.

3 Summary

For IPv6, IPHC and CRTP are both good choices. Slight advantage to IPHC because of the generation number

For IPv4, IPHC has the advantage of preserving the IP ID, but the size of the cNTCP packet is slightly larger (1-2 bytes) than the cUDP packet used in CRTP. Size wise there is an advantage to use CRTP, but the IP ID may not be preserved.
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