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1 Introduction

This contribution provides several connection scenarios for the Iub IP interface in order to highlight requirements for specifying layer 2 in the IP UTRAN specification.

It is proposed to mandate PPP/HDLC in order to ensure interoperability between 2 UTRAN IP nodes connected point to point. There has already been agreement for mandating PPP in the specification at the third IP ad hoc UTRAN in Stockholm. 

2 Description

2.1 General

The figure below shows the following possible scenarios for the Iub IP interface:

1. A co-located RNC and RBS connected using Ethernet.

2. An RNC and RBS connected using PPP/HDLC.

3. An RNC and RBS connected over an IP network with PPP/HDLC between the edge router and the RBS.

4. An RNC and RBS connected over an IP network using a VPN/switching technology (for example L2TP, MPLS, ATM) from site to site.

5. An RNC and RBS connected over an IP network using a VPN switching technology from the network edge to edge.
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2.2 PPP/HDLC layer 2

PPP/HDLC should be mandatory in the IP UTRAN specification in order to ensure interoperability between two IP UTRAN nodes connected directly together. PPP/HDLC should be mandated since it is commonly used for IP networks over a point-to-point wide area link between routers using PDH and SONET/SDH [RFC 2615]. 

The IP UTRAN specification should have the focus of routed IP transport networks (point-to-point links between routers) and not on lower layer switching technologies. It has been determined during the RAN3 study that PPP/HDLC also includes techniques for solving performance issues around slow speed links so it is the clear choice to include in the specification.

2.3 Virtual Private Network/switching technologies

Virtual Private Network (VPN)/switching technologies could also be used in the IP UTRAN transport network. Motivations for using such technologies include providing security over shared networks and for quality of service separation and traffic management. Examples that may be used are Layer 2 Tunneling Protocol (L2TP), Multiprotocol Label Switching (MPLS) and ATM. The use of VPN/switching technologies is a networking issue and should not be part of the mandated functionality in the IP UTRAN specification. The specification should only be concerned with providing a solution the meets the requirements, provides interoperability for UTRAN nodes directly connected, and has a focus on IP routed networks.

2.4 Conclusion

PPP/HDLC should be mandated in the 3GPP IP UTRAN specification and VPN/switching technologies should not be specified. This provides an interoperable solution when two IP UTRAN nodes are connected point to point. Also, if an operator desires to use VPN/switching in the transport network, this provides common industry interfaces to make it easy to connect to external equipment to provide this functionality. 

This does not mean to imply that operators will not desire to have UTRAN node interfaces supporting a VPN/switching technology or that vendors can not choose to provide such node interfaces. The specification should not put any such limitation on what a vendor implements.

3 Proposals

6. Add the text in section 2 to the IP transport in UTRAN technical report [1] under section 6.6.1.3, “L2 standardized”.

7. Add the following text to section 7.5:

“The PPP protocol [11] shall be supported by each UTRAN NE for IP transport. HDLC framing for PPP shall be supported.
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