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1 Introduction

The IE Criticality Diagnostics is used to report back to a sender of a message, information about errors occuring at reception of the message. In the IE Criticality Diagnostics, information about the ASN.1 identity of the erroneous IE/IE group as well as its criticality and repetition number is included. For this information to be unambigous, it is necessary that each IE/IE group, that has criticality assigned to it and thus can be reported in the Criticality Diagnostics IE, has an ASN.1 identity that is unique within the message. Otherwise it is not possible to know for which occurance of that IE/IE group that the reported error occured.

This may not be a major problem today. There is e.g. just one occurance of such a problem of multiple occurances of the same identity within one message in RANAP today and in that case with the criticality IGNORE. There is thus no need to report a possible error in this case.

This problem could, however, be a source of errors in the future if nothing is done to prevent it. Below a possible solution to the problem is described. It is proposed that this solution is discussed and if no other way to solve this problem can be seen, it is also proposed that RANAP, RNSAP, NBAP and SABP are updated accordingly.

2
Solution

Change the Criticality Diagnostics IE in such a way that  reporting the structure of the message down to the erroneous IE/IE group will be possible. This will make it possible to distinguish between different occurances of the same IE Id within one message. The attached file shows the necessary changes for the IE Criticality Diagnostics in RANAP. The ASN.1 code for the Criticality Diagnostics IE must of course also be changed, but that is not included in the attached file. It is, however, included in the corresponding CRs for RANAP (Tdoc R3-010835), SABP (Tdoc R3-010836), RNSAP (Tdoc R3-010837) and NBAP (Tdoc R3-010838).
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3
Proposal

It is proposed that the presented solution is discussed in the RAN3 plenary and if an agreement can be reached, that the CRs for RANAP and SABP are treated in the Iu SWG and the CRs for RNSAP and NBAP are treated in Iur/Iub SWG.

_1044344206.doc
9.2.1.35
Criticality Diagnostics


IE/Group Name

Presence

Range

IE type and reference

Semantics description



Criticality Diagnostics











>Procedure Code

O



INTEGER (0..255)

Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error



>Triggering Message 

O



ENUMERATED(initiating message, successful outcome, unsuccessful outcome, outcome)

The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure. 



>Procedure Criticality 

O



ENUMERATED(reject, ignore, notify)

This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure). The value 'ignore' shall never be used.



Information Element Criticality Diagnostics



0 to <maxnoof errors>







>Criticality Information per level



1 to <maxnooflevels>



Information given per level in an hierachical message structure. Given from top level down to lowest reportable level (= having own criticality) for the occured error.



>>IE Criticality 

C - ifLowestLevel



ENUMERATED(reject, ignore, notify)

The IE Criticality  is used for reporting the criticality of thetriggering IE. The value 'ignore' shall  not be used.



>>IE ID

M



INTEGER (0..65535)

The IE ID of this level’s IE containing the not understood or missing IE 



>>Repetition Number

O



INTEGER (1..256)

The repetition number of this level’s reported IE, if applicable



Condition

Explanation



IfLowestLevel

This IE shall be present on lowest reported level and only on that level.



Range bound

Explanation



maxnooferrors

Maximum no. of IE errors allowed to be reported with a single message. The value for maxnooferrors is 256.



maxnooflevels

Maximum no. of message levels to report.  The value for maxnooflevels is 256.




