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1 Introduction

This contribution provides several connection scenarios in an IP UTRAN in order to highlight requirements for specifying layer 2 in the IP UTRAN standard.

It is proposed to mandate PPP and Ethernet layer 2 protocols in order to ensure interoperability between IP nodes in the IP UTRAN. It is also proposed to not mandate any Virtual Private Network (VPN) techniques such as L2TP and MPLS in the IP UTRAN standard. There has already been agreement for standardizing PPP at the third IP ad hoc in Stockholm. 

2 Description

2.1 General

The figure below shows possible scenarios in an IP UTRAN network:

1. A co-located RNC and RBS connected using Ethernet.

2. An RNC and RBS connected using PPP.

3. An RNC and RBS connected over an IP network with PPP between the edge router and the RBS.

4. An RNC and RBS connected over an IP network using a VPN (for example L2TP or MPLS) from site to site.

5. An RNC and RBS connected over an IP network using a VPN from the network edge to edge.
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2.2 PPP layer 2

For the point to point case, PPP should be mandated in order to ensure interoperability between two IP UTRAN nodes connected directly together. PPP should be mandated since it is commonly used and also provides techniques for improving performance over slow speed links.

2.3 Ethernet layer 2

A likely scenario is for two nodes to be co-located and connected directly over a high-speed link. Ethernet should therefore be mandated for this case since it is commonly used for connecting co-located IP equipment. This is also necessary in order to ensure interoperability when an IP UTRAN node is directly connected with another IP node. 

2.4 Virtual Private Networks

Virtual Private Networks (VPNs) could also commonly be used in IP transport network. Motivations for using VPNs include providing security over shared networks and for quality of service separation and traffic management. Examples of VPNs that may be used are Layer 2 Tunneling Protocol (L2TP) and Muliprotocol Label Switching (MPLS). The use of VPN protocols is a networking issue and is not relevant for interoperability between two point to point UTRAN nodes. Therefore, the use of VPN protocols should not be part of the mandated functionality in the IP UTRAN standard.

3 Proposals

6. Add the text in section 2 to the IP transport in UTRAN technical report [1] under section 6.6.1.3, “L2 standardized”.

7. Add the following text to section 7.5:

“The Ethernet layer 2 protocol shall be supported by each UTRAN NE for IP transport”.

“The use of VPN protocols, such as L2TP and MPLS, shall not be part of the mandated functionality in the IP UTRAN standard.”

4 References

1.  “IP Transport in UTRAN Work Task”, TR 25.933, V0.4.2.
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