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1. Introduction

Changes may be introduced to the R99 ASN.1 in order to correct some significant errors. Some changes may modify the structure of the current ASN.1. It has been decided in RAN-TSG#9 meeting that the explanation of the backward compatibility should be shown in the cover page of the CR. It is thought that without clear mechanism defined, it is very difficult to correct the significant errors as well as considering the backward compatibility. 

Furthermore in the current xxxAP ASN.1, there are several extension mechanisms, e.g. extension marker (…), Protocol Extension Container but the use of them is unclear. These extension mechanisms are necessary for compatibility handling between R99 and Release 4.

This contribution discusses the backward compatibility rule for both R99 correction and Release 4 extension.

2. Discussion

A very clear rule has been specified in current xxxAP, i.e. backward and forward compatibility. It is shown below:

4.2
Forwards and Backwards Compatibility

The forwards and backwards compatibility of the protocol is assured by mechanism where all current and future messages, and IEs or groups of related IEs, include Id and criticality fields that are coded in a standard format that will not be changed in the future. These parts can always be decoded regardless of the standard version.
One significant change of R99 ASN.1 has been approved in the last meeting and still some significant changes may still be proposed in order to consider future proof or whatever. It should be noted that the R99 specifications has been already released in December 1999 and only error corrections can be done for R99 specifications. Other changes such as introducing new functionalities in the R99 should not be done. However regardless there has been a rule with regards to the backward compatibility, companies still proposes any kind of changes whatever they think that are reasonable. There is no doubt that these kind of proposals have significantly affected current specifications and as a result, the R99 specifications are continuing to be modified. We should consider backward compatibility when introducing new IEs or IE groups for supporting Release 4 functionalities and correcting errors of R99 ASN.1. A very basic rule that we have to follow is:

· No change and deletion of the current definition in ASN.1 can be done

· Only addition of messages and addition of IEs or IE groups to the current messages with some restrictions are allowed, 

these are applicable for both correcting the error of R99 or for introducing new functionality for Release 4.

This is in order not to have significant impact on the real coding of the current ASN.1.

The chapters below show some mechanisms and restrictions.

3. ASN.1 Extension Mechanisms and restrictions

This chapter shows how to add new IEs or IE groups to the existing ASN.1 and also show the changing or deleting of existing IEs should be strictly restricted.

3.1. Mechanisms of Addition of new IEs or IE groups

When it is needed to add new IEs or IE groups to the existing ASN.1, they need to have “ID” and “Criticality” in order to handle compatibility. There are three parts where new IEs or IE groups can be introduced i.e. first indent of the message, sequence of the IE group and choice type in the IE or IE group.

3.1.1.  first indent of the message

RL Deletion Request message is taken as a simple example. If new IE “AAA” and “BBB” are introduced to this message as the first indent the tabular format and corresponding ASN.1 shall be changed as follows.

Tabular format

RADIO LINK DELETION REQUEST

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	RL Information 
	
	1..<maxnoofRLs>
	
	
	EACH
	notify

	>RL ID
	M
	
	9.2.1.49
	
	–
	

	Extension
	
	
	
	
	
	

	>AAA
	M
	
	9.21.xx
	
	YES
	reject

	>BBB
	M
	
	9.2.1.xx
	
	YES
	reject


Corresponding ASN.1

-- **************************************************************

--

-- RADIO LINK DELETION REQUEST

--

-- **************************************************************

RadioLinkDeletionRequest ::= SEQUENCE {


protocolIEs         ProtocolIE-Container
{{RadioLinkDeletionRequest-IEs}},


protocolExtensions ProtocolExtensionContainer
{{RadioLinkDeletionRequest-Extensions}}     OPTIONAL,


...

}

RadioLinkDeletionRequest-IEs RNSAP-PROTOCOL-IES ::= {


{ ID id-RL-InformationList-RL-DeletionRqst
CRITICALITY notify
TYPE RL-InformationList-RL-DeletionRqst
PRESENCE mandatory
},


...

}

RL-InformationList-RL-DeletionRqst ::= RL-IE-ContainerList1 { {RL-Information-RL-DeletionRqst-IEs} }

RL-Information-RL-DeletionRqst-IEs RNSAP-PROTOCOL-IES ::= {


{ ID id-RL-Information-RL-DeletionRqst

CRITICALITY notify
TYPE RL-Information-RL-DeletionRqst
PRESENCE mandatory
},


...

}

RL-Information-RL-DeletionRqst ::= SEQUENCE {


rL-ID





RL-ID,


iE-Extensions



ProtocolExtensionContainer { {RL-Information-RL-DeletionRqst-ExtIEs} } OPTIONAL,


...

}

RL-Information-RL-DeletionRqst-ExtIEs RNSAP-PROTOCOL-EXTENSION ::= {


...

}

RadioLinkDeletionRequest-Extensions RNSAP-PROTOCOL-EXTENSION ::= {


{ ID id-AAA

CRITICALITY reject
TYPE AAA
PRESENCE mandatory
}|


{ ID id-BBB

CRITICALITY reject
TYPE BBB
PRESENCE mandatory
},

...

}
-- End of ASN.1 --

By referring the preamble bit corresponding to ProtocolExtensionContainer, the receiver can notice that “AAA” and “BBB” are conveyed by ProtocolExtensionContainer. Preamble bit indicates if optional parameters are present or not. If preamble bit equals “1”, the receiver can recognize that new IE is transmitted and also can know which part of encoded data is corresponding to the ID and which part of encoded data is corresponding to the Criticality information. Then compatibility handling can work well.

3.1.2.  SEQUENCE type in the IE groups

In this section, RL Deletion Request message is also taken as a simple example. If new IE “AAA” and “BBB” are introduced in the RL Information IE, the tabular format and ASN.1 shall be changed as follows.

Tabular format

RADIO LINK DELETION REQUEST

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	RL Information 
	
	1..<maxnoofRLs>
	
	
	EACH
	notify

	>RL ID
	M
	
	9.2.1.49
	
	–
	

	> Extension
	
	
	
	
	
	

	>>AAA
	M
	
	9.21.xx
	
	YES
	reject

	>>BBB
	M
	
	9.2.1.xx
	
	YES
	reject


Corresponding ASN.1

-- **************************************************************

--

-- RADIO LINK DELETION REQUEST

--

-- **************************************************************

RadioLinkDeletionRequest ::= SEQUENCE {


protocolIEs         ProtocolIE-Container
{{RadioLinkDeletionRequest-IEs}},


protocolExtensions ProtocolExtensionContainer
{{RadioLinkDeletionRequest-Extensions}}     OPTIONAL,


...

}

RadioLinkDeletionRequest-IEs RNSAP-PROTOCOL-IES ::= {


{ ID id-RL-InformationList-RL-DeletionRqst
CRITICALITY notify
TYPE RL-InformationList-RL-DeletionRqst
PRESENCE mandatory
},


...

}

RL-InformationList-RL-DeletionRqst ::= RL-IE-ContainerList1 { {RL-Information-RL-DeletionRqst-IEs} }

RL-Information-RL-DeletionRqst-IEs RNSAP-PROTOCOL-IES ::= {


{ ID id-RL-Information-RL-DeletionRqst

CRITICALITY notify
TYPE RL-Information-RL-DeletionRqst
PRESENCE mandatory
},


...

}

RL-Information-RL-DeletionRqst ::= SEQUENCE {


rL-ID





RL-ID,


iE-Extensions



ProtocolExtensionContainer { {RL-Information-RL-DeletionRqst-ExtIEs} } OPTIONAL,


...

}

RL-Information-RL-DeletionRqst-ExtIEs RNSAP-PROTOCOL-EXTENSION ::= {


{ ID id-AAA

CRITICALITY reject
TYPE AAA
PRESENCE mandatory
}|


{ ID id-BBB

CRITICALITY reject
TYPE BBB
PRESENCE mandatory
},

...

}

RadioLinkDeletionRequest-Extensions RNSAP-PROTOCOL-EXTENSION ::= {



...

}
-- End of ASN.1 --

Because of the same reason in the previous section, compatibility handling can work well as long as ProtocolExtensionContainer is included in the SEQUENCE type.
3.1.3.  CHOICE type in the IE or IE groups

Generally, when new IEs for Release 4 are introduced in the CHOICE type defined in R99 ASN.1, Release 4 ASN.1 is shown as follows. 

ASN.1

Cause ::= CHOICE {


radioNetwork

CauseRadioNetwork,


transport


CauseTransport,


protocol


CauseProtocol,


misc



CauseMisc,


...,


aaa




Aaa
}
-- End of ASN.1 --

Without criticality information, R99 node can not recognize if the new IE (“Aaa”) is essential for Release 4. If this IE is not essential for Release 4 node, R99 node can ignore it and continue the ongoing procedure. On the other hand, if this IE is essential for Release 4 node, the receiver (R99 node) may request to abort ongoing procedure. In order to know the necessity of the new IE, the new IE should have criticality information. This means that the new IE should be conveyed by the Protocol-IE-Single-Container and the receiving node should know that the first part of the new IE encoded data indicates ID and second part of the new IE data indicates criticality information in advance. 
3.2  
Adding new value or deleting already defined value in the INTEGER type

3.2.1 Addition case

Generally, when new values for Release 4 are introduced in the INTEGER type defined in R99 ASN.1, Release 4 ASN.1 is shown as follows.

ASN.1

CauseNAS ::= INTEGER {


user-restriction-start-indication (81),


user-restriction-end-indication (82),


normal-release (83)

standard-release (84)
} (81..96)

-- End of ASN.1 --

In this case, because 4 bits are reserved for Cause NAS IE, addition new value does not affect ASN.1 encoding image as long as the number of values are less than 15 (because values from 81 to 96 are reserved). According to the chapter 10.3 Abstract Syntax Error of xxxAP, the receiver which received an unrecognized value will handle this as an Abstract Syntax error and refer to the criticality information. If concerned IE (in this case, "Cause NAS") dose not have own criticality information, the criticality information of its parent (in this case, "Cause") shall be referred. Therefore it is allowed to add new values in the INTEGER type directly.

3.2.2 Deletion case

Deletion of already defined value of INTEGER type also dose not affect ASN.1 encoding image. If several values are deleted, the node which has new version of the protocol can not interpreted some values received from the node which has old version of protocol. According to the chapter 10.3 Abstract Syntax Error of xxxAP, the receiver which received an unrecognized value will handle this as an Abstract Syntax Error and refer to the criticality information. If concerned IE dose not have own criticality information, the criticality information of its parent shall be referred. Therefore it is allowed to delete existing values in the INTEGER type directly. But it is not allowed to re-assign the value which has been once allocated but not used for future, this is in order to avoid contradiction The way to satisfy this is add a semantic description to show the value is not used.Example is shown below, the user-restriction-end-indication (82) is not used due to whatever reason.
ASN.1

CauseNAS ::= INTEGER {


user-restriction-start-indication (81),


user-restriction-end-indication (82),


normal-release (83)
} (81..96)

-- the user-restriction-end-indication (82) will not be used for R99 --
-- End of ASN.1 --

3.3
Adding new value or deleting already defined value in the ENUMERATED type

3.3.1 Addition case

Generally, when new values for Release 4 are introduced in the ENUMERATED type defined in R99 ASN.1, Release 4 ASN.1 is shown as follows.
ASN.1

CauseMisc ::= ENUMERATED {


control-processing-overload,


hardware-failure,


om-intervention,


not-enough-user-plane-processing-resources,


unspecified,


... ,


aaa,


bbb,


ccc,


ddd
}
-- End of ASN.1 --

When new values are introduced after extension marker, a preamble bit is set to 1 and bits which can represent the number of additional values are allocated. For the old version of the receiver, it can not know how many values has been added for the new version and it can know how many bits has been allocated, this is because there is no length indicator in the ENUMERATED type. Therefore it is not allowed to add new values to the ENUMERATED type.
3.3.2 Deletion case

For example when there are 7 values in the ENUMERATED type, 4 bits are allocated in order to represent the maximum number of elements. If one element is removed, i.e. 6 values exist, the necessity bits is changed to 3 bits. Therefore deleting already defined value from the ENUMERATED type is not allowed.

However there is no problem if the length of bits is not changed by deleting some values, this is because even the old version of the receiver can derive the allocated bits. If the case that receiver can not recognize old value, it shall be handled as Abstract Syntax error and refer to the criticality of its parent.

3.4 
Deletion of R99 IEs or IE groups

From the point of encoding view, if mandatory IEs are deleted from the R99 ASN.1, the allocated bits for them are also deleted. 

If mandatory IE is  deleted for later release or later version, the node which is implemented as later release or later version may mislead the meaning of the value which is sent by the old release or old version. For example, aaa IE, bbb IE and ccc IE are existing in a message of old version protocol, and bbb IE is deleted for new version, if the receiver is a node which is implemented as a new version but the sender is the node which is implemented as an old version, the receiver will interpret the bbb IE as ccc IE. Furthermore, if the value set in the bbb IE does fit the logical meaning of ccc IE, a significant but never restorative error will occur.  Therefore deletion of mandatory IEs is not allowed. 

In the case of deletion an optional IEs, because each optional IE has one bit which indicates if the optional IE is present or not, deletion of optional IEs also affects encoding image. Therefore deletion of optional IEs is also not allowed. 

An obsolete IE shall not be deleted but a semantic description shall be shown that it is not used.

Remainging issue: if the new version node send a message which has an obsolete IE, presuming that the receiver is a old version node that still interpret the obsolete IE, how the sender set the value of the obsolete IE is the remaining issue.

3.5 
Changing of the presence of R99 IEs or IE groups

When the presence of optional IE is changed to mandatory, preamble for optional IE is deleted. Furthermore, when the presence of mandatory IE is changed to optional, one more bit is required in order to indicate if this optional IE is present or not. These changes may cause a big problem described in the chapter 3.4 because the receiver which has different version may mislead the coding. Therefore changing of the presence of IE is not allowed.

3.6  
Changing of the range of repetition for R99 IE groups

RL Information IE is taken as a simple example.

Example

RL-InformationList-RL-SetupRqstFDD ::= SEQUENCE (SIZE (1..maxNrOfRLs)) OF ProtocolIE-Single-Container{{ RL-InformationItemIE-RL-SetupRqstFDD }}

(maxNrOfRLs




INTEGER ::= 16)

-- End of ASN.1 --

Because the value of "maxNrOfRLs" is 16, in this case, 5 bits are reserved in order to represent the whole repetition number of RL Information IE. If the value of "maxNrOfRLs" is change to e.g. 20, 6 bits should be reserved for the RL Information IE. This means that the encoding image of R99 ASN.1 is also changed. In this case, changing of the repetition range of IE groups is not allowed. Of course, changing of minimum value is also not allowed.

However if changing the range dose not affect number of reserved bit, e.g. "maxNrOfRLs" is changed from 13 to 16 (4 bits are needed for both cases), it is possible to change the range. The receiver node may not recognize the received value when maximum bound is increased or minimum bound is decreased. In this case, the receiver node shall follow the criticality information.

3.7  
Changing of the range of R99 IEs

3.7.1 IE which has no extension marker

RL ID IE is taken as a simple example.

Example

RL-ID ::= INTEGER (0..31)
-- End of ASN.1 --

Because the same reason in the previous section i.e. the length of the allocated bits will be changed, it is not allowed to change the range of R99 IE. This restriction can be applied for not only INTEGER type but also other types, e.g. BIT SRING, OCTET STRING.

3.7.2 IE which has extension marker

DL DPCH Slot Format IE is taken as a simple example. If the new value, e.g. 32, is introduced in the DL DPCH Slot Format IE, ASN.1 shall be changed as follows.

Example
DL-DPCH-SlotFormat ::= INTEGER (0..16,...,32)

-- End of ASN.1 --

Because octet aligned PER is applied as an encoding rule, the already defined ASN.1 is not affected by this change. In this case, a few octets are inserted between octets, not between bits in an octet. The receiver can know the number of inserted octets by referring the length indicator. Therefore it is allowed to add new value. If the receiver can not recognize the value, it shall follow own criticality information or parent's criticality information.

4. Conclusions

The following extension for ASN.1 are allowed with some restrictions:

1. Addition of new IE to the first indent of the message. (Restriction is to use ProtocolExtensionContainer)
2. Addition of new IE in the SEQUENC type. (Restriction is to use ProtocolExtensionContainer)
3. Addition of new IE in the CHOICE type. (Restriction is to use Protocol-IE-Single-Container)
4. Addition of new value in the INTEGER type. (Restriction is not to change the length of allocated bits, if not comprehended, criticality information of its parent should be referred)
5. Deletion of already defined value in the ENUMERATED type. (Restriction is not to change the length of allocated bits)

6. Changing of the range of repetition for already defined IE groups (Restriction is not to change the length of allocated bits)

7. Changing of the range of already defined IE. (Restriction is that the IE has extension maker, if not comprehended, criticality information of its parent should be referred)

The following extension is not allowed

1. Deletion of already defined IE.

2. Changing of the presence of already defined IE.

3. Addition of new value in the ENUMERATED type. 
4. Deletion of existing value in the INTEGER type (instead, a semantic description shall be shown that it is not used).
It is proposed to include above chapter 3 and chapter 4 into the Annex of xxxAPs, and execute these rules immediately.

If this is agreeable CRs will be provided.

