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1. Abstract

Several contributions submitted to RAN3#16 seem to suggest that SSCF-UNI allows the support of SDU’s larger than 4096 octets.

Irrespective of the fact that we think working with SDU sizes of 4Kbytes or larger (or even SDU sizes somewhat smaller for that matter) is not a good solution considering the error rates that might temporarily occur on an Iub interface, we still would like to clarify the misunderstanding about the max SDU size supported by SAAL-UNI with this contribution.

2. discussion

SSCOP (Q.2110)

Theoretical maximum limit of 65528 octets for SD PDU (see Tdoc 2646);

SSCF-UNI (Q.2130)

- Chapter 5: Services supported at the UNI SAAL:

   The complete chapter is included below. Bullet b) is most relevant:

   ---------

   The following services are provided by the SAAL at the UNI:

a)
Unacknowledged Transfer of DataXE "Unacknowledged Transfer of Data" – The SAAL service provides for the unacknowledged transfer of SAAL service data units on point-to-point and point-to-multipoint ATM connections. The SAAL supports the transfer of octet aligned SDUs up to a maximum of 4096 octets (i.e. maximum information size k in UD-PDU). The SAAL unacknowledged data transfer service does not relieve the user from loss or insertion of data which may occur. 

b)
Assured Transfer of DataXE "Assured Transfer of Data" – The SAAL service provides for the assured transfer of SAAL service data units on point-to-point ATM connections. The SAAL supports the transfer of octet aligned SDUs up to a maximum of 4096 octets (i.e. maximum information size k in SD PDU). The SAAL service relieves the user from loss, insertion, corruption, and misordering of data which may occur. In some cases due to unrecoverable errors in the ATM adaptation layer, duplication or loss of SDUs may occur.

c)
Transparency of Transferred InformationXE "Transparency of Transferred Information" – The SAAL service provides for the transparent transfer of SAAL service data units. It does not restrict the content, format or coding of information, nor does it ever need to interpret its structure or meaning.

d)
Establishment and Release of SAAL Connections for Assured Transfer of DataXE "Establishment and Release of SAAL Connections for Assured Transfer of Data" – The SAAL service provides a means to establish and release SAAL connections which operate in the assured mode. In some cases, the SAAL service provider may release the SAAL connection. Depending on the conditions, release of an SAAL connection may result in loss of SAAL user-data.

      ---------   

      Bullet b) leaves no unclearity on what the maximum supported SAAL SDU size can be.

· Chapter 11: “Applicability of SSCOP parameters and timers to signalling at the UNI”:

This chapter “defines the default SSCOP parameters to be used for supporting UNI signalling”. In this chapter, Table 4 indicates that the default SSCOP SDU size should be set to the maximum SAAL SDU length. On bilateral agreement, the maximum SAAL SDU size could be configured to a smaller value.

3. Conclusion

There should be no unclarity regarding the maximum SAAL_UNI SDU size supported by SSCF-UNI in assured mode: 4096 octets.


