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1 Introduction

The discussion on the need for a parameter in NBAP with regards to preemption/vulnerability took place with tdoc 1829     "Iub Admission Control" CR190(25.433) from Ericsson.

There was also some discussion about the failure/retention case, but this was not the topic of that present e-mail discussion. See R3-001988, CR 25.433-190r1.
Some question are asked in the IurIub SWG report related to Admission case:

· Shall the priority indicator given to node b be used also at admission control for preempting other connections? 

· Include vulnerability/preemption parameters on Iur and if yes above Iub?

· Specify preemption behaviour on Iur and if yes above on Iub? 

· Spare/not used priority values as in RANAP. 

2 Discussion

There was a poor discussion on that topic. 

It was initiated with a technical document from Alcatel where some conclusions were proposed. See below.

BT and France Telecom participate in the discussion.

· Spare/not used priority values

It was corrected that the priority indicator can take any of the values 1-15 (0 is spare, and 15 indicates "no priority"). So, there are 14 priority levels left.

· Pre-emption definition
If we use any sort of pre-emption on Iub/Iur, this should consistent with that on Iu. This does not (necessarily) mean that it is the same, but it does mean that something labelled on Iu as non-pre-emptable shall not be pre-empted within UTRAN. This also applies to the pre-emption rules defined

in RANAP.

· Conclusions in the case allocation/pre-emption parameter is needed

Conclusions 1 and 2 are supported by BT:

Conclusion 1: If there is a need for an Allocation/Pre-emption Priority IE, the Node B resources concerned by the proposed IE should not belong to the Node B Model. 

Conclusion 2: Allocation/Retention priority IE in RNSAP should be defined in order to make possible pre-emption and queuing in DRNS. Therefore, it should be in line with the definition of Allocation/Retention priority IE defined in RANAP (just a priority level cannot provide the pre-emption/vulnerability feature).

Conclusion 3 should be modified to remove ambiguity: 

Modified conclusion 3: If there is a need for an Allocation/Pre-emption priority IE in NBAP, it should be defined similarly to the one defined in RANAP.

· Need for allocation/pre-emption priority parameter

There was no conclusion on the need for allocation/pre-emption priority.

3 Proposal

It is proposed to:

1. Continue discussion on the need for allocation/pre-emption parameter, based on the section proposed in the kick-off document, i.e.
- To find out whether there is a need for resource allocation queuing in the Node B.
- To find out if there is a need to pre-empt resources in NodeB, i.e. whether CRNC has enough resource knowledge to decide which transport channel to pre-empt.

2. Then, if there is a need for allocation/pre-emption parameter, 

· Agree on the three above mentioned conclusions.

· Agree on spare/not-used values similarly to RANAP (0= spare, 15= no priority, 1 to 14 = 14 priority levels with 1 being the highest level, 14 the lowest).

4 Extract of Alcatel kick-off document (discussion part)

2.1 Discussion on the definition of a possible Allocation/Pre-emption Priority IE

The principle of that contribution is based on the fact that each Node (SRNC, DRNC/CRNC, Node B) are responsible for their own resources. Therefore, admission control with regards to resources only known by a given node should be done in that node.

Some Node B resources are known and managed by the CRNC: these resources are the Objects and attributes defined in the Node B Model. 

Conclusion 1: If there is a need for an Allocation/Pre-emption Priority IE, the Node B resources concerned by the proposed IE should not belong to the Node B Model. 

The concerned NBAP messages are: RL SETUP REQUEST, RADIO LINK RECONFIGURATION PREPARE, RADIO LINK RECONFIGURATION REQUEST.

Ericsson contribution R3-001829 only proposes a parameter with 16 values in NBAP, mapped on the one existing in RNSAP.

Note: In this paper, only allocation/pre-emption/vulnerability is discussed, but in 3GPP Technical Specifications, there is one IE named "Allocation/Retention Priority", which also covers retention cases. Therefore, we will use "Allocation/Retention Priority" in this paper.

In TS 25.423, for RL SETUP REQUEST, in section 8.3.1.2, it is mentioned:

" The Allocation/Retention Priority IE defines the priority level that should be used by the DRNS to prioritise the allocation and the retention of the resources used by the DCH. The Frame Handling Priority IE defines the priority level that should be used by the DRNS to prioritise the discard/delay of the data frames of the DCH and DSCH (if any)."

In TS 25.423 section 9.2.1.1, Allocation/Retention priority parameter is defined as follows:

" This parameter indicates the priority level in the allocation and retention of transport channel resources in DRNS. DRNS may use the Allocation/Retention priority information of the transport channels composing the RL to prioritise requests for RL Setup/addition and reconfiguration. In similar way, DRNS may use the allocation/Retention priority information of the transport channels composing the RL to prioritise which RL shall be set to failure, in case prioritisation is possible.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Allocation/Retention Priority


Frame Handling Priority


"

As we can see, the IE type refer to "Frame Handling Priority", which is something quite different:

Frame Handling Priority is defined in section 9.2. as follows:

" This parameter indicates the priority level to be used during the lifetime of the DCH/DSCH for temporary restriction of the allocated resources due overload reason.

IE/Group Name
Presence
Range
IE type and reference
Semantics description

Frame Handling Priority


INTEGER

(0..15)
0=Lowest Priority,

…

15=Highest Priority

" 

Another Allocation/Retention Priority IE is defined in TS 25.413 (RANAP).

It is maybe useful to know that the RNSAP Allocation/Retention Priority IE had been defined a long time before the definitions in RANAP. 

These definitions have probably never been aligned because the discussions took place in different SWGs with different people.

When a RAB is requested, the original Allocation/Retention parameters come from the Radio Access Bearer, as defined in TS 25.413 section 8.2.2:

" The RNC shall establish or modify the resources according to the values of the Allocation/Retention Priority IE (priority level, pre-emption indicators, queuing) and the resource situation as follows:

-
The RNC shall consider the priority level of the requested RAB, when deciding on the resource allocation.

-
If the requested RAB is allowed for queuing and the resource situation so requires, RNC may place the RAB in the establishment queue.

-
The priority levels and the pre-emption indicators may (singularly or in combination) be used to determine whether the RAB assignment has to be performed unconditionally and immediately. If the requested RAB is allowed to pre-empt and the resource situation so requires, RNC may trigger the pre-emption procedure which may then cause the forced release of a lower priority RAB vulnerable for pre-emption. Whilst the process and the extent of the pre-emption procedure is operator dependent, the pre-emption indicators, if given in the RAB ASSIGNMENT REQUEST, shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to “can trigger pre-emption”, then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to “cannot trigger pre-emption”, then this allocation request may not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to “vulnerable to pre-emption”, then this connection shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to “not vulnerable to pre-emption”, then this connection shall not be included in the pre-emption process.

6.
If the Priority Level IE is set to “no priority used” the given values for the Pre-emption Capability IE and Pre-emption Vulnerability IE shall not be considered. Instead the values “cannot trigger pre-emption” and “not vulnerable to pre-emption” shall prevail.
-
If the Allocation/Retention Priority IE is not given in the RAB ASSIGNMENT REQUEST message, the allocation request shall not trigger the pre-emption process and the connection shall be vulnerable to pre-emption and considered to have the value “lowest” as priority level. Moreover, queuing shall not be allowed.

-
The UTRAN pre-emption process shall keep the following rules:

1.
UTRAN shall only pre‑empt RABs with lower priority, in ascending order of priority.

2.
The pre-emption can be done for RABs belonging to the same UE or to other UEs. 

"

This set of definitions is more in line with what should be used in DRNS.

Conclusion 2: Allocation/Retention priority IE in RNSAP should be defined in order to make possible pre-emption and queuing in DRNS. Therefore, it should be in line with the definition of Allocation/Retention priority IE defined in RANAP (just a priority level cannot provide the pre-emption/vulnerability feature).

Conclusion 3: If there is a need for an Allocation/Retention priority IE in NBAP, it should be defined similarly to the one defined in RNSAP.

2.2 Discussion on the need for Allocation/Pre-emption Priority IE in NBAP

As stated above, if there is a need for an Allocation/Pre-emption Priority IE, the Node B resources concerned by the proposed IE should not belong to the Node B Model.

There are at least following main questions to answer:

1. Is there a need for queuing requests, i.e. waiting for internal resources in the Node B? 

2. Is there a need for pre-empting Node B internal resources? In other words: does the CRNC get enough knowledge to determine which transport channel should be pre-empted when there is not enough resources in the Node B?

1. Need for queuing requests for allocating internal resources in Node B.

To be completed

2. Need for NodeB internal resources pre-emption.

To be completed
Solutions when there is no need for queuing nor pre-empting in Node B:

If there is no queuing in Node B in allocating resources, there is no need to prioritise requests.

If the RNC has sufficient knowledge on "which transport channel can be pre-empted", there are possibilities to pre-empt transport channels at the CRNC instead at the Node B: when the Node B has not enough resources for a new transport channel, it rejects the new request. With that rejection, the RNC knows that it has to pre-empt a transport channel. It chooses a transport channel and releases it. Then, it reinitiates the request for the new transport channel towards the Node B. 

In all the cases:

It is always better to minimise the probability of rejection in the Node B. This can be achieved by a better knowledge of Node B resources availability by the CRNC, assuming that the CRNC must not know the internal implementation of the Node B.

2.3 Spare/not used priority values as in RANAP

Priority level is defined as follows in TS 25.413 ASN.1 section:

PriorityLevel



::= INTEGER { spare (0), highest (1), lowest (14), no-priority (15) } (0..15)

So, only four priority levels are foreseen.

To be completed.

