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*CHANGES START*

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

## 8.4 Global procedures

### 8.4.1 Xn Setup

#### 8.4.1.1 General

The purpose of the Xn Setup procedure is to exchange application level configuration data needed for two NG-RAN nodes to interoperate correctly over the Xn-C interface.

NOTE 1: If Xn-C signalling transport is shared among multiple Xn-C interface instances, one Xn Setup procedure is issued per Xn-C interface instance to be setup, i.e. several Xn Setup procedures may be issued via the same TNL association after that TNL association has become operational.

NOTE 2: Exchange of application level configuration data also applies between two NG-RAN nodes in case the SN (i.e. the gNB) does not broadcast system information other than for radio frame timing and SFN, as specified in the TS 37.340 [8]. How to use this information when this option is used is not explicitly specified.

The procedure uses non UE-associated signalling.

#### 8.4.1.2 Successful Operation



Figure 8.4.1.2: Xn Setup, successful operation

<<<<<<<<<<<<<<<<<<<< For Information Only>>>>>>>>>>>>>>>>>>>>

If the *TNL Configuration Info* IE is contained in the XN SETUP REQUEST message, the NG-RAN node2 shall, if supported, take this IE into account for IPSec establishment.

If the *TNL Configuration Info* IE is contained in the XN SETUP RESPONSE message, the NG-RAN node1 shall, if supported, take this IE into account for IPSec establishment.

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

#### 8.4.1.4 Abnormal Conditions

If the first message received for a specific TNL association is not an XN SETUP REQUEST, XN SETUP RESPONSE, or XN SETUP FAILURE message then this shall be treated as a logical error.

If the initiating NG-RAN node1 does not receive either XN SETUP RESPONSE message or XN SETUP FAILURE message, the NG-RAN node1 may reinitiate the Xn Setup procedure towards the same NG-RAN node, provided that the content of the new XN SETUP REQUEST message is identical to the content of the previously unacknowledged XN SETUP REQUEST message.

If the initiating NG-RAN node1 receives an XN SETUP REQUEST message from the peer entity on the same Xn interface:

- In case the NG-RAN node1 answers with an XN SETUP RESPONSE message and receives a subsequent Xn SETUP FAILURE message, the NG-RAN node1 shall consider the Xn interface as non operational and the procedure as unsuccessfully terminated according to sub clause 8.4.1.3.

- In case the NG-RAN node1 answers with an XN SETUP FAILURE message and receives a subsequent XN SETUP RESPONSE message, the NG-RAN node1 shall ignore the XN SETUP RESPONSE message and consider the Xn interface as non operational.

If the *TNL Configuration Info* IE is contained in the XN SETUP REQUEST or the XN SETUP RESPONSE message, but the *IP-Sec Transport Layer Address* IE is not included either in the *Extended UP Transport Layer Addresses To Add Item* IE or the *Extended UP Transport Layer Addresses To Remove Item* IE, the receiving NG-RAN node shall consider it as a logical error.

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

### 8.4.2 NG-RAN node Configuration Update

#### 8.4.2.1 General

The purpose of the NG-RAN node Configuration Update procedure is to update application level configuration data needed for two NG-RAN nodes to interoperate correctly over the Xn-C interface.

NOTE: Update of application level configuration data also applies between two NG-RAN nodes in case the SN (i.e. the gNB) does not broadcast system information other than for radio frame timing and SFN, as specified in the TS 37.340 [8]. How to use this information when this option is used is not explicitly specified.

The procedure uses non UE-associated signalling.

#### 8.4.2.2 Successful Operation



Figure 8.4.2.2-1: NG-RAN node Configuration Update, successful operation

<<<<<<<<<<<<<<<<<<<< For Information Only >>>>>>>>>>>>>>>>>>>>

If case of network sharing with multiple cell ID broadcast with shared Xn-C signalling transport, as specified in TS 38.300 [9], the NG-RAN NODE CONFIGURATION UPDATE message and the NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE message shall include the *Interface Instance Indication* IE to identify the corresponding interface instance.

If the *TNL Configuration Info* IE is contained in the NG-RAN NODE CONFIGURATION UPDATE message, the NG-RAN node2 shall take this IE into account for IPSec establishment.

If the *TNL Configuration Info* IE is contained in the NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE message, the NG-RAN node1 shall take this IE into account for IPSec establishment.

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

#### 8.4.2.4 Abnormal Conditions

 If the NG-RAN node1 after initiating NG-RAN node Configuration Update procedure receives neither NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE message nor NG-RAN NODE CONFIGURATION UPDATE FAILURE message, the NG-RAN node1 may reinitiate the NG-RAN node Configuration Update procedure towards the same NG-RAN node2, provided that the content of the new NG-RAN NODE CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged NG-RAN NODE CONFIGURATION UPDATE message.

If the *TNL Configuration Info* IE is contained in the NG-RAN NODE CONFIGURATION UPDATE message or the NG-RAN NODE CONFIGURATION UPDATE ACKNOWLEDGE message, but the *IP-Sec Transport Layer Address* IE is not included either in the *Extended UP Transport Layer Addresses To Add Item* IE or the *Extended UP Transport Layer Addresses To Remove Item* IE, the receiving NG-RAN node shall consider it as a logical error.

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

#### 9.2.3.96 TNL Configuration Info

This IE is used for signalling IP addresses of IPSEc endpoints used for establishment of IPSec tunnels.

| IE/Group Name | Presence | Range | IE type and reference | Semantics description |
| --- | --- | --- | --- | --- |
| **Extended UP Transport Layer Addresses To Add List** |  | *0..1* |  |  |
| **>Extended UP Transport Layer Addresses To Add Item** |  | *1..<maxnoofExtTLAs>* |  |  |
| >>IP-Sec Transport Layer Address | O |  | Transport Layer Address9.2.3.29 | Transport Layer Addresses for IP-Sec endpoint. |
| **>>GTP Transport Layer Addresses To Add List** |  | *0..1* |  |  |
| **>>>GTP Transport Layer Addresses To Add Item** |  | *1..<maxnoofGTPTLAs>* |  |  |
| >>>>GTP Transport Layer Address Info | M |  | Transport Layer Address9.3.2.29 | GTP Transport Layer Addresses for GTP end-points. |
| **Extended UP Transport Layer Addresses To Remove List** |  | *0..1* |  |  |
| **>Extended UP Transport Layer Addresses To Remove Item** |  | *0..<maxnoofExtTLAs>* |  |  |
| >>IP-Sec Transport Layer Address | O |  | Transport Layer Address9.2.3.29 | Transport Layer Addresses for IP-Sec endpoint. |
| **>>GTP Transport Layer Addresses To Remove List** |  | *0..1* |  |  |
| **>>>GTP Transport Layer Addresses To Remove Item** |  | *1..<maxnoofGTPTLAs>* |  |  |
| >>>>GTP Transport Layer Address Info | M |  | Transport Layer Address9.2.3.2 | GTP Transport Layer Addresses for GTP end-points. |

|  |  |
| --- | --- |
| Range bound | Explanation |
| maxnoofExtTLAs | Maximum no. of Extended Transport Layer Addresses in the message. Value is 16. |
| maxnoofGTPTLAs | Maximum no. of GTP Transport Layer Addresses for a GTP end-point in the message. Value is 16. |

<<<<<<<<<<<<<<<<<<<< Unmodified Text Omitted >>>>>>>>>>>>>>>>>>>>

### 9.3.5 Information Element definitions

-- ASN1START

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

--

-- Information Element Definitions

--

-- \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

XnAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)

ngran-access (22) modules (3) xnap (2) version1 (1) xnap-IEs (2) }

<<<<<<<<<<<<<<<<<<<< For Information Only >>>>>>>>>>>>>>>>>>>>

ExtTLAs ::= SEQUENCE (SIZE(1..maxnoofExtTLAs)) OF ExtTLA-Item

ExtTLA-Item ::= SEQUENCE {

 iPsecTLA TransportLayerAddress OPTIONAL,

 gTPTransportLayerAddresses GTPTLAs OPTIONAL,

 iE-Extensions ProtocolExtensionContainer { {ExtTLA-Item-ExtIEs} } OPTIONAL,

 ...

}

ExtTLA-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {

 ...

}

<<<<<<<<<<<<<<<<<<<< For Information Only >>>>>>>>>>>>>>>>>>>>

TNLConfigurationInfo ::= SEQUENCE {

 extendedUPTransportLayerAddressesToAdd ExtTLAs OPTIONAL,

 extendedUPTransportLayerAddressesToRemove ExtTLAs OPTIONAL,

 iE-Extensions ProtocolExtensionContainer { {TNLConfigurationInfo-ExtIEs} } OPTIONAL,

 ...

}

TNLConfigurationInfo-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {

 ...

}

*CHANGES END*