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1	Introduction
Last RAN3 meeting agreed
Add mIAB authorization status indicator in mIAB-MT’s Xn Context Retrieve Response message analogue to Xn HO Request message. It needs to be further discussed whether to include the indicator in the IAB Transport Management Response message.
This contribution analyses whether there is need to include the mIAB Authorization status in the IAB TRANSPORT MANAGEMENT RESPONSE message.
2	Discussion
The following scenario is assumed:
·  During a partial migration, the mIAB-MT is HO to target RRC-terminating IAB-Donor. 
· Then the mIAB’s authorization status is changed to “not authorized”, the target RRC-terminating IAB-Donor receives a NGAP message for changing the mIAB’s authorization status to “not authorized”. 
· Meanwhile, the F1-terminating IAB-donor knowing the mIAB-MT has HO to target RRC-terminating IAB-Donor. So the F1-terminating IAB-donor initiates Xn TMM procedure to offload the traffic to the new topology under target RRC-terminating IAB-donor.
The question is whether and how the RRC-terminating IAB-donor inform the F1-terminating IAB-donor that mIAB is now not authorized.  In case not informing F1-terminating IAB-donor, the RRC-terminating IAB-donor need to accept the Xn TMM procedure and reply with IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message. Then the RRC-terminating IAB-donor initiates another XnAP IAB Transport Migration Modification procedure to provide the authorization status to F1-terminating IAB-donor. This is not good, since the Xn TMM procedure is first accepted for offload traffic, then immediately released due to the authorization status is changed to “not authorized”. The RRC-terminating IAB-donor should reject the Xn TMM procedure
Observation: In case the mIAB’s authorization status is changed to "not authorized”, it is not good to first accepted the TMM procedure, then use IAB Transport Migration Modification procedure to inform F1-terminating IAB-donor.
Normally, when F1-terminating IAB-donor initiates the TMM procedure for a mobile IAB with “authorized” status, the non-F1-terminating IAB-donor will determine whether it can accept the traffic for offloading. The non-F1-terminating IAB-donor may reject the TMM procedure for following reasons:
· Scenario 1: there is radio resource available in the non-F1-terminating IAB-donor, but the mIAB is “not authorized”.
· Scenario 2: there is no sufficient BH radio resource in the non-F1-terminating IAB-donor. 
For Scenario 1, when the mIAB-MT is not authorized, the non-F1-terminating IAB-donor should not establish BH resource for the IAB-MT. When the F1-terminating IAB-donor initiates the TMM procedure, the non-F1-terminating IAB-donor is not able to accept any traffic for offloading, and should reply with IAB TRANSPORT MIGRATION MANAGEMENT REJECT message. There are also other scenarios that non-F1-terminating IAB-donor can relpy with the IAB TRANSPORT MIGRATION MANAGEMENT REJECT message. It is necessary for F1-terminating IAB-donor to know the exact reason for the Reject scenario.  Current Stage-3 says “the non-F1-terminating IAB-donor sends the IAB TRANSPORT MIGRATION MANAGEMENT REJECT message with an appropriate cause value to the F1-terminating IAB-donor.”
However, none of the existing cause value (as listed in annex section) is appropriate for this scenario, and to inform the F1-terminating IAB-donor that the failure is due to “mobile IAB not authorized”.  So it is necessary to introduce a new cause value. 
Proposal 1: introduce a new cause value indicating the reject of the Xn TMM procedure is due to mIAB-MT is “not authorized”.
For Scenario 2: Operator may need to know the failure scenario in order to optimize the network. For example, in case of no radio resources, the operator may need to deploy more IAB donors to provide more BH in the area.  While in case of the Reject is due to “not authorized”, operator may not need to optimize the network. 
So it is necessary to inform the F1-terminating IAB-donor that the failure is due to “no BH resource”.  
Proposal 2: introduce a new cause value indicating the reject of the Xn TMM procedure is due to “no BH resource”.
The draft XnAP CR can be found at ([2]).
In case the mIAB is authorized and there is BH resource available, the non-F1-terminating IAB-donor will accept the TMM procedure and reply with IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message. The reception of the IAB TRANSPORT MIGRATION MANAGEMENT RESPONSE message implicitly informs the F1-terminating IAB-donor that the mIAB is authorized. So it seems there is no need to introduce the mIAB Authorization status in the IAB TRANSPORT MANAGEMENT RESPONSE message.
Proposal 3: No need to introduce mIAB Authorization status in the IAB TRANSPORT MANAGEMENT RESPONSE message.
In case above proposal 1 and 2 are agreed, similar CR is also needed for Rel-17 IAB. We can prepare a corresponding Rel-17/18 CR after Proposal 1 and 2 are agreed in RAN3. 
Proposal 4: similar CR to introduce new cause value is needed for Rel-17 IAB. 
3	Conclusion
In this contribution, we analyzed the handling of mobile IAB authorized indication during Xn TMM procedure. Our proposals are:
Observation: In case the mIAB’s authorization status is changed to "not authorized”, it is not good to first accepted the TMM procedure, then use IAB Transport Migration Modification procedure to inform F1-terminating IAB-donor.
Proposal 1: introduce a new cause value indicating the reject of the Xn TMM procedure is due to mIAB-MT is “not authorized”.
Proposal 2: introduce a new cause value indicating the reject of the Xn TMM procedure is due to “no BH resource”.
The draft XnAP CR can be found at ([2])
Proposal 3: No need to introduce mIAB Authorization status in the IAB TRANSPORT MANAGEMENT RESPONSE message.
Proposal 4: similar CR to introduce new cause value is needed for Rel-17 IAB. 
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Annex – Current XnAP RNL Cause 
	Radio Network Layer cause
	Meaning

	Cell not Available
	The concerned cell is not available.

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Handover Target not Allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	Invalid AMF Set ID
	The target NG-RAN node doesn’t belong to the same AMF Set of the source NG-RAN node, i.e. NG handovers should be attempted instead.

	No Radio Resources Available in Target Cell	Comment by Steven Xu: This cause value cannot be used, since the TMM request does not include any cell ID. 
	The target cell doesn’t have sufficient radio resources available.

	Partial Handover
	Provides a reason for the handover cancellation. The target NG-RAN node did not admit all PDU Sessions included in the HANDOVER REQUEST and the source NG-RAN node estimated service continuity for the UE would be better by not proceeding with handover towards this particular target NG-RAN node.

	Reduce Load in Serving Cell
	Load in serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Value out of allowed range
	The action failed because the proposed Handover Trigger parameter change in the NG-RAN node2 Proposed Mobility Parameters IE is too low or too high.

	Time Critical Handover
	Handover is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	TXnRELOCoverall Expiry
	The reason for the action is expiry of timer TXnRELOCoverall.

	TXnRELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TXnRELOCprep expires.

	Unknown GUAMI ID
	The target NG-RAN node belongs to the same AMF Set of the source NG-RAN node and recognizes the AMF Set ID. However, the GUAMI value is unknown to the target NG-RAN node.

	Unknown Local NG-RAN node UE XnAP ID 
	The action failed because the receiving NG-RAN node does not recognise the local NG-RAN node UE XnAP ID.

	Inconsistent Remote NG-RAN node UE XnAP ID
	The action failed because the receiving NG-RAN node considers that the received remote NG-RAN node UE XnAP ID is inconsistent..

	Encryption And/Or Integrity Protection Algorithms Not Supported
	The target NG-RAN node is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	Multiple PDU Session ID Instances
	The action failed because multiple instances of the same PDU Session had been provided to the NG-RAN node.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown in the NG-RAN node.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknown in the NG-RAN node.

	Multiple QoS Flow ID Instances
	The action failed because multiple instances of the same QoS flow had been provided to the NG-RAN node.

	Switch Off Ongoing
	The reason for the action is an ongoing switch off i.e. the concerned cell will be switched off after offloading and not be available. It aides the receiving NG-RAN node in taking subsequent actions, e.g. selecting the target cell for subsequent handovers. 

	Not supported 5QI value
	The action failed because the requested 5QI is not supported.

	TXnDCoverall Expiry
	The reason for the action is expiry of timer TXnDCoverall.

	TXnDCprep Expiry
	The reason for the action is expiry of timer TXnDCprep

	Action Desirable for Radio Reasons
	The reason for requesting the action is radio related.
In the current version of this specification applicable for Dual Connectivity only.

	Reduce Load
	Load in the cell(group) served by the requesting node needs to be reduced.
In the current version of this specification applicable for Dual Connectivity only.

	Resource Optimisation
	The reason for requesting this action is to improve the load distribution with the neighbour cells.
In the current version of this specification applicable for Dual Connectivity only.

	Time Critical action
	The action is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where radio resources are likely to be dropped if the requested action is not performed.
In the current version of this specification applicable for Dual Connectivity only.

	Target not Allowed
	Requested action towards the indicated target cell is not allowed for the UE in question.
In the current version of this specification applicable for Dual Connectivity only.

	No Radio Resources Available
	The cell(s) in the requested node don’t have sufficient radio resources available.
In the current version of this specification applicable for Dual Connectivity only.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.
In the current version of this specification applicable for Dual Connectivity only.

	Encryption Algorithms Not Supported
	The requested NG-RAN node is unable to support any of the encryption algorithms supported by the UE.
In the current version of this specification applicable for Dual Connectivity only.

	Procedure cancelled
	The sending node cancelled the procedure due to other urgent actions to be performed.
In the current version of this specification applicable for Dual Connectivity only.

	RRM purpose
	The procedure is initiated due to node internal RRM purposes.
In the current version of this specification applicable for Dual Connectivity only.

	Improve User Bit Rate
	The reason for requesting this action is to improve the user bit rate.
In the current version of this specification applicable for Dual Connectivity only.

	User Inactivity
	The action is requested due to user inactivity on all PDU Sessions. The action may be performed on several levels:
-	on UE Context level, if NG is requested to be released in order to optimise the radio resources; or S-NG-RAN node didn’t see activity on the PDU session recently.
-	on PDU Session Resource or DRB or QoS flow level, e.g. if Activity Notification indicate lack of activity
In the current version of this specification applicable for Dual Connectivity only.

	Radio Connection With UE Lost
	The action is requested due to losing the radio connection to the UE.
In the current version of this specification applicable for Dual Connectivity only.

	Failure in the Radio Interface Procedure
	Radio interface procedure has failed.
In the current version of this specification applicable for Dual Connectivity only.

	Bearer Option not Supported
	The requested bearer option is not supported by the sending node.
In the current version of this specification applicable for Dual Connectivity only.

	UP integrity protection not possible
	The PDU session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU session cannot be accepted according to the required user plane confidentiality protection policy.

	Resources not available for the slice(s)
	The requested resources are not available for the slice(s).

	UE Maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum data rate for integrity protection supported by the UE.

	CP Integrity Protection Failure
	The request is not accepted due to failed control plane integrity protection. 

	UP Integrity Protection Failure
	The procedure is initiated because the SN (hosting node) detected an Integrity Protection failure in the UL PDU coming from the MN. 

	Slice(s) not supported by NG-RAN
	The failure is due to slice(s) not supported by the NG-RAN node.

	MN Mobility
	The procedure is initiated due to relocation of the M-NG-RAN node UE context.

	SN Mobility
	The procedure is initiated due to relocation of the S-NG-RAN node UE context.

	Count reaches max value,
	Indicates the PDCP COUNT for UL or DL reached the max value and the bearer may be released.

	Unknown Old NG-RAN node UE XnAP ID
	The action failed because the Old NG-RAN node UE XnAP ID or the S-NG-RAN node UE XnAP ID is unknown. 

	PDCP Overload
	The procedure is initiated due to PDCP resource limitation.

	DRB ID not available
	The action failed because the M-NG-RAN node is not able to provide additional DRB IDs to the S-NG-RAN node.

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	UE Context ID not known
	The context retrieval procedure cannot be performed because the UE context cannot be identified.

	Non-relocation of context
	The context retrieval procedure is not performed because the old RAN node has decided not to relocate the UE context.

	CHO-CPC resources to be changed
	The prepared resources for CHO or CPC for a UE are to be changed.

	RSN not available for the UP
	The redundant user plane resources are not available.

	NPN Access denied
	Access denied, or release is required, due to NPN reasons.

	Report Characteristics Empty
	The action failed because there is no measurement object in the report characteristics.

	Existing Measurement ID
	The action failed because the measurement ID is already used.

	Measurement Temporarily not Available
	The NG-RAN node can temporarily not provide the requested measurement object.

	Measurement not Supported For The Object
	At least one of the concerned object(s) does not support the requested measurement.

	UE Power Saving
	The procedure is initiated to accommodate the preference indicated by UE to release the S-NG-RAN node for UE power saving purpose.

	Not existing NG-RAN node2 Measurement ID
	The action failed because the NG-RAN node2 Measurement ID is not used.

	Insufficient UE Capabilities
	The procedure can’t proceed due to insufficient UE capabilities.

	Normal Release
	The release is due to normal reasons.

	SCG activation deactivation failure
	The action failed due to rejection of the SCG activation deactivation request.

	SCG deactivation failure due to data transmission
	The SCG deactivation failure due to ongoing or arriving data transmission.

	SSB not Available
	The concerned SSB is not available.

	LTM Triggered
	The release is due to that LTM is triggered in M-NG-RAN node.




