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Introduction
During RAN3#121 meeting, the handling of IAB authorization state during inter-donor CU topology adaptation was discussed. And it was agreed to introduce the IAB Authorized IE in the PATH SWITCH REQUEST ACKNOWLEDGE message. However, there are still some remaining issues regarding the handling of IAB authorization state during inter-CU topology adaptation. In this contribution, we discuss the remaining issues and provide our solution. 
Discussion
According to TS 23.501, the IAB node can access the network when it is not authorized for IAB operation, or when the authorization status changes from “authorized” to “not authorized”, which is cited in the below. 

	23.501:

-
If the IAB operation is not authorized, the AMF may reject the IAB-UE's registration or de-register the IAB-UE. Or the AMF may initiate UE Context setup/modification procedure by providing IAB authorized indication with the value set to "not authorized" to the NG-RAN, but the IAB-UE is still registered.


In R17, inter-CU topology adaptation for IAB node has been supported. Therefore, inter-CU migration procedure may be initiated (e.g., due to deterioration of radio link quality) for an IAB node which is not authorized. Currently, the XnAP HO request message doesn’t include the authorization status of the IAB node. Although the IAB Node Indication IE is already included in the XnAP HANDOVER REQUEST message, it can only indicate that the handover is for an IAB node and cannot indicate the authorization status of the IAB node. 

As we can see, during inter-CU migration, the target donor cannot obtain the authorization status until reception of path switch ACK message. That means the target donor cannot obtain the authorization status before sending the HO request ACK message. According to TS 38.401, during inter-CU migration, the target donor allocates BAP address, new TNL address and default BAP configuration for the IAB node after receiving HO request. And then the target donor includes these configurations in the new RRC configuration as part of the HANDOVER REQUEST ACKNOWLEDGE message. So it is not clear whether the target donor allocates and includes the IAB operation related configuration (i.e. BAP address, new TNL address and default BAP configuration) in the HO request ACK message even though it doesn’t know the authorization status of the IAB node. 
Observation 1: During inter-CU migration, the target donor cannot obtain the authorization status until reception of path switch ACK message. That means the target donor cannot obtain the authorization status before sending the HO request ACK message.

Observation 2: It is not clear whether the target donor allocates and includes the IAB operation related configuration (i.e. BAP address, new TNL address and default BAP configuration) in the HO request ACK message even though it doesn’t know the authorization status of the IAB node. 
Based on the discussion in the previous meetings, there are mainly three alternatives which are analyzed in the below.

Alt 1: IAB authorization status is not included in the Xn HO request, and the target donor doesn’t allocate IAB operation related configuration in the HO request ACK.

In alt 1, the IAB authorization status is not included in the Xn HO request message. And the target donor doesn’t allocate these IAB operation related configuration in the HO request ACK regardless of the IAB node’s authorization status. In this situation, the target donor could obtain the IAB authorization status via the path switch request ACK and then determine whether to allocate the IAB operation related configuration based on the IAB authorization status. That means the IAB node cannot obtain these IAB operation related configuration and initiate new SCTP association establishment until path switch procedure, which would introduce unnecessary UE service interruption during the MT migraiton procedure. Moreover, the target donor shall initiate additional RRC procedure to allocate these IAB operation related configuration to the IAB node after reception of the IAB authorization status “authorized” via the path switch procedure, which would introduce unnecessary RRC signaling. 

According to TS 38.401, the target donor includes the BAP address, default BAP configuration and optionally new TNL address in the HO request ACK during MT migration as copied in the below. If alt 1 is adopted, the procedure text for the Xn handover procedure of IAB-MT in TS 38.401 needs to be updated to clarify that the target donor doesn’t allocate IAB operation related configuration in the HO request ACK regardless of the authorization status of the IAB node. 
	TS 38.401
4.
The target IAB-donor-CU performs admission control and provides the new RRC configuration as part of the HANDOVER REQUEST ACKNOWLEDGE message. The RRC configuration includes a BAP address for the boundary node in the target IAB-donor-CU’s topology, a default BH RLC channel and a default BAP routing ID configuration for UL F1-C/non-F1 traffic mapping on the target path. The RRC configuration may include the new TNL address(es) anchored at the target IAB-donor-DU for the migrating node.


On the other hand, it is not aligned with the principle in all other scenarios in R16/17/R18, i.e. IAB donor shall not allocate/release IAB operation related resources if it is not authorized. In R18, similar issue has also been discussed and it was agreed that the mobile IAB authorization status is included in both the XnAP HO request and NGAP path switch request ACK message. And it was agreed that if the Mobile IAB Authorization Status IE is included in the HANDOVER REQUEST message, and if the Mobile IAB Authorization Status IE is set to "not authorized" for a mobile IAB-MT, the target NG-RAN node shall refrain from establishing backhaul resources for this mobile IAB-node. That means the target donor shall determine whether to allocate the IAB operation related configuration in the HO request ACK according to the mobile IAB authorization status included in the Xn HO request. So the procedure text for the Xn handover procedure of mobile IAB-MT  in TS 38.401 also needs to be updated to clarify the difference between R17 and R18 IAB. 
Observation 3: If the IAB authorization status is not included in the Xn HO request and the target donor doesn’t allocate IAB operation related configuration in the HO request ACK, the drawbacks and spec impact are listed in the below: 

It would introduce unnecessary UE service interruption since the IAB node cannot initiate new SCTP association establishment until path switch procedure; 
It would introduce unnecessary RRC signaling since the target donor shall initiate additional RRC procedure to allocate IAB operation related configuration;  
It is not aligned with the principle in all other scenarios in R16/17/R18, i.e. IAB donor shall not allocate/release IAB operation related resources if it is not authorized; 
The procedure text for the Xn handover procedure of IAB-MT/mIAB-MT in TS 38.401 needs to be updated. 
Alt 2: IAB authorization status is not included in the Xn HO request, and the target donor always allocates IAB operation related configuration in the HO request ACK. 

In alt 2, the IAB authorization status is not included in the Xn HO request message. And the target donor always allocates these IAB operation related configuration in the HO request ACK regardless of the IAB node’s authorization status. If the IAB node is not authorized, target donor will receive the IAB authorization status “not authorized” via the path switch request ACK mesasge. Then the target donor shall initiate additional RRC procedure to release the IAB operation related configuration which are previousely sent via the HO request ACK message, which would introduce unecessary signaling overhead. On the other hand, it is not aligned with the principle in all other scenarios in R16/17/R18, i.e. IAB donor shall not allocate/release IAB operation related resources if it is not authorized. In current TS 38.401, the same procedure text is used for the Xn handover procedure of IAB-MT/mIAB-MT in TS 38.401. As different signaling and behavior are used in R17 and R18 for the Xn handover procedure of IAB-MT and mIAB-MT,  stage 2 description for handling of authorization status for IAB node and mobile IAB node during MT migration needs to be added in TS 38.401 to clarify the difference between R17 and R18. 
Observation 4: If the IAB authorization status is not included in the Xn HO request and the target donor always allocates these IAB operation related configuration in the HO request ACK message, the drawbacks and spec impact are listed in the below: 

Unecessary RRC signaling is introduced, i.e. to release the previously allocated IAB operation related configuration. 
It is not aligned with the principle in all other scenarios in R16/17/R18, i.e. IAB donor shall not allocate/release IAB operation related resources if it is not authorized; 
Stage 2 description for handling of authorization status for IAB node and mobile IAB node during MT migration needs to be added in TS 38.401. 
The TP to TS 38.401 to capture the handling of IAB authorization status during MT migration for IAB node is provided in the below:
	8.9.Y IAB node authorization
8.9.Y.1
Authorization of IAB-node during MT migration
During the IAB inter-CU topology adaptation procedure, the IAB-MT’s target IAB-donor-CU allocates and includes BAP address, TNL address and default BAP configuration for this IAB-node in the XnAP HANDOVER REQUEST message upon receiving the XnAP HANDOVER REQUEST message. Then the IAB-MT’s target IAB-donor-CU receives the authorization status of the IAB node from the 5GC via the PATH SWITCH REQUEST ACK message. If the authorization status is “not authorized”, the IAB-donor-CU should release the allocated BAP address, TNL address and default BAP configuration for this IAB-node. 


Alt 3: the target donor allocates IAB operation related configuration based on the IAB authorization status included in the Xn HO request. 

In Alt 3, the signaling and RAN node behaviour is aligned between R17 and R18 among all scenarios. And there is no additional signalingto allocate or release the IAB operation related configuration or service interruption. In this alternative, the Xn HO request message needs to be enhanced to include the IAB authorization status.   

Observation 5: If the target donor allocates IAB operation related configuration based on the IAB authorization status included in the HO request, signaling overhead and service interruption can be reduced. And the signaling and RAN node behaviour can be aligned between R17 and R18 among all scenarios.

The corresponding CR to TS 38.423/38.401 for alt 3 is provided in [1] [2]. 

Alt 4: No additional IAB authorization status is introduced in the Xn HO request, the IAB node indication IE is used to indicate the authorization status implicitly. 

In alt 4, the IAB Node Indication IE in the Xn HO request message is used to indicate that the IAB-node is authorized. That means if the IAB node is authorized, the IAB Node Indication IE is included in the Xn HO request message. Otherwise, the IAB Node Indication IE is not included. The problem is that for a non-authorized IAB node, if the source donor selects a target gNB which doesn't support IAB for the MT HO, the target gNB would not reject the MT HO since the IAB Node Indication IE is not included. Then the update of authorization status cannot be delivered to the target gNB. However, if we can assume that the source donor can obtain the capability of neighboring gNB via OAM, which seems to be not difficult in a stationary network, the source donor can select a gNB which supports IAB as the target gNB for the handover of the not-authorized IAB node. If alt 4 is adopted, the procedure text for Xn HO request message in TS 38.423 needs to be updated so that the IAB Node Indication IE in the XnAP HANDOVER REQUEST message indicates the procedure is performed for an IAB-node which is authorized.
Observation 6: If the IAB Node Indication IE in the Xn HO request message is used to indicate that the IAB-node is authorized, and if the source donor selects a non-IAB capable target gNB, the update of authorization status cannot be delivered to the target gNB. This issue can be avoided if we assume that the source donor can select an IAB capable target gNB for the not-authorized IAB node, e.g. via OAM. 
Proposal : RAN3 to discuss and choose one option for the handling of IAB authorization status during MT migration:

Alt 1: IAB authorization status is not included in the Xn HO request, and the target donor doesn’t allocate IAB operation related configuration in the HO request ACK.

Alt 2: IAB authorization status is not included in the Xn HO request, and the target donor always allocates IAB operation related configuration in the HO request ACK. If alt 2 is adopted, agree the CR to TS 38.401 in [1][2]. If Alt 2 is adopted, agree the CR to TS 38.401 based on the TP provided in this contribution.
Alt 3: The target donor allocates IAB operation related configuration based on the IAB authorization status included in the Xn HO request. If Alt 3 is adopted, agree the CRs to TS 38.423/38.401 in [1][2].  

Alt 4: No additional IAB authorization status is introduced in the Xn HO request, the IAB node indication IE is used to indicate the authorization status implicitly. 

Conclusion
In this contribution, we discussed the remaining issues regarding the transfer of IAB authorization state during inter-CU topology adaptation procedure. And we have the following observations and proposals:

Observation 1: During inter-CU migration, the target donor cannot obtain the authorization status until reception of path switch ACK message. That means the target donor cannot obtain the authorization status before sending the HO request ACK message.

Observation 2: It is not clear whether the target donor allocates and includes the IAB operation related configuration (i.e. BAP address, new TNL address and default BAP configuration) in the HO request ACK message even though it doesn’t know the authorization status of the IAB node. 
Observation 3: If the IAB authorization status is not included in the Xn HO request and the target donor doesn’t allocate IAB operation related configuration in the HO request ACK, the drawbacks and spec impact are listed in the below: 

It would introduce unnecessary UE service interruption since the IAB node cannot initiate new SCTP association establishment until path switch procedure; 
It would introduce unnecessary RRC signaling since the target donor shall initiate additional RRC procedure to allocate IAB operation related configuration;  
It is not aligned with the principle in all other scenarios in R16/17/R18, i.e. IAB donor shall not allocate/release IAB operation related resources if it is not authorized; 
The procedure text for the Xn handover procedure of IAB-MT/mIAB-MT in TS 38.401 needs to be updated. 
Observation 4: If the IAB authorization status is not included in the Xn HO request and the target donor always allocates these IAB operation related configuration in the HO request ACK message, the drawbacks and spec impact are listed in the below: 

Unecessary RRC signaling is introduced, i.e. to release the previously allocated IAB operation related configuration. 
It is not aligned with the principle in all other scenarios in R16/17/R18, i.e. IAB donor shall not allocate/release IAB operation related resources if it is not authorized; 
Stage 2 description for handling of authorization status for IAB node and mobile IAB node during MT migration needs to be added in TS 38.401. 
Observation 5: If the target donor allocates IAB operation related configuration based on the IAB authorization status included in the HO request, signaling overhead and service interruption can be reduced. And the signaling and RAN node behaviour can be aligned between R17 and R18 among all scenarios.

Observation 6: If the IAB Node Indication IE in the Xn HO request message is used to indicate that the IAB-node is authorized, and if the source donor selects a non-IAB capable target gNB, the update of authorization status cannot be delivered to the target gNB. This issue can be avoided if we assume that the source donor can select an IAB capable target gNB for the not-authorized IAB node, e.g. via OAM. 

Proposal : RAN3 to discuss and choose one option for the handling of IAB authorization status during MT migration:

Alt 1: IAB authorization status is not included in the Xn HO request, and the target donor doesn’t allocate IAB operation related configuration in the HO request ACK.

Alt 2: IAB authorization status is not included in the Xn HO request, and the target donor always allocates IAB operation related configuration in the HO request ACK. If alt 2 is adopted, agree the CR to TS 38.401 in [1][2]. If Alt 2 is adopted, agree the CR to TS 38.401 based on the TP provided in this contribution.
Alt 3: The target donor allocates IAB operation related configuration based on the IAB authorization status included in the Xn HO request. If Alt 3 is adopted, agree the CRs to TS 38.423/38.401 in [1][2].  

Alt 4: No additional IAB authorization status is introduced in the Xn HO request, the IAB node indication IE is used to indicate the authorization status implicitly. 
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