3GPP TSG-RAN WG3 Meeting #123-bis	           R3-241959
Changsha, China, 15–19 April, 2024
 
Agenda Item:	16.3
Source:	CMCC
Title:	Discussion on paging for Ambient IoT
Document for:	Discussion
1	Introduction
In RAN#103 meeting, a revised SID on solutions for Ambient IoT (Internet of Things) in NR has been approved [1]. The following RAN3-led objectives have been identified within the general scope described in the SID:
	· RAN3-led:
· Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport
· Identify RAN architecture aspects, including whether support for split architecture is necessary.
· Identify potential solutions for locating an Ambient IoT device with no specification impact, e.g. reusing existing user location report, or minimal specification impact to convey location information to core network.


In this contribution, we would like to provide our preliminary views on paging for Ambient IoT.
[bookmark: OLE_LINK5]2	Discussion
In Rel-18, TSG RAN has completed a Rel-18 RAN-level SI on Ambient IoT, which provides a terminological and scoping framework for future discussions of Ambient IoT. For A-IoT system in R19 scope, considered the use cases and requirements for Ambient IoT devices in TR 38,848, the A-IoT paging should cover at least the following two scenarios:
a. Send inventory command to all Ambient IoT devices within the coverage of the reader, in order to inventorize all the devices in a warehouse.
b. Send inventory command to one Ambient IoT device/a certain group of Ambient IoT devices, so that reader can trace/inventorize the specific devices.
For Ambient IoT, scenario a is the most important scenario, to support efficiently inventory within a large area and let network side aware of the A-IoT devices within the coverage of reader(s). For scenario b, it supports to trace/inventorize a specific device or a group of devices, for example a customer can inventorize a certain category of goods or trace personal possessions in smart home scenario. In some cases, scenario a may be the foundation for scenario b, as network side needs to be aware of the device ID by common paging before sending an inventory command to a specific device. Note that there may be other ways for network layer to obtain the device ID except inventory, such as providing it by application server.
Observation 1: The follow two paging-like scenarios should be considered when designing paging functionality for Ambient IoT: 1) Send inventory command to all Ambient IoT devices within the coverage of the reader; 2) Send inventory command to one Ambient IoT device/a certain group of Ambient IoT devices.

With the consideration of supporting above two scenarios, the functionality of A-IoT paging is to instruct one A-IoT device or a group of A-IoT devices or all A-IoT devices within the coverage of reader to perform A-IoT random access procedure. There are at least following two categorizations of A-IoT paging should be supported: 
· Common paging, which is used to page all A-IoT devices within the coverage of reader;
· Dedicated paging, which is used to page only one A-IoT device or a certain group of A-IoT devices;
Observation 2: The functionality of A-IoT paging is to instruct one Ambient IoT device or a group of Ambient IoT devices or all Ambient IoT devices within the coverage of reader to perform random access procedure.
Proposal 1: Dedicated paging and common paging should be supported as the basic function for A-IoT.

[bookmark: _Hlk163078075][bookmark: _Hlk163344141]Followed by our RAN3 scope of responsibilities, the A-IoT paging procedure design for CN-RAN interface should start with topology 1. When look back the legacy paging mechanism, the legacy paging procedure is only a class 2 procedure to enable the AMF to reach UEs in RRC_IDLE and in RRC_INACTIVE state through Paging messages in the specific area. Once receiving the paging message, UE will perform random access to the network without response message. Instead, the A-IoT paging procedure could be used as inventory triggered by the requirements from the application server. If the requirement from application server is inventory, it is necessary for CN to retrieve the A-IoT device ID in A-IoT paging procedure, which uniquely identify the devices. Therefore, CN needs to respond to application server with the collected A-IoT device IDs and the inventory report to the application server. Besides, a gNB-reader may receive other inventory request at the time it is already in the process of inventory. It may delay the new request and send a reply making the CN be aware of the suspension. Therefore, a new class-1 A-IoT paging procedure is proposed to introduce over NGAP. A brief illustration of an A-IoT paging procedure is shown in Fig. 1.


Figure 1: Illustration of an A-IoT paging procedure
[bookmark: _Hlk163121006]Observation 3: Different from legacy paging procedure, it is necessary for CN to retrieve the A-IoT device ID in A-IoT paging procedure, which uniquely identify the devices.
Observation 4: If a gNB-reader receives other inventory request at the time it is already in the process of inventory, it may delay the new request and send a reply making the CN be aware of the suspension.
Proposal 2: A new class-1 A-IoT paging procedure is proposed to introduce over NGAP.

When CN initiates the paging request to the gNB-reader, gNB-reader will send the paging command to A-IoT device. As the response of paging message, each A-IoT device should successively perform the random access and report the device ID to the gNB-reader. 
Based on above analysis, there are three alternatives for device ID reporting mechanism from gNB-reader to the CN.
1) [bookmark: _Hlk163085436]gNB-reader immediately reports device ID to the CN upon receiving from the A-IoT device;
2) gNB-reader collects device ID from the A-IoT devices and sends random number of device IDs to the CN based on implementation;
3) gNB-reader reports the device ID list to the CN until collecting all the device IDs from the A-IoT devices;
From our point of view, we would like to exclude alternative 1 as it will result in signalling burden with frequent signalling exchange over NGAP. As a designer of interface, we do not want to see such frequent transmissions of device ID. As for the other two options left, we do not have a clear inclination. The alternative 2 provides a more flexible mechanism for reporting controllable device IDs, but will bring extra reporting procedure. In comparison, the alternative 3 support reduction of signalling overhead, but it requires a long transmission time to send all device ID within the device ID list. Actually, it is difficult to finalize which alternative to choose during the first meeting, we suggest to further analyse the signalling impact on the device ID reporting mechanism. 
Proposal 3: Exclude the reporting mechanism where gNB-reader immediately reports device ID to the CN upon receiving from the A-IoT device.
Proposal 4: Further analyse following device ID reporting mechanism:
1) gNB-reader collects device ID from the A-IoT devices and sends random number of device IDs to the CN based on implementation;
2) gNB-reader reports the device ID list to the CN until collecting all the device IDs from the A-IoT devices;

Moreover, if the requirement from application server is a specific command, CN will request the gNB-reader to page the device and to instruct the device to execute the corresponding behaviors. Once the device executes the command, CN needs to receive the feedback from gNB-reader that whether the command is executed successfully. In order to avoid introducing new procedure, the command instructed from CN can be reused by the new class-1 A-IoT paging procedure. From our view, it is proposed to use a harmonized procedure over NGAP for A-IoT inventory and command, the requested IE in the procedure could be vary according to the requirements from CN. 
Observation 5: In order to avoid introducing new procedure, the command instructed from CN can be reused by the new class-1 A-IoT paging procedure.
Proposal 5: It is proposed to use a harmonized procedure over NGAP for A-IoT inventory and command.

Considered the detailed content in the message, we believe it is still too early to discuss this, but there is one significant difference in the message to distinguish the common paging and indicated paging. 
Regard to common paging, the purpose is to page all Ambient IoT devices within the coverage of readers, there is no device identity contained in the request message of common paging. All Ambient IoT devices receiving the common paging will conduct the A-IoT random access procedure and report their identities. 
[bookmark: _Hlk163119496]For the dedicated paging, at least a device identity should be included in the paging request message, which is used by each A-IoT device to determine whether it needs to participate in subsequent procedures. The mentioned identity may be temporary or permanent ID, including device ID, mask ID, feature ID, etc. The identity contained in dedicated paging may be different according to different causes of triggering a dedicated paging. Note that the identity contained in the message of dedicated paging should be always stored in Ambient IoT devices’ memory or obtained by Ambient IoT devices. Each Ambient IoT device hinges on the information it stored or the identity received to determine whether the dedicated paging command is targeted to itself. 
Therefore, in order to distinguish the paging categorization, a device identity should be included for dedicated paging request, and no device identity should be included for common paging request.
Observation 6: Regard to common paging, the purpose is to page all Ambient IoT devices within the coverage of readers, there is no device identity contained in the message of common paging.
Observation 7: For the dedicated paging, at least a device identity (temporary or permanent ID, including device ID, mask ID, feature ID, etc.) should be included in the paging message, which is used by each A-IoT device to determine whether it needs to participate in subsequent procedures.
Proposal 6: In order to distinguish the paging categorization, a device identity should be included for dedicated paging request, and no device identity should be included for common paging request.

3	Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on paging for Ambient IoT:
Observation 1: The follow two paging-like scenarios should be considered when designing paging functionality for Ambient IoT: 1) Send inventory command to all Ambient IoT devices within the coverage of the reader; 2) Send inventory command to one Ambient IoT device/a certain group of Ambient IoT devices.
Observation 2: The functionality of A-IoT paging is to instruct one Ambient IoT device or a group of Ambient IoT devices or all Ambient IoT devices within the coverage of reader to perform random access procedure.
Observation 3: Different from legacy paging procedure, it is necessary for CN to retrieve the A-IoT device ID in A-IoT paging procedure, which uniquely identify the devices.
Observation 4: If a gNB-reader receives other inventory request at the time it is already in the process of inventory, it may delay the new request and send a reply making the be CN aware of the suspension.
Observation 5: In order to avoid introducing new procedure, the command instructed from CN can be reused by the new class-1 A-IoT paging procedure.
Observation 6: Regard to common paging, the purpose is to page all Ambient IoT devices within the coverage of readers, there is no device identity contained in the message of common paging.
Observation 7: For the dedicated paging, at least a device identity (temporary or permanent ID, including device ID, mask ID, feature ID, etc.) should be included in the paging message, which is used by each A-IoT device to determine whether it needs to participate in subsequent procedures.
Proposal 1: Dedicated paging and common paging should be supported as the basic function for A-IoT.
Proposal 2: A new class-1 A-IoT paging procedure is proposed to introduce over NGAP.
Proposal 3: Exclude the reporting mechanism where gNB-reader immediately reports device ID to the CN upon receiving from the A-IoT device.
Proposal 4: Further analyse following device ID reporting mechanism:
1) gNB-reader collects device ID from the A-IoT devices and sends random number of device IDs to the CN based on implementation;
2) gNB-reader reports the device ID list to the CN until collecting all the device IDs from the A-IoT devices;
Proposal 5: It is proposed to use a harmonized procedure over NGAP for A-IoT inventory and command.
Proposal 6: In order to distinguish the paging categorization, a device identity should be included for dedicated paging request, and no device identity should be included for common paging request.
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