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Introduction
In this paper we discuss the functional aspects of WAB-nodes.
A pCR for TR 38.799 is provided in the Annex.

Discussion
We discuss the following functional aspects of WAB-nodes:
· Configuration of WAB-nodes.
· NG connection management.
· Xn connection management.
· Mobility handling.
· Authorization handling.

Configuration of WAB-nodes

The movement of WAB-nodes results in several additional requirements compared to static gNBs.
One requirement stems from the fact that many configuration parameters of the WAB-node will be location-dependent and may need to be updated as the node moves. 
· One group of location-dependent parameters is the set of parameters needed for the establishment of new NG connection(s) as the node moves – this is because the set of neighbouring and “closest” CN (and RAN) nodes will change as the node moves. Given that the WAB-node may move across large geographical areas, at some point, it will likely be needed that the WAB-node to establish NG connection(s) towards a (new, local) CN. The same holds with respect to establishing a connection to the local OAM system or selecting a PLMN in roaming scenarios.
· Another group of parameters includes the parameters needed for the WAB-node to be able to serve UEs in its new area/location, such as the TAC(s), TAI(s), the cell ID(s), the PLMN ID(s) that the WAB-gNB should broadcast.
Observation 1: Many configuration parameters of the WAB-node are location-dependent, WAB-node configuration needs to be updated as the node moves.
The simplest approach to ensuring that the node is always appropriately configured is that the node is pre-configured with the configuration parameters pertinent to different potential geographical locations of the WAB-node.
Proposal 1-1: A WAB-node can be pre-configured with the parameters pertinent to different potential locations of the WAB-node.
Nevertheless, the pre-configuration approach is not very scalable, especially because the trajectory of WAB-nodes may be random, and because a node may even roam to a different PLMN. This speaks in favour of enabling the OAM to provide the location-dependent configuration parameters when needed, i.e., once the node finds itself at a new location.
Proposal 1-2: The OAM can provide configuration parameters to the WAB-node based on the location of the node.
Another requirement stemming from WAB-node mobility is that the continuity of OAM connectivity needs to be ensured as the node moves. The node may traverse areas of different OAM systems, and, from time to time, it may need to establish a connection towards a local OAM. In that respect, the node should be provisioned with the “contact details” of the local OAM (e.g., OAM system IP address, FQDN etc.). One simple approach would be to configure the node with the mapping between the location and the “contact details” of the local OAM. Based on such a mapping, the node can connect to the local OAM. 
Proposal 1-3: WAB-node should be provided with the information enabling it to connect to different OAM systems at different locations.   
The SID does not explicitly mention the support for roaming scenarios. However, such scenarios are considered by SA2 work on MWAB, and hence may also need to be considered by RAN3. An important question in that respect is whether, in roaming scenarios, the OAM system of the HPLMN or the OAM system of the VPLMN system manages the WAB-gNB.
Given that roaming into another PLMN depends on the physical location of the node, we assume that, in every roaming scenario, the WAB-MT will connect to a VPLMN. With respect to the WAB-gNB, we should consider two cases:
· Case 1: The WAB-MT connects to the VPLMN, the WAB-gNB remains connected to the HPLMN.
· Case 2: The WAB-MT connects to the VPLMN, the WAB-gNB connects to the VPLMN.
Obviously, whenever the WAB-gNB is connected to the HPLMN, regardless of whether the WAB-MT is connected to the HPLMN or the VPLMN, the OAM system of the HPLMN should configure and manage the WAB-gNB. Moreover, in case non-3GPP backhaul for WAB-nodes is supported (e.g., WAB-node uses a proprietary NTN IP backhaul connection), the only PLMN accessible to the node will be the HPLMN.
Proposal 1-4: In non-roaming scenarios and in the roaming scenarios where the WAB-gNB remains connected to the HPLMN, the WAB-gNB is configured by the OAM system in the HPLMN.
The scenario where both the WAB-MT and the WAB-gNB connect to a VPLMN is an advanced one. In case 3GPP wants to consider such a scenario, it would need to be discussed whether the WAB-gNB should connect to the OAM-system of the VPLMN or not. If the intention is that the WAB-gNB connects to the OAM-system of the VPLMN, the WAB-gNB would need to be redirected to the OAM system in the VPLMN. We do not think that this scenario should be considered from the standard point of view and that it is better to leave the corresponding OAM connection handling up to implementation.
Proposal 1-5: For roaming scenarios where the WAB-gNB connects to the VPLMN, if any, the WAB-gNB may connect to the OAM system in the VPLMN. How the WAB-gNB is redirected to connect to the OAM system in the VPLMN, is up to implementation. 
NG connection management
One of the SID objectives states:
-	Identify necessary inter-gNB- and gNB-to-CN signalling to address the support of WAB.
With respect to NG connection management for WAB-nodes, one aspect that should be considered is NG connection removal. We analyse two use cases for WAB-nodes in which NG removal may be needed: mobility and authorization handling.
With respect to mobility, according to the SID, WAB deployments should enable “5G access for UEs onboard aircrafts, cruise ships, helicopters, and vehicles in remote areas with limited sky visibility via an onboard gNB.”. In other words, the SID suggest that, in some relevant scenarios, WAB-nodes need to provide the 5G access while moving over large distances. In such scenarios, to be able to provide the desired QoS and timely handling of UE mobility, there is a need for the WAB-gNB to establish new NG connection(s) towards AMF(s) or AMF set(s) that are closer to its current location and that are “in charge” of the node’s current region. Consequently, the WAB-node should be able to remove its old NG connection(s) towards AMFs or AMF sets pertinent to its former location. Meanwhile, service continuity for the served UEs should be maintained.
Observation 2-1: Mobility of WAB-nodes requires support for NG connection removal.
In Rel-18, RAN3 specified the authorization handling framework for Mobile IAB-nodes, where the F1 connection of an unauthorized node was removed. The same ground principle applies for WAB-nodes, with the difference that, in case of WAB, the support for removal of its NG connection(s) is needed.
Observation 2-2: Support for NG connection removal is needed for WAB-node authorization handling.
Based on the above, we conclude that the support for WAB requires the support for NG connection removal.
Proposal 2-1: Support NG connection removal for WAB-nodes.
In some scenarios, where the trajectory of the vessel with the WAB-node is cyclic (but substantially long), instead of removing the NG connection, it may be more meaningful to suspend it, to avoid having to set it up and tear it down repeatedly. RAN3 should consider this aspect as well. 
Proposal 2-2: Discuss whether to support NG connection suspension for WAB-nodes.

Xn connection management
With respect to Xn connection management, it needs to be discussed whether a WAB-gNB should be able to establish Xn connectivity with the BH-gNB, and, potentially, with the surrounding gNBs. In our view, this is needed at least for the sake of resource multiplexing. Namely, the BH-gNB that serves the WAB-MT needs to be able to coordinate with the WAB-gNB with respect to the use of radio resources at the WAB-MT and the WAB-gNB. Note that, in Rel-17, RAN3 specified Xn signalling for resource multiplexing for IAB-nodes but also decided in Rel-18 not to support such signalling on the NG interface.
In addition, it may be beneficial for the WAB-gNB to establish Xn connectivity with the surrounding fixed gNBs, as it may facilitate handing over the UEs to surrounding gNBs, if needed.
Proposal 3-1: A WAB-gNB can establish an Xn connection at least with the BH-gNB.
Proposal 3-2: A WAB-gNB can establish Xn connections with the surrounding gNBs.
For IAB, RAN3 specified co-location discovery for the IAB-DU and the IAB-MT. We think that the same should be supported for WAB-nodes as well, i.e., that the BH-gNB should be aware that the WAB-MT is in the same WAB-node as the WAB-gNB that it maintains an Xn connection with. For example, for the sake of resource multiplexing between the WAB-MT and the WAB-gNB, both the WAB-gNB and the BH-gNB should be aware that the resource coordination between them pertains to the WAB-gNB and the WAB-MT of the same WAB-node. This awareness is especially important at the BH-gNB side, because the BH-gNB should be aware that the resources it is “negotiating” pertain only to the WAB-MT it serves, rather than to the entire cell that it serves.
Proposal 3-3: Support co-location discovery of WAB-MT and WAB-gNB at the BH-gNB. 

Mobility handling
The main issues related to WAB-node mobility are:
· Which mobility scenarios to support.
· Handling of UEs during WAB-node mobility.
· NG and Xn interface connection management during WAB-node mobility – this is discussed in Sections 2.2, and 2.3, respectively.
From the mobility scenarios point of view, two main groups of scenarios are intra-PLMN and inter-PLMN (i.e., roaming) scenarios. 
The intra-PLMN scenario can be divided into the following scenarios:
· WAB-node connects to the same AMF(s)/UPF(s) as it moves inside a PLMN.
· WAB-node connects to different AMF(s)/UPF(s) as it moves inside a PLMN.
Proposal 4-1: Support the following scenarios for intra-PLMN WAB-node mobility:
· WAB-node connects to the same AMF(s)/UPF(s) as it moves inside a PLMN.
· WAB-node connects to different AMF(s)/UPF(s) as it moves inside a PLMN.
With respect to inter-PLMN (i.e., roaming) scenarios, we think that the baseline scenario should be the one where the WAB-MT connects to the VPLMN, while the WAB-gNB remains connected to the HPLMN. On the other hand, the scenario where both WAB-MT and WAB-gNB connect to a VPLMN should be considered with lower priority as it raises the issue of coordination between the HPLMN and the VPLMN with respect to handling of the WAB-gNB.
Proposal 4-2: Support the roaming scenario where the WAB-MT connects to a VPLMN, and the WAB-gNB remains connected to the HPLMN.
Proposal 4-3: Down-prioritize the roaming scenario where both the WAB-MT and the WAB-gNB connect to a VPLMN.
The update of WAB-gNB configuration parameters as the node moves has a significant impact on UE handling. As mentioned earlier, as the WAB-node moves, the WAB-gNB may need to:
· Update its configuration parameters, e.g., cell IDs, gNB ID, PCI(s), TAC and RANAC.
· Establish/remove its NG/Xn connections.
In case the WAB-gNB configuration update (caused by mobility) is such that UE connectivity is unaffected, UE contexts need to be transferred between the old and the new AMF, if needed (e.g., if the WAB-gNB connects to a new AMF), and, for each UE, rebinding of the NG connection to the new SCTP association needs to be done.
On the other hand, the update of WAB-gNB configuration parameters, such as the TAC or cell ID, may affect UE connectivity. The configuration update may or may not be accompanied by change of AMF(s). Herein, certain actions are required to preserve UE connectivity after the node configuration update. For the UEs to continue to be served by the WAB-gNB, the WAB-gNB should power up one or more new cells with new configuration parameters, and the UEs may be handled as follows:
· A UE in RRC_CONNECTED state should be handed over between an old cell and a new cell served by the WAB-gNB (e.g., a cell with the old TAC and the cell with a new TAC). If the new cell has a TAC different than the old cell, the UE detects the new TAC, and, if the new TAC is outside the UE’s current registration area, the UE triggers the NAS Mobility Registration Update procedure towards the core network, as specified in TS 23.502. If the UE is supposed to be served by a new AMF, the new AMF retrieves the UE context from the old AMF.
· A UE in RRC_IDLE state served by the WAB-gNB detects a new TAC (of a new cell) and can trigger the NAS Mobility Registration Update procedure towards the core network, as specified in TS 23.502. If the UE is supposed to be served by a new AMF, the new AMF retrieves the UE context from the old AMF.
· A UE in RRC_INACTIVE state served by the WAB-gNB detects a new TAC/RANAC and triggers the Access Stratum RNA Update procedure towards WAB-gNB, and a NAS Mobility Registration Request towards the core network, as specified in TS 23.502. If the UE is supposed to be served by a new AMF, the new AMF retrieves the UE context from the old AMF.
 Proposal 4-4: Upon WAB-gNB mobility:
· If needed, the WAB-gNB may power up one or more new cells with new configuration parameters related to its current location.
· UEs in RRC_CONNECTED can be handed over between the old and new cell served by the WAB-gNB.
· For the UEs that detect a new TAC outside its registration area, mobility registration procedures defined in TS 23.502 are triggered.
· If needed, UE contexts can be transferred between the old and the new AMF.

Authorization handling
Another essential aspect related to WAB is authorization handling. It is expected that WAB-nodes will be authorized to provide service, e.g., only in certain areas or during certain parts of day, meaning that the service authorization status changes may be frequent. 
In our understanding, the WAB-node authorization status refers to service authorization, i.e., the right to serve UEs, rather than to security authorization, which has to do with whether the node has the right to access the network at all. Service authorization of WAB-nodes takes place at bootstrap, after the security authorization, and then, every time the service authorization status changes and every time the node connects to a new OAM system.
Proposal 5-1: Authorization of WAB-nodes pertains to service authorization, i.e., the right to serve UEs. 
During Rel-18, 3GPP specified the authorization handling framework for (m)IAB-nodes. This framework is MT-centric, meaning that the (m)IAB-node authorization status pertains to the IAB-MT. Nevertheless, we think that an MT-centric authorization handling approach is not suitable for WAB-nodes, for several reasons:
· If the authorization status pertains to the WAB-MT, the AMF serving the WAB-MT (the BH-AMF), and the AMFs(s) serving the UEs, need to coordinate. This requires enhancements to N14 inter-AMF (Namf_Communication) signalling and an introduction of an additional service operation. As of today, service operations of the Namf_Communication service are mostly used for handling of UE contexts during mobility. Note that the SID mentions roaming scenarios, meaning that the WAB-AMF and BH-AMF may even be in different PLMNs.
· The WAB-node and the UEs may be served by more than one WAB-AMF (e.g., several AMFs in an AMF set). Then, the following questions arise:
· To which of the WAB-AMFs should the BH-AMF indicate that the WAB-MT is not authorized? 
· How should the BH-AMF obtain the “contact details” of this WAB-AMF?
· Which N14 signalling should be used to deliver this indication? Current inter-AMF N14 signalling is UE-associated, while the indication would pertain to the entire WAB-node, rather than to any individual UE served by it. Another reason why UE-associated signalling may not be suitable is that the WAB-MT may not be formally associated to any WAB-AMFs.
· In roaming scenarios, the WAB-MT and WAB-gNB may be connected to different PLMNs. In that sense, authorization of the WAB-MT and authorization of WAB-gNB in two PLMNs should not be linked, as these are two separate networks.
· If the authorization status pertains to the WAB-MT, this implies that the BH link of the WAB-node shall use the 3GPP radio interface. On the other hand, given that the PLMN coverage is not global, we see benefits in allowing the BH link to use any of the available radio access technologies, even non-3GPP ones, such as, e.g., proprietary NTN IP connectivity or Wi-Fi. This is especially beneficial for providing coverage at desolate places, such as onboard ships at open sea.
Based on the above, we conclude that the service authorization status of the WAB-node should pertain to the WAB-gNB. The WAB-gNB service authorization in a PLMN may be executed when WAB-gNB connects to the security gateway (SeGW), or when it connects to the OAM and retrieves the configuration parameters during the plug-and-connect procedure as specified in TS 28.315.
Proposal 5-2: WAB-node service authorization status pertains to the WAB-gNB. 
Service authorization can be steered by policies, which can be provided to the node by the OAM as a part of configuration management (CM) data. In other words, an authorization policy can determine when the node is service-authorized and when it is not.
Proposal 5-3: The OAM can provide the WAB-gNB with the policies for controlling its service authorization status.
With respect to the handling of authorization status change from “authorized” to “not authorized”, the NG interface connection(s) of such a node should be removed. If the intention is to support graceful NG connection removal, the WAB-gNB should attempt to hand over the UEs, or release them, before removing the NG connection(s).
Proposal 5-4: The UEs served by a WAB-node whose authorization status changes from “authorized” to “not authorized” can either be handed over to other RAN nodes or released.
Proposal 5-5: The NG connection(s) of a WAB-gNB whose authorization status changes from “authorized” to “not authorized” can be removed or suspended. 
As mentioned earlier, the SID mentions roaming scenarios. Regardless of whether the node is roaming or not, service authorization should always be managed by the OAM in the home network.
Proposal 5-6: In all scenarios, including roaming scenarios, the WAB-gNB connected to the HPLMN is service-authorized by the home network. 

Based on the above discussion, a pCR for TR 38.799 is provided in the Annex.
Proposal 6: Agree the pCR for TR 38.799 in the Annex.

Conclusion
This paper discusses the functional aspects of WAB-node. The following is observed and proposed:

Configuration of WAB-nodes
Observation 1: Many configuration parameters of the WAB-node are location-dependent, WAB-node configuration needs to be updated as the node moves.
Proposal 1-1: A WAB-node can be pre-configured with the parameters pertinent to different potential locations of the WAB-node.
Proposal 1-2: The OAM can provide configuration parameters to the WAB-node based on the location of the node.
Proposal 1-3: WAB-node should be provided with the information enabling it to connect to different OAM systems at different locations.   
Proposal 1-4: In non-roaming scenarios and in the roaming scenarios where the WAB-gNB remains connected to the HPLMN, the WAB-gNB is configured by the OAM system in the HPLMN.
Proposal 1-5: For roaming scenarios where the WAB-gNB connects to the VPLMN, if any, the WAB-gNB may connect to the OAM system in the VPLMN. How the WAB-gNB is redirected to connect to the OAM system in the VPLMN, is up to implementation. 

NG connection management
Observation 2-1: Mobility of WAB-nodes requires support for NG connection removal.
Observation 2-2: Support for NG connection removal is needed for WAB-node authorization handling.
Proposal 2-1: Support NG connection removal for WAB-nodes.
Proposal 2-2: Discuss whether to support NG connection suspension for WAB-nodes.

Xn connection management
Proposal 3-1: A WAB-gNB can establish an Xn connection at least with the BH-gNB.
Proposal 3-2: A WAB-gNB can establish Xn connections with the surrounding gNBs.
Proposal 3-3: Support co-location discovery of WAB-MT and WAB-gNB at the BH-gNB. 

Mobility handling
Proposal 4-1: Support the following scenarios for intra-PLMN WAB-node mobility:
· WAB-node connects to the same AMF(s)/UPF(s) as it moves inside a PLMN.
· WAB-node connects to different AMF(s)/UPF(s) as it moves inside a PLMN.
Proposal 4-2: Support the roaming scenario where the WAB-MT connects to a VPLMN, and the WAB-gNB remains connected to the HPLMN.
Proposal 4-3: Down-prioritize the roaming scenario where both the WAB-MT and the WAB-gNB connect to a VPLMN.
Proposal 4-4: Upon WAB-gNB mobility:
· If needed, the WAB-gNB may power up one or more new cells with new configuration parameters related to its current location.
· UEs in RRC_CONNECTED can be handed over between the old and new cell served by the WAB-gNB.
· For the UEs that detect a new TAC outside its registration area, mobility registration procedures defined in TS 23.502 are triggered.
· If needed, UE contexts can be transferred between the old and the new AMF.

Authorization handling
Proposal 5-1: Authorization of WAB-nodes pertains to service authorization, i.e., the right to serve UEs. 
Proposal 5-2: WAB-node service authorization status pertains to the WAB-gNB. 
Proposal 5-3: The OAM can provide the WAB-gNB with the policies for controlling its service authorization status.
Proposal 5-4: The UEs served by a WAB-node whose authorization status changes from “authorized” to “not authorized” can either be handed over to other RAN nodes or released.
Proposal 5-5: The NG connection(s) of a WAB-gNB whose authorization status changes from “authorized” to “not authorized” can be removed or suspended. 
Proposal 5-6: In all scenarios, including roaming scenarios, the WAB-gNB connected to the HPLMN is service-authorized by the home network. 

The pCR
Proposal 6: Agree the pCR for TR 38.799 in the Annex.

Annex: pCR for TR 38.799

-------------------------------------------Start of changes-------------------------------------------

X.1	Configuration of WAB-nodes

Certain configuration parameters of the WAB-node will be location-dependent and may need to be updated as the node moves. 
The location-dependent WAB configuration parameters include, e.g.:
· The parameters needed for the WAB-node to connect to new core network nodes (e.g., AMF) and to select a new core network.
· The parameters that enable the RAN node to connect to and communicate with the OAM system.
· The configuration parameters that are necessary for the WAB-node to serve UEs in its new area/location, e.g., the TAC(s), the cell ID(s), the PLMN ID(s) that the WAB-gNB should broadcast.
· In case the WAB-node is roaming to another PLMN, the parameters needed for the WAB-node to select the new PLMN and the parameters pertaining to the new PLMN.
A WAB-node can be pre-configured with the parameters pertinent to different potential locations of the WAB-node.
Alternatively, the OAM can provide configuration parameters to the WAB-node based on the location of the node.
Another requirement stemming from WAB-node mobility is that the continuity of OAM connectivity needs to be ensured as the node moves. As the node moves, it may traverse areas of different OAM systems, and, from time to time, it needs to establish a connection towards the local OAM. In that respect, the node should be provisioned with the “contact details” of the local OAM (e.g., OAM system IP address, FQDN etc.). Hence, a WAB-node can be provided with the information enabling it to connect to different OAM systems at different locations.   
In non-roaming scenarios, and in the roaming scenarios where the WAB-gNB remains connected to the HPLMN, the WAB-gNB is configured by the OAM system in the HPLMN.

X.2	NG connection management
To be able to provide the desired QoS and timely handling of UE mobility, the WAB-gNB may establish new NG connection(s) towards AMF(s) or AMF set(s) that are closer to its current location and removes its old NG connection(s) towards AMFs or AMF sets pertinent to its former location. 
When the service authorization status of a WAB-gNB changes from “authorized” to “not authorized”, the WAB-gNB removes its NG connection(s) after handing over or releasing the UEs.
Editor’s Note: FFS whether NG connection suspension is supported.

X.3	Xn connection management
A WAB-gNB can establish and remove Xn connections with the BH-gNB and with the surrounding gNBs.
The WAB-gNB and BH-gNB can use the Xn connection to discover the co-location of the WAB-MT and WAB-gNB and to coordinate resource multiplexing between the WAB-gNB and the WAB-MT.

X.4	Mobility handling
The following mobility scenarios are supported:
1. Intra-PLMN scenario where the WAB-node connects to the same AMF(s)/UPF(s) as it moves inside a PLMN.
2. Intra-PLMN scenario where the WAB-node connects to different AMF(s)/UPF(s) as it moves inside a PLMN.
3. Inter-PLMN scenario where the WAB-MT connects to a VPLMN, while the WAB-gNB remains connected to the HPLMN.

X.4.1	WAB-MT mobility in the HPLMN
WAB-MT mobility procedure reuses the Xn-based and NG-based UE handover procedures. 
The WAB-gNB can establish Xn connectivity with the BH-gNB and surrounding gNBs.
In intra-PLMN scenarios, the WAB-MT may be served by different AMFs as it moves. 

X.4.2	WAB-gNB mobility in the HPLMN
During WAB-node movement, the configuration parameters of the WAB-gNB may need to be updated, the NG and/or Xn connection(s) of the WAB-gNB may be removed, and new NG and/or Xn connection(s) may be established. The NG connection handling and WAB-gNB configuration update may affect the served UEs.
1. Based on, e.g., its current location and/or additional criteria, the WAB-gNB determines that it should establish one or more NG connections towards one or more new AMFs or AMF sets. The WAB-gNB may obtain the configuration parameters needed to establish the connection to the new AMF and the parameters needed for the WAB-gNB to operate and serve UEs in the new area (e.g., a new set of cell IDs, gNB ID, PCI(s), TAC and RANAC). FFS how the WAB-gNB obtains these parameters.
2. The WAB-gNB establishes one or more new NG connections towards one or more new AMFs and, optionally, establishes an Xn connection with the BH-gNB.
3. In case the update of WAB-gNB cell configuration parameters is such that the UE connectivity is not affected, the UE contexts are transferred between the old and the new AMF, and, for each UE, rebinding of the NG connection to the new SCTP association is done. In case the update of WAB-gNB cell configuration parameters is such that the UE connectivity is affected (e.g., new TAC(s) and cell ID(s)), the WAB-gNB powers up one or more new cells and handles the UEs as follows:
a. A UE in RRC_CONNECTED state is handed over between an old cell and a new cell served by the WAB-gNB. If the new cell has a TAC different than the old cell, the UE detects the new TAC. If the new TAC is outside the UE’s registration area, the UE triggers the NAS Mobility Registration Update procedure towards the core network. In case the UE is supposed to be served by a new AMF, the new AMF retrieves the UE context from the old AMF.
b. A UE in RRC_IDLE state served by the WAB-gNB detects a new TAC (of the new cell) and triggers the NAS Mobility Registration Update procedure towards the core network. In case the UE is supposed to be served by a new AMF, the new AMF retrieves the UE context from the old AMF.
c. A UE in RRC_INACTIVE state served by the WAB-gNB detects a new TAC/RANAC and triggers the Access Stratum RNA update procedure towards WAB-gNB and NAS Mobility Registration Request towards the core network. In case the UE is supposed to be served by a new AMF, the new AMF retrieves the UE context from the old AMF.
4. The NG connections between the WAB-gNB and the old AMF(s) are removed. FFS whether NG connections can be suspended.

X.4.3	WAB-MT mobility to a VPLMN
During WAB-node movement, the WAB-MT may connect to a PLMN different than its HPLMN. If the WAB-gNB remains connected to the HPLMN, legacy framework for UE roaming may be reused for the WAB-MT. In this case, the WAB-gNB is managed by the OAM in the HPLMN. FFS whether reconfiguration of the WAB-gNB is needed in this case.

X.5	Authorization handling
The authorization status of the WAB-node pertains to the authorization status of WAB-gNB. The WAB-gNB operation authorization in a PLMN may be executed when WAB-gNB connects to the SeGW, or when it connects to the OAM and retrieves the configuration parameters during the plug-and-connect procedure as specified in TS 28.315 [x].
The WAB-node authorization status refers to service authorization, i.e., the right to serve UEs. Service authorization of WAB-nodes takes place at bootstrap, after the security authorization, and then, every time the service authorization status changes, and every time the node connects to a new gNB system. Service authorization should be steered by policies, which can be provided to the node as a part of configuration management (CM) data.
When the service authorization status changes from “authorized” to “not authorized”, the WAB-gNB attempts to hand over the UEs, or release them, before removing the gNB connection(s) towards the WAB-AMF(s). 
In all scenarios, including roaming scenarios, the WAB-gNB is service-authorized by the home network.
-------------------------------------------End of changes-------------------------------------------
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