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Introduction
During RAN#103 meeting, the updated SID for additional topological enhancements has been agreed in [1]. The objectives for 5G femto are copied in the below. In this contribution, we discuss the access control (re-)using the existing CAG functionality for 5G femto and provide our initial considerations. 
	The objectives of the 5G Femto study are as follows:

-
Study the overall RAN architecture and required functional and procedural impacts for supporting 5G Femto deployments [RAN3]. 

-
Study how to define the 5G access control mechanism by (re-)using the existing CAG functionality and identify needed enhancements (if any) [RAN3].

-
Clarify the access to local services from the 5G Femto via collocated local UPF and identify issues, if any [RAN3].

NOTE 1: The study involves a gap analysis of existing 5G functionality with HomeNB functionality.

NOTE 2: No impact on the UE.

NOTE 3: Coordination with other WGs (e.g. SA2) when needed.


Discussion
In NR, Non-Public Network (NPN) is a network for non-public use which can be deployed as a Stand-alone Non-Public Network (SNPN) or a Public Network Integrated (PNI) NPN when relying on the support of a PLMN. As stated in the objective for the 5G femto, it needs to be studied how to define the 5G access control mechanism by (re-)using the existing CAG functionality. In NPN, a CAG identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG in PNI-NPN. And a CAG is identified by a CAG identifier broadcast in SIB1.

In general, we think the existing CAG functionality can be reused for access control for 5G femto. In CAG mechanism,  CAG-capable UE can be configured with an Allowed CAG list containing the CAG identifiers which the UE is allowed to access ( which may be associated with time validity information) and a CAG-only indication if the UE is only allowed to access 5GS via CAG cells. Meanwhile, the NG-RAN node is configured with allowed CAG list and whether the UE is allowed to access non-CAG cells from AMF. 

For IDLE mode UE, the UE checks the suitability of CAG cells based on the Allowed CAG list provided by upper layers and a CAG-only cell can only be suitable for its subscribers. For inactive mode UE, the mobility is based on the mobility restrictions received in the UE context. And during the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell as specified in TS 23.501. If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the list of CAGs allowed for the UE and indicates whether the UE is allowed to access non-CAG cells. If the check is not successful, the AMF shall reject setting up the UE-associated NG connection and inform the NG-RAN node with an appropriate cause value. 

For connected mode UE, the source NG-RAN node determines a target cell among the candidates which is compatible with the received PNI-NPN restrictions. Specifically, source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and none of the CAG Identifiers supported by the CAG cell are part of the UE's Allowed CAG list in the Mobility Restriction List or if no Allowed CAG list has been received from the AMF. And source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells based on the Mobility Restriction List. And the target NG-RAN node checks whether the selected target cell is compatible with the received mobility restrictions. Specifically, if the target cell is a CAG cell, target NG-RAN shall reject the N2 based handover procedure if none of the CAG Identifiers supported by the CAG cell are part of the UE's Allowed CAG list in the Mobility Restriction List or if no Allowed CAG list has been received from the AMF; If the target cell is a non-CAG cell, target NG-RAN shall reject the N2 based handover procedure if the UE is only allowed to access CAG cells based on the Mobility Restriction List.
As discussed in [2], a femto node may connect to the core network via a GW which has NG proxy function, as illustrated in Figure 1. In this architecture, the GW acts as an AMF to the femto node, and acts as a gNB to the AMF. In this case, the access control function in the AMF needs to be supported in the GW as well, e.g., the GW checks whether the UE is allowed to access the cell during the establishment of the UE-associated logical NG-connection towards the 5GC.   
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Figure 1. Architecture of 5G femto wth GW
Proposal 1: The existing CAG functionality is reused for access control for 5G femto.

Proposal 2: If a femto node connects to the core network via a GW which has NG proxy function, the access control function in the AMF needs to be supported in the GW. 
Conclusion
In this contribution, we discussed the access control (re-)using the existing CAG functionality for 5G femto and provided our initial considerations. And we have the following proposals:

Proposal 1: The existing CAG functionality is reused for access control for 5G femto.

Proposal 2: If a femto node connects to the core network via a GW which has NG proxy function, the access control function in the AMF needs to be supported in the GW. 
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