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1 Introduction
Based on the discussion in [1], the TPs to BL CRs of 38.423,38.413 and 38.300 are provided in Annex. 
2 Reference
R3-231773, Discussion on RAN support for eNPN phase 2, ZTE.

Annex A: TP to BLCR of NGAP
<<<<<<<<<<<<<<<<<<<< START OF CHANGES >>>>>>>>>>>>>>>>>>>>

9.2.5.1
INITIAL UE MESSAGE

This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	reject

	RRC Establishment Cause
	M
	
	9.3.1.111
	
	YES
	ignore

	5G-S-TMSI
	O
	
	9.3.3.20
	
	YES
	reject

	AMF Set ID
	O
	
	9.3.3.12
	
	YES
	ignore

	UE Context Request
	O
	
	ENUMERATED (requested, ...)
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	
	YES
	reject

	Source to Target AMF Information Reroute
	O
	
	9.3.3.27
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	PLMN Identity

9.3.3.5
	Indicates the selected PLMN id for the non-3GPP access.
	YES
	ignore

	Selected SNPN Identity
	O
	
	NID

9.3.3.42
	This IE together with the Selected PLMN Identity IE Indicates the selected SNPN for the non-3GPP access.
	YES
	ignore

	IAB Node Indication
	O
	
	ENUMERATED (true, ...)
	Indication of an IAB node
	YES
	reject

	CE-mode-B Support Indicator
	O
	
	9.3.1.156
	
	YES
	reject

	LTE-M Indication
	O
	
	9.3.1.157
	
	YES
	ignore

	EDT Session
	O
	
	ENUMERATED (true, …)
	
	YES
	ignore

	Authenticated Indication
	O
	
	ENUMERATED (true, …)
	Indicates the FN-RG has been authenticated by the access network.
	YES
	ignore

	NPN Access Information
	O
	
	9.3.3.46
	
	YES
	reject

	RedCap Indication
	O
	
	9.3.1.228
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<< NEXT OF CHANGES >>>>>>>>>>>>>>>>>>>>

9.3.1.25
Target ID

This IE identifies the target for the handover.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE Target ID
	M
	
	
	
	-
	

	>NG-RAN
	
	
	
	
	
	

	>>Global RAN Node ID
	M
	
	9.3.1.5
	
	-
	

	>>Selected TAI
	M
	
	TAI

9.3.3.11
	
	-
	

	>>Selected SNPN Identity
	O
	
	NID

9.3.3.42
	This IE together with the PLMN Identity IE included in the Selected TAI IE Indicates the target SNPN.
	-
	

	>E-UTRAN
	
	
	
	
	
	

	>>Global eNB ID
	M
	
	Global ng-eNB ID

9.3.1.8
	
	-
	

	>>Selected EPS TAI
	M
	
	EPS TAI

9.3.3.17
	
	-
	

	>Target RNC-ID
	
	
	
	
	YES
	reject

	>>LAI
	M
	
	9.3.3.30
	
	-
	

	>>RNC-ID
	M
	
	9.3.1.123
	This IE is ignored if the Extended RNC-ID IE is included in the Target ID IE.
	-
	

	>>Extended RNC-ID
	O
	
	9.3.1.124
	The Extended RNC-ID IE is used if the RNC identity has a value larger than 4095.
	-
	

	>Target Home eNB ID
	
	
	
	
	YES
	reject

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Home eNB ID
	M
	
	BIT STRING (SIZE(28))
	Equal to the E-UTRA Cell Identity IE contained in the E-UTRA CGI IE of the cell served by the eNB.
	-
	

	>>Selected EPS TAI
	M
	
	EPS TAI

9.3.3.17
	
	-
	


<<<<<<<<<<<<<<<<<<<< NEXT OF CHANGES >>>>>>>>>>>>>>>>>>>>

9.3.1.184
NPN Mobility Information

This IE indicates the access restrictions related to an NPN.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Mobility Information
	M
	
	
	

	>SNPN Mobility Information
	
	
	
	

	>>Serving NID
	M
	
	NID

9.3.3.42
	

	>>Equivalent SNPNs
	
	0..<maxnoofESNPNs>
	
	Allowed SNPNs in addition to Serving SNPN.

This list corresponds to the list of "equivalent SNPNs" as defined in TS 24.501 [26].

This list is part of the roaming restriction information. Roaming restrictions apply to SNPNs other than the Serving SNPN and Equivalent SNPNs.

	 >>> PLMN ID
	M
	
	PLMN Identity

9.3.3.5
	

	 >>> NID
	M
	
	NID

9.3.3.42
	

	>PNI-NPN Mobility Information
	
	
	
	

	>>Allowed PNI-NPN List
	M
	
	9.3.3.45
	


	Range bound
	Explanation

	maxnoofESNPNs
	Maximum no. of equivalent SNPNs. Value is 15.


<<<<<<<<<<<<<<<<<<<< END OF CHANGES >>>>>>>>>>>>>>>>>>>>

Annex B : TP to BLCR of XnAP
<<<<<<<<<<<<<<<<<<<<START OF CHANGES >>>>>>>>>>>>>>>>>>>>

9.2.3.119
NPN Mobility Information

This information element indicates the access restrictions related to an NPN.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Mobility Information
	M
	
	
	

	>SNPN Mobility Information
	
	
	
	

	>>Serving NID
	M
	
	NID

9.2.2.65
	

	>>Equivalent SNPNs
	
	0..<maxnoofESNPNs>
	
	Allowed SNPNs in addition to Serving SNPN.

This list corresponds to the list of "equivalent SNPNs" as defined in TS 24.501 [30].

This list is part of the roaming restriction information. Roaming restrictions apply to SNPNs other than the Serving SNPN and Equivalent SNPNs.

	  >>>PLMN ID
	M
	
	PLMN Identity

9.2.2.4
	

	  >>>NID
	M
	
	NID

9.2.2.65
	

	>PNI-NPN Mobility Information
	
	
	
	

	>>Allowed PNI-NPN ID List
	M
	
	9.2.3.120
	


	Range bound
	Explanation

	maxnoofESNPNs
	Maximum no. of equivalent SNPNs. Value is 15.


<<<<<<<<<<<<<<<<<<<< END OF CHANGES >>>>>>>>>>>>>>>>>>>>

Annex C : TP to BLCR of TS38.300
<<<<<<<<<<<<<<<<<<<< START OF CHANGES >>>>>>>>>>>>>>>>>>>>

9.4
Roaming and Access Restrictions

The roaming and access restriction information for a UE includes information on restrictions to be applied for subsequent mobility action during CM-CONNECTED state. It may be provided by the AMF and also may be updated by the AMF later.

It includes the forbidden RAT, the forbidden area and the service area restrictions as specified in TS 23.501 [3]. It also includes serving PLMN/SNPN and may include a list of equivalent PLMNs/SPNPs. It may also include PNI-NPN mobility restrictions (i.e. list of CAGs allowed for the UE and whether the UE can also access non-CAG cells). The gNB shall consider that roaming or access to CAG cells is only allowed if PNI-NPN mobility information is available for the UE.

Upon receiving the roaming and access restriction information for a UE, if applicable, the gNB should use it to determine whether to apply restriction handling for subsequent mobility action, e.g., handover, redirection.

If the roaming and access restriction information is not available for a UE at the gNB, the gNB shall consider that there is no restriction for subsequent mobility actions except for the SNPN mobility and PNI-NPN mobility as described in TS 23.501 [3].

Only if received over NG or Xn signalling, the roaming and access restriction information shall be propagated over Xn by the source gNB during Xn handover. If the Xn handover results in a change of serving PLMN/SNPN (to an equivalent PLMN/SNPN), the source gNB shall replace the serving PLMN/SNPN with the identity of the target PLMN/SNPN and move the serving PLMN/SNPN to the equivalent PLMN/SNPN list, before propagating the roaming and access restriction information.
If NG-RAN nodes with different versions of the XnAP or NGAP protocol are deployed, information provided by the 5GC within the NGAP Mobility Restriction List may be lost in the course of Xn mobility. In order to avoid such loss of information at Xn handover or UE context retrieval due to a source NG-RAN node or an old NG-RAN node not able to recognise the entire content, the source NG-RAN node or the old NG-RAN node may provide an 5GC Mobility Restriction List Container to the target NG-RAN node or the new NG-RAN node, containing the Mobility Restriction List as received from the 5GC. The target NG-RAN node or the new NG-RAN node shall use the information contained in the 5GC Mobility Restriction List Container as the Mobility Restriction List, except for the Serving PLMN/SNPN and the Equivalent PLMNs/SNPNs, which the NG-RAN node shall use from the XnAP Mobility Restriction List. The 5GC Mobility Restriction List Container may be propagated at future Xn handover and UE context retrieval.

<<<<<<<<<<<<<<<<<<<< NEXT OF CHANGES >>>>>>>>>>>>>>>>>>>>

16.6
Stand-Alone NPN

16.6.1
General

An SNPN is a network deployed for non-public use which does not rely on network functions provided by a PLMN (see clause 4.8). An SNPN is identified by a PLMN ID and NID (see clause 8.2) broadcast in SIB1.

An SNPN-capable UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode, the UE only selects and registers with SNPNs. When the UE is not set to operate in SNPN access mode, the UE performs normal PLMN selection procedures.

Emergency services and ETWS /CMAS can be supported by SNPNs. An IMS Emergency call support indication is provided per SNPN to inform the UE which SNPN(s) support emergency bearer. In normal service state the indication is provided in the same way as in case of PLMNs (see clause 16.5.2). In limited service state and for emergency services other than eCall over IMS, a UE is informed whether an SNPN of the cell supports emergency services over NG-RAN from a per SNPN broadcast indication (imsEmergencySupportForSNPN). The broadcast indicator for an SNPN may be set to "support" if any AMF of the SNPN supports IMS emergency bearer services.

NR-NR Dual Connectivity within a single SNPN is supported.

16.6.2
Mobility

16.6.2.1
General

The same principles as described in 9.2 apply to SNPN except for what is described below.

UEs operating in SNPN access mode only (re)select cells within the selected/registered SNPN or equivalent SNPNs and a cell can only be considered as suitable if the PLMN and NID broadcast by the cell matches the selected/registered SNPN or equivalent SNPNs.
In addition, manual selection of SNPN(s) is supported, for which HRNN(s) can be optionally provided.

The roaming and access restrictions applicable to SNPN are described in clause 9.4.

16.6.2.2
Inactive Mode

The mobility of a UE in inactive mode builds on existing functionality described in clause 9.2.2 and is limited to the serving SNPN and equivalent SNPNs identified within the mobility restrictions received in the UE context.

16.6.2.3
Connected Mode

The NG-RAN node is aware of the SNPN ID(s) supported by neighbour cells.

At the time of handover, cells that do not support the serving SNPN ID or equivalent SNPNs within the mobility restrictions received in the UE context are not considered as candidate target cells by the source NG-RAN node.

The target NG-RAN node performs access control. In case it cannot accept the handover for the serving SNPN the target NG-RAN node fails the handover including an appropriate cause value.

16.6.3
Self-Configuration for SNPN

Self-configuration is described in clause 15. In addition, on NG, the NG-RAN node signals the SNPN ID(s) supported per tracking area and the AMF signals the SNPN ID(s) supported per node; on Xn, NG-RAN nodes exchange SNPN ID(s) supported per cell.

16.6.4
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell for the signalled SNPN ID as specified in TS 23.501 [3].

If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the mobility restrictions applicable for the SNPN.

If the check is not successful, the AMF shall reject setting up the UE-associated NG connection and inform the NG-RAN node with an appropriate cause value as specified in TS 23.501 [3].

16.6.5
Access with subscription/credentials owned by a Credentials Holder

An SNPN may allow access to UEs being authorized using credentials or subscription owned by a separate Credentials Holder (CH). The support of this feature is uniform across the SNPN as specified in TS 23.501 [3].

The following information is broadcast to support SNPN access with subscription of a Credentials Holder:

-
an indication per SNPN in SIB1 that access using credentials from a Credentials Holder is supported;

-
optionally a list of supported GINs in SIB18 (each GIN may be assigned to one or more SNPNs);

-
an optional indication per SNPN in SIB1 that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN.

The above listed items are forwarded to the UE NAS layer that uses them for SNPN selection.

16.6.6
Support of UE onboarding and remote provisioning

An SNPN may offer support for restricted 3GPP connectivity for remote provisioning of credentials. The feature is enabled/disabled per cell.

The following information is broadcast to support UE onboarding and remote provisioning:

-
an indication per onboarding SNPN in SIB1 that UE onboarding is enabled;

-
optionally a list of supported GINs in SIB18 (each GIN may be assigned to one or more onboarding SNPNs).

The above listed items are forwarded to the UE NAS layer that uses them for onboarding SNPN selection. When a UE intends to perform onboarding, it sends the onboarding request indication to the gNB during RRC connection establishment.

The NG-RAN nodes receive information about onboarding support capabilities of the AMF(s). This information is used by the NG-RAN node to select a suitable AMF when receiving the onboarding request indication from the UE.

<<<<<<<<<<<<<<<<<<<< END OF CHANGES >>>>>>>>>>>>>>>>>>>>


