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Introduction
Last meeting agreed 
RAN3#119:
With respect to mIAB-DU migration and partial migration, RAN3 to discuss how the mobile IAB-DU’s parameters are (re-)configured.
Capture on stage 2 that the TAC/RANAC broadcast by the mobile IAB-DU can be changed in order to reflect the mIAB-node’s physical location. It needs to be further discussed how the mobile IAB-DU’s TAC/RANAC is changed and what Stage 3 impacts are (if any). 
Details to be continued…
This contribution provides further analysis on these issues. 
OAM
In current network, the OAM (e.g. an OAM server for RAN) is responsible for following main functions:
· Configuration Management (CM), which allows operator to install/configure/reconfigure a RAN network device to meet short/long-term requirements, e.g. to react to incidents such as traffic load requirements, performance, capacity and customer satisfaction through the enhancement of the network or equipment up-grade. CM allows to mix and match of equipment from different vendors.
· Performance Management (PM), which allows operator to configure performance measurement, and collect performance measurement report.
· Fault Management (FM), which allows operator to monitor and manage the RAN network node, configure alarm related information only on demand by the operator or based on operator configured policy.
· Software Management, which allows operator to install/upgrade the software of a network node. 
· Security management, etc.

Whenever a new RAN network device is deployed, the OAM need to be aware of it, e.g. for CM, PM or FM. This is same for IAB, e.g. whenever an IAB performs integration procedure to start its normal operation, or whenever the IAB-MT is handover to a different parent cell. Current standard already allows the mix deployment of network nodes from different vendors, e.g. an IAB from Vendor A, and IAB-donor from Vendor B. 
Observation 1: OAM need to be aware of the IAB’s integration and migration, for Configuration Management, Performance Management (PM), Fault Management (FM), etc. 
Rel-16/17 IAB (re-)configuration
Just like a normal gNB-DU, IAB-DU is configured by its OAM server regarding the FQDN/IP address of SeGW, donor-CU’s FQDN/IP address, NCGI, TAC and other DU related parameters. In a specific location where a Rel-16/17 IAB will be deployed, there may be more than one candidate parent cell. The candidate parent cells may belong to same or different IAB-donor. The IAB need to be configured with the appropriate NCGI/TAC in order to be able to setup F1 with the right IAB-donor-CU. For example, IAB-MT connects with IAB-donor1-CU, OAM should configure IAB-DU with a NCGI related to IAB-donor1, rather IAB-donor2.
The initial configuration of the IAB-DU is performed during the IAB’s integration procedure, e.g. after the IAB setup connection with OAM in Phase 1 (if using PDU session for OAM connection) or in Phase 2-1 (if using BH IP for OAM connection). 
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After the IAB setup the OAM connection, the IAB may report its location, e.g. GNSS coordinate, and/or an information of its parent cell (e.g. NCGI and TAC of its parent cell) to the OAM server. In Rel-16/17 IAB integration procedure, it is same IAB-donor-CU terminates IAB-MT’s RRC and IAB-DU’s F1. Once IAB-MT report its parent cell information (e.g. a NCGI of IAB-donor1), OAM server can determine the related IAB-donor-CU for the IAB-DU, then the OAM server can configure IAB with the right DU related parameters and the FQDN/IP address of the SeGW/IAB-donor-CU to the IAB. 
The FQDN/IP address of the SeGW is required for IAB-DU to setup a secure connection (e.g. IPSec tunnel) between the IAB-DU and SeGW, before the IAB-DU initiate the F1 setup.
Observation 2-1: in Rel-16/17, OAM server can configure the IAB based on IAB’s location.
Observation 2-2: in Rel-16/17, before IAB-DU initiate F1 setup with IAB-donor-CU, the IAB need to be configured with the FQDN/IP address of the SeGW and IAB-donor-CU.

Rel-18 mobile IAB (re-)configuration
Rel-18 mobile IAB brings new challenge to configuration/reconfiguration, due to the movement of the mobile IAB. A mobile IAB may start its initial integration at its home city/country (e.g. location A), then move to a different city/country (e.g. location B). Since some OAM functions, e.g. CM or PM, is related to IAB’s current location and may be only valid to the OAM server of IAB’s current city/country. In other words, the mobile IAB may connect with an initial (or source) OAM server in its home city/country. When the IAB moves to a different city/country, it has to connect with a local (or target) OAM server. The source OAM and target OAM may use different SeGWs, so the IAB-DU need to know the FQDN/IP address of the target SeGW before the IAB-DU setup F1 with new/target IAB-donor-CU. 


[bookmark: _Ref121140254]Figure 1: example for mobile IAB using different SeGW/OAM when mobile IAB moves from A to B
Observation 3-1: mobile IAB may require a change of management system when the mobile IAB move from Location A to Location B.

The changing of the management system also happens in LTE HeNB. As described in SA5 TS32.593, a HeNB may initially connect with an initial HeNB Management System (HeMS), then redirect/reconnect with a serving HeMS based on the HeNB’s location. TS32.593 defines following procedures for Serving HeMS Discovery via Initial HeMS:
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[bookmark: _Ref232584220]Figure 2: TS32.593 Figure 5-2: Target HeMS Discovery via Source HeMS accessible inside operator’s private secure network domain
The information of initial HeMS/SeGW (e.g. FQDN or IP address of the initial HeMS/SeGW) may be factory configured in the HeNB. (The following text is copied from TS32.593)
--
1. Steps 1.1-1.5 allow HeNB to establish a secure connection with the Intial HeMS. 
1.1 The HeNB initiates a process to get IP address of the Initial SeGW. If the HeNB already has the IP address then go to step 1.3. If the HeNB has the FQDN, the HeNB performs DNS query to a public DNS for the IP address corresponding to the FQDN of the Initial SeGW.
1.2.DNS responds to the HeNB with the IP address of the Initial SeGW. 
1.3 A secure connection via IPSec tunnel is established between the HeNB and Initial SeGW. 
1.4 The HeNB initiates a process to get IP address of the Initial HeMS. If the HeNB already has the IP address then skip step 1.4 and step 1.5. If the HeNB has the FQDN, the HeNB performs DNS query to a private DNS for the IP address corresponding to the FQDN of the Initial HeMS.
1.5 Private DNS responds to the HeNB with the IP address of the Initial HeMS.
A secure connection via IPSec tunnel is now established between the HeNB and the Initial HeMS.

2. Steps 2.1-2.2 allow the HeNB to establish a TR-069 session with Initial HeMS, as specified in [7]. 
2.1 	The HeNB sends to Initial HeMS an Inform request containing Device ID of the HeNB and optionally location information and/or other parameters.

3. Steps 3.1-3.2 allow the HeMS to provide the HeNB with the FQDN or the IP address of the Serving SeGW and Serving HeMS. 
3.1. Initial HeMS invokes SetParameterValues RPC method to configure the FQDN or the IP address of the Serving SeGW and Serving HeMS. The Initial HeMS must provide the identity of the Serving SeGW and Serving HeMS in exactly the form as contained in the server certificate (IP address or FQDN), as the HeNB will perform a match of the subject name in the certificate against this configured parameter. Initial HeMS may also provide the far-end IP address of the S1 interface at this stage. If the Initial HeMS does not provide the far-end IP address of the S1 interface the Serving HeMS should provide it during the procedure for registration of HeNB with Serving HeMS (clause 5.1.3).
--

Similar method can be used for mobile IAB (re-)configuration. An example call flow based on the example (Figure 1) is shown as below:


Figure 3: example call flow for changing SeGW/OAM for mobile IAB when it moves from A to B
· Step 1: At location A, IAB performs integration procedure as Rel-16/17. IAB connect with source IAB-donor. IAB connects with source SeGW/OAM. 
· Step 2: IAB-MT connect with target IAB-donor, e.g. partial migration.
· Step 3a: IAB report its location to Source OAM. OAM need to be aware of the IAB’s location, e.g. for Performance Management purpose. The IAB may report its location periodically, or its location is changed, e.g. whenever IAB-MT is handover to a different parent cell. 
· Step 3b: based on the IAB-MT’s parent cell information (e.g. NCGI of target IAB-donor), the Source OAM determine IAB need to change management system, and provide the FQDN/IP address of target SeGW/OAM. In this example, target SeGW/OAM is used for IAB in location B.
· Step 4: IAB setup secure connection with the target SeGW. 
· Step 5: IAB-DUb connect with the target OAM. IAB-DU provides its location to target OAM. 
· Step 6: based on the IAB’s location, the target OAM configures IAB-DU with the DU parameters (e.g. NCGI, TAI, etc) related to target IAB-donor. 
· Step 7: IAB-DU setup F1 with target IAB-donor. 
· Step 8: IAB-DU migration is performed, e.g. handover the connected UE(s) from source IAB-donor to target IAB-donor. 
The detail of the OAM configuration needs to be discussed in SA5. At current stage, there is no shown stopper to use OAM to (re-)configure IAB-DU.
Observation 3-2: Same mechanism as HeNB management system can be used for mobile IAB, when mobile IAB need to change OAM system.
Observation 3-3: OAM can (re-)configure IAB-DU of the mobile IAB. The detail of OAM need to be discussed in SA5.

In last meeting, there was a proposal to use target IAB-donor-CU to configure IAB-DU during the F1 setup procedure. But it may have some issues. For example, the secure connection needs to be setup with Target SeGW before IAB-DU can initiate F1 setup with target IAB-donor, so IAB-DU need to know the FQDN/IP address of target SeGW before it can setup F1. The IAB-DU also need to know the FQDN/IP address of target IAB-donor-CU before F1 setup. So it is impossible to use IAB-donor-CU to configure the DU related parameters in the IAB-DU during F1 Setup.  
One may argue that target IAB-donor-CU provide the FQDN/IP address of Target SeGW to IAB via RRC procedure. We strongly disagree with this proposal for following reasons:
· There is no benefit vs. the OAM-based approach.
· The FQDN/IP address of SeGW and IAB-donor-CU are DU parameters, it is not appropriate to use RRC, especially it requires RRC enhancements. 
· It is difficult for source IAB-donor-CU to know the FQDN/IP address of target SeGW.   
Considering this, we prefer mobile IAB should still be (re-)configured by the OAM. The changing of OAM system can be supported by using HeNB-like procedure, and the detail need to be discussed in SA5.
Proposal 1: RAN3 agree to use OAM to (re-) configure IAB-DU of the mobile IAB. 
Proposal 2: RAN3 send a LS to inform SA5 on how to change OAM system for mobile IAB.

Conclusions
In this contribution, we analyzed the configuration issue for mobile IAB-DU. Our proposals are:
Observation 1: OAM need to be aware of the IAB’s integration and migration, for Configuration Management, Performance Management (PM), Fault Management (FM), etc. 
Observation 2-1: in Rel-16/17, OAM server can configure the IAB based on IAB’s location.
Observation 2-2: in Rel-16/17, before IAB-DU initiate F1 setup with IAB-donor-CU, the IAB need to be configured with the FQDN/IP address of the SeGW and IAB-donor-CU.
Observation 3-1: mobile IAB may require a change of management system when the mobile IAB move from Location A to Location B.
Observation 3-2: Same mechanism as HeNB management system can be used for mobile IAB, when mobile IAB need to change OAM system.
Observation 3-3: OAM can (re-)configure IAB-DU of the mobile IAB. The detail of OAM need to be discussed in SA5.
Proposal 1: RAN3 agree to use OAM to (re-) configure IAB-DU of the mobile IAB. 
Proposal 2: RAN3 send a LS to inform SA5 on how to change OAM system for mobile IAB.
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