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Introduction
Many specifications support the multiple TNLA feature, where multiple TNL associations may be established for signalling between network nodes.
This feature implies that management of TNLAs has to be in place, namely the possibility to add/update/remove TNLAs. A TNLA is defined by its endpoints and each endpoint can be identified by an IP address or by an IP address and a port number.
This paper proposes clarifications needed to the specifications to better describe how TNLAs are identified for addition/removal/updating.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Discussion 
In order to explain the common understanding on how to handle multiple TNLAs, we take the example of the AMF Configuration Update procedure. The IEs of relevance for this message are shown below in green:
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This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	.
.
.

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information
9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information
9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address
9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information
9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	



While the definition for the “TNL Address” is as below:
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This IE is used to provide the NG control plane transport layer information associated with an NG-RAN node – AMF pair.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE CP Transport Layer Information
	
	
	
	
	
	

	>Endpoint-IP-address
	
	
	
	
	-
	

	>>Endpoint IP Address
	M
	
	Transport Layer Address
9.3.2.4
	
	-
	

	>Endpoint-IP-address-and-port
	
	
	
	
	YES
	reject

	>>Endpoint IP Address
	M
	
	Transport Layer Address
9.3.2.4
	
	-
	

	>>Port Number
	M
	
	OCTET STRING (SIZE(2))
	
	-
	




The following points can be deduced from the above information:
1) An AMF TNL Association may be added by only specifying the Endpoint IP Address of the AMF endpoint used for the TNLA. This implies that the NG-RAN needs somehow to deduce what the port number is, in order to, for example, be able to identify correctly the TNLA if it needs to be removed in the future.
Observation 1: If a TNLA is added and if the TNLA endpoint is identified only by its IP address, there is the need to explicitly indicate in the specifications which port number will be used for the endpoint

2) When a TNLA is removed, there are several options on how to indicate its endpoints. In particular:
a. Only the source node endpoint may be identified, using its IP address and port number. In this case the TNLAs to be removed are those that use the indicated source node end point and any receiving node end point
b. Only the source node endpoint may be identified, using its IP address only. In this case the TNLAs to be removed are those that use a source node end point IP address as indicated in the signalling and any receiving node end point
c. Both source and target node endpoints may be indicated in the signalling. However, if an endpoint is indicated by only signalling its IP address, then the TNLAs to be removed are all TNLAs with the indicated IP address for that endpoint
Observation 2: there is a need to clarify in the standard how a receiving node should interpret the information received to remove TNLAs 

3) When a TNLA is updated, the AMF endpoint may be identified by only specifying the Endpoint IP Address. In this case, the receiving node should update all TNLAs with a source node endpoint using the indicated IP address and with any receiving endpoint.
Observation 3: there is a need to clarify in the standard how a receiving node should interpret the information received to update TNLAs 

For the reasons above, a number of CRs have been drafted, enhancing the stage 3 specifications supporting the multiple TNLA feature, namely enhancing TS38.413, TS38.423, TS38.473, TS37.483 and TS36.423. 

Additionally, it was identified that the Stage 2 description needs to be updated. Indeed, current stage 2 does not allow that, in case of TNLA removal, both of the nodes can reselect a new TNLA association for the traffic that was served by the removed SCTP association.
Observation 4: If a TNLA is removed, both nodes involved in the TNLA shall be able to select a new TNLA for the traffic that was served by the removed TNLA 
Hence, CRs to 38.412, 38.422, 38.472 and 38.462 have been prepared
Proposal: It is proposed to agree to the clarifications in the CRs to enhance interoperability for the multiple TNLA function
Conclusion
In this contribution, we have discussed issues currently arising from the way multiple TNLA is specified. The following observations and proposals were derived:
Observation 1: If a TNLA is added and if the TNLA endpoint is identified only by its IP address, there is the need to explicitly indicate in the specifications which port number will be used for the endpoint
Observation 2: there is a need to clarify in the standard how a receiving node should interpret the information received to remove TNLAs 
Observation 3: there is a need to clarify in the standard how a receiving node should interpret the information received to update TNLAs 
Observation 4: If a TNLA is removed, both nodes involved in the TNLA shall be able to select a new TNLA for the traffic that was served by the removed TNLA
Proposal: It is proposed to agree to the clarifications in the CRs to enhance interoperability for the multiple TNLA function



CRs mirroring the proposals above are presented in R3-231231, R3-231232, R3-231240, R3-231241, R3-231352, R3-231353, R3-231354, R3-231490, R3-231491, R3-231492, R3-231493,….

