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<<<<<< START OF CHANGE >>>>>>
X Network controlled repeater
X.Y OAM aspects
The transport connection between the NCR-node and its OAM may be provided by the NCR-MT’s PDU session. A NCR may be configured with a list of allowed gNB cell(s) that the NCR-MT is allowed to connect with, and/or a list of forbidden gNB cell(s) that the NCR-MT is not allowed to connect with. 
X.Y1 Network controlled repeater management 

NCR identification is performed in RAN, and NCR authorization is performed in 5GC. The general procedure of the NCR management is illustrated in Figure X.Y-1:
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Figure X.Y-1. NCR management
Step 6: When a NCR is trying to access the network as a NCR, the NCR indication is sent to the serving gNB. 

Step 7: The serving gNB selects an appropriate AMF for the NCR.
Step 9: AMF provides NCR authorization information to the gNB.

Other steps refer to the signalling flow as defined in 9.2.1.3.
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