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	Reason for change:
	The Rel-18 work item on Network Controlled Repeater has been approved. 

Update the stage 2 description for Network Controlled Repeater.

Capture the agreement on NCR made by RAN3:

OAM-NCR connectivity can be provided via PDU session.
Take Solution 3 as the basis for NCR management. 

Capture the following RAN1 agreement:

The following is supported to deliver the information to characterize the supported physical beam of NCR-Fwd for access link: 

Option-2: The information is informed to gNB and NCR via OAM

Note-1: In this option, how to characterize the beam information is based on implementation (e.g., declaration from NCR vendor).

Note-2: In this option, the beam(s) used by NCR-Fwd for access link is configured for gNB and NCR by OAM based on implementation. 

The beam index in SCI corresponds to the configured beam(s) sequentially. 
Capture the agreements made in RAN3#119:

The NCR may be configured with a list of allowed and/or forbidden cells.

RAN validation is not supported in R18.
The NG-RAN node selects an appropriate AMF for a NCR accesses to the network with the assumption that the NCR indication is received from NCR in MSG5.

gNB-CU shall indicate the NCR authorization info explicitly to gNB-DU once a NCR device is authorized by UE context setup request message and UE context modification request message.


	
	

	Summary of change:
	The following functionalities are introduced for Network Controlled Repeater:

 - Network Controlled Repeater OAM connectivity

 - Network Controlled Repeater management

	
	

	Consequences if not approved:
	Enhancement for Network Controlled Repeater can not be supported in NR.

	
	

	Clauses affected:
	X, X.Y, X.Y1

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications

	TS 38.413 CR 0890
TS 38.401 CR 0274

TS 38.473 CR 1109

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Rev 1: Re-submission to RAN3#119.

Rev 2: Capture agreements made in RAN3#119.


<<<<<< START OF CHANGE >>>>>>
X Network controlled repeater
X.Y OAM aspects
The transport connection between the NCR-node and its OAM may be provided by the NCR-MT’s PDU session. NCR may be configured with a list of allowed and/or forbidden cells. 
The physical beam(s) used by NCR-Fwd for access link may be provided by OAM to the gNB and the NCR for its operation, and they are sequentially mapped to the beam index in the side control information (SCI).
NOTE: How to characterize the supported physical beams of NCR-Fwd is up to implementation.
X.Y1 Network controlled repeater management 

NCR identification is performed at RAN side, and NCR authorization is performed at CN side. The general procedure of the NCR management is illustrated in below figure:
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Figure X.Y-1. NCR management

Step2 to step6: When a UE is trying to access the network as a NCR, the NCR indication is sent to the serving gNB. 

Step7: The serving gNB selects an appropriate AMF for the NCR.

Step9: AMF provides authorization information to the gNB.
<<<<<< END OF CHANGE >>>>>>
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