
3GPP TSG-RAN WG3 #118
R3-226749
14 Nov – 18 Nov 2022

Toulouse, France
Agenda item:
22.2
Source: 
ZTE 
Title: 
Discussion on NCR management 
Document for:   Discussion and Approval
Introduction

The following agreements have been agreed by RAN3 in RAN3#117bis_e.

The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 

The discussion on RAN impact on validation function is pending to SA3 reply LS.

gNB-CU knows whether the connected gNB-DU supports NCR based on OAM configuration.

Down selection on all solutions which takes the feedback from SA3 and SA5 into account can be discussed in next RAN3 meeting.

The NCR-OAM connectivity requirement should be supported, further details can be discussed. 

In addition, SA3 forwards the answers for RAN3’s questions in the reply LS(R3-226174).

The intention of this contribution is to further discuss NCR management issue based on the above agreements and the received LS.

Discussion
Clarification on RAN validation
Reply LS from SA3
RAN3 receives the reply LS(R3-226174) from SA3 before the start of this meeting. The validation related content in this reply LS is shown below:
===== content in SA3 LS(R3-226174) =====
To SA3 Q1b: Does SA3 believe that the NCR needs to be securely validated? Any security issue for configuring locally stored information in the gNB in Solution 1?
Answer to RAN3: 

For the 1st question in Q1b, SA3 is not clear about what does "validation" mean. 
For the 2nd question in Q1b, SA3 cannot provide answers before the security validation related steps in solution1 are clarified. In addition, the feasibility of such additional steps and what kind of information is stored in RAN are also unclear. Further clarification is expected.  

===== content in SA3 LS(R3-226174) =====
In this reply LS, SA3 mentioned that they do not clear about the meaning of "validation" and can not provide any answers before the security validation related steps are clarified. Hence, it is necessary for RAN3 to further clarify the definition, use case and steps of the validation function to SA3. A draft reply LS is prepared and can be checked in R3-226751, detail content may be further checked based on RAN3 progress in this meeting.
Observation 1: SA3 does not have clear view on validation function and needs more clarification from RAN3.

Proposal 1: RAN3 shall further clarify the validation and send LS to SA3. 

Definition of validation
As we always explained, the NCR validation function is necessary to be considered as an optional function when companies are discussing solutions. After authorization, the NCR validation function can further check the validity of this NCR device. When gNB or OAM receives the the NCR validation info which is pre-allocated by the operator, the gNB or OAM may validate the NCR device by checking its local stored info. That is to say, the validation procedure can prevent an authorized NCR device from deploying at a NCR supported gNB which should not deploy this NCR device.

To have a better understanding of the authentication, authorization, and validation, these three definitions can be simply described as below:

Observation 2: The following aspects show the difference among authentication, authorization and validation:
Authentication: A device declares that it is a NCR device to the network.
Authorization: Network further checks the received NCR declaration from this device and accepts its accessing as a NCR.

Validation: Network/NCR device checks whether a certificated NCR device can be deployed at this place(e.g. serving cell).

Proposal 2: Validation function can prevent an authorized NCR device deploying at a NCR supported gNB which should not deploy this NCR device.
Besides, considering the size of a NCR device is not as large as the common gNB, it is possible that a person may easily steal a NCR device and re-deploy it to an unexpected place(e.g. around someone’s own apartment ) without permission/application for better coverage of that place. The validation function can prevent the unauthorized re-deployment of a NCR device.
Observation 3: Validation function can prevent someone steal a NCR device and re-deploy it to an unexpected place.
In addition, all companies have agreed that this function shall be considered as a optional one during the WI discussion. From our point of view, whether a solution supports the (optional) validation function shall be considered during the down selection discussion in WI phase.
Proposal 4: Whether the (optional) validation function is supported shall be considered during the solution discussion in WI phase.

Steps for validation

Generally, the following two solutions have been pointed out by companies:
OAM configures the NCR information to gNBs. In this alternative, OAM may configure a NCR ID list to gNB which supports NCR function. The gNB only accept a NCR device accessing the NW if its NCR ID is in the pre-configured list. 
RN liked solution. OAM pre-configures the info about which cells(gNBs) it is allowed to access to NCR. The gNB is also pre-configured the NCR info which is used for NCR accessing by OAM.
To have a better understanding of the validation step discussion, the RN startup procedure is illustrated 

RN startup procedure is introduced in Rel-10, LTE and can be checked in section 4.7.6.3, TS 36.300-h20.  The call flow and the general explanation of the RN startup are shown below: 
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Figure 4.7.6.3-1: RN startup procedure
As shown in this call flow, 2 phases exist in the RN startup procedure. 

In phase1, RN attaches NW as a UE and receives the configuration information(e.g. a list of DeNB cells)from RN OAM. Then this RN detaches the NW and completes the phase1. 

In phase2, this RN connects to a DeNB in the received list from OAM. After this DeNB initiates setup of bearer for S1/X2, the RN initiates the setup of S1 and X2 associated with the DeNB. After S1/X2 setup, the configuration update procedures may be performed if necessary.

This RN starts to operate as a relay.

As shown in the call flow, before RN can access NW as a RN, it shall be pre-configured the accessing info(e.g. a list of DeNB cells) by OAM. Then this RN can connect to a selected DeNB and setup S1&X2 with this DeNB. It is implicitly explained that all candidate DeNBs shown in the accessing info list have been configured the info of this RN. Because the S1&X2 can not be setup if the selected DeNB does not receive the pre-configuration of this RN from OAM before phase2. Hence, it is clear that both RN and DeNBs shall be pre-configured for the S1&X2 setup before phase2 RN startup procedure. 

Observation 3: Both RN and DeNBs shall be pre-configured the accessing info before the device accesses the NW as a RN. Without this essential pre-configuration, the S1&X2 setup can not be performed successfully.
In other word, eNB shall be pre-configured info for the RN accessing purpose, which is another kind of validation. And this procedure does not have any security concern so far.

Proposal 5: The NCR validation liked procedure has been used in RN startup procedure and no security concern has been raised.

Considering the NCR’s functionality is much simpler than the RN’s, it is too redundant to directly re-use the RN mechanism for the NCR validation. Hence, as previously discussed, OAM may pre-configure the NCR info(e.g. a list of NCR ID) to the gNB before NCR accessing to NW. After initial access procedure, the NCR sends NCR ID which is allocated by Operator for validation to the gNB via RRC message. After receiving the NCR ID, the gNB validates the NCR device by checking its configured NCR ID list. If the ID of this NCR is not contained in the gNB’s list, the NCR’s accessing request shall be rejected by the gNB.

Proposal 6: OAM configures a list of NCR ID to NCR supported gNB for validation purpose. A NCR can only access to the NW if its ID is included in the NCR ID list at serving gNB side.

 Discussion on NCR selection
The down selection of the 4 solutions described in TR38.867 has been discussed in previous meeting and no consensus has been made. From our point of view, the key point of the discussion on NCR management is to find a workable solution which can also make most companies satisfy. In the short SI phase, companies summarized their views into different solutions and RAN3 finally captured all the received views into the TR at the end of this SI phase. With the intercommunication and discussion in the first RAN3 meeting in WI phase, it is clear that ideas provided by companies can not be handled by one captured solution in TR. Hence, it is proposed for RAN3 to consider the hybrid solution which is generated by all considerable solutions/ideas in TR at current stage. 
Observation 4: RAN3 only consider 1 captured solution in TR can not capture all NCR requirements and can not satisfy majority companies in RAN3.
More specific, the hybrid solution shall contain the CN based authentication&authorization and the validation function. The general procedure of this hybrid solution is shown below.
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Figure 2.2-1 Call flow for NCR hybrid solution

1. The NCR requests to setup a new connection from RRC_IDLE.

2/2a. The gNB completes the RRC setup procedure.

3. The first NAS message from UE, piggybacked in RRCSetupComplete , is sent to AMF.

4. Upon NAS registration procedure, AMF authorizes the NCR.

5. The AMF prepares the UE context data with the NCR authorized indicator and sends it to gNB.

NCR forwards the NCR ID to gNB and gNB validates the NCR by checking whether the received ID is included in the list which is pre-configured by OAM.

NOTE 1: Step 6 is optional.

Proposal 7: It is proposed for RAN3 to consider the hybrid solution which contains both CN level authentication&authorization solution and RAN level validation solution for NCR management in Rel-18.

 OAM requirement
OAM-NCR connectivity is another open issue left in previous meeting. Companies agreed to support the OAM-NCR connectivity in Rel-18, but detail is still FFS. Before the start of this RAN3 meeting, the following agreements have been made in RAN2#119bis_e:

RAN2 confirms to use RRC signalling to configure NCR-MT to receive side control information. How the side control information itself is transmitted (i.e. via RRC or DCI or MAC CE) is up to RAN1 (RAN2 may discussion the initial RAN1 decision and revisit if needed).
NCR-MT supports RRC_CONNECTED and RRC_IDLE states, FFS on RRC_INACTIVE state (e.g. optional support or not support).

NCR-MT supports SRB0/1/2 and DRB is optional. FFS on maximum number of DRBs.

RRM functions supported by NCR-MR:

Cell selection is mandatory

Cell reselection, RLM, BFD, BFR are FFS

Based on above RAN2 agreements and hybrid solution discussed this meeting, the OAM-NCR connectivity can be provided via PDU session.

Proposal 8: OAM-NCR connectivity can be provided via PDU session.

The stage 2 and stage 3 CR on the NCR management can also be found in the Annex part at the end of this tdoc. It is proposed for RAN3 to discuss the attached CRs in this tdoc.

Proposal 9: RAN3 shall discuss and agree the stage2 and stage 3 CR on NCR management in this meeting.

Naming issue and LS to RAN2 for RAN3 progress

In the last version of TS 38.300-h20, the abbreviation of NCR has been occupied by Neighbour Cell Relation. To avoid any conflict, we prefer to modify the abbreviation of the NetWork Controlled Repeater to  NWCR.

Proposal 10: RAN3 shall discuss to abbreviate the network controlled repeater as NWCR.
Considering RAN3 will make the decision on the NCR management solution and OAM-NCR connectivity, it is proposed for RAN3 to notice RAN2 on RAN3’s progress at the end of this meeting.

Proposal 11: RAN3 shall send an LS to RAN2 for RAN3’s progress on NCR management.
3. Conclusion

In this contribution , proposals and observations are:

Observation 1: SA3 does not have clear view on validation function and needs more clarification from RAN3.

Proposal 1: RAN3 shall further clarify the validation and send LS to SA3. 

Observation 2: The following aspects show the difference among authentication, authorization and validation:
Authentication: A device declares that it is a NCR device to the network.
Authorization: Network further checks the received NCR declaration from this device and accepts its accessing as a NCR.

Validation: Network/NCR device checks whether a certificated NCR device can be deployed at this place(e.g. serving cell).

Proposal 2: Validation function can prevent an authorized NCR device deploying at a NCR supported gNB which should not deploy this NCR device.
Observation 3: Validation function can prevent someone steal a NCR device and re-deploy it to an unexpected place.
Proposal 4: Whether the (optional) validation function is supported shall be considered during the solution discussion in WI phase.

Observation 3: Both RN and DeNBs shall be pre-configured the accessing info before the device accesses the NW as a RN. Without this essential pre-configuration, the S1&X2 setup can not be performed successfully.
Proposal 5: The NCR validation liked procedure has been used in RN startup procedure and no security concern has been raised.

Proposal 6: OAM configures a list of NCR ID to NCR supported gNB for validation purpose. A NCR can only access to the NW if its ID is included in the NCR ID list at serving gNB side.

Observation 4: RAN3 only consider 1 captured solution in TR can not capture all NCR requirements and can not satisfy majority companies in RAN3.
Proposal 7: It is proposed for RAN3 to consider the hybrid solution which contains both CN level authentication&authorization solution and RAN level validation solution for NCR management in Rel-18.

Proposal 8: OAM-NCR connectivity can be provided via PDU session.

Proposal 9: RAN3 shall discuss and agree the stage2 and stage 3 CR on NCR management in this meeting.

Proposal 10: RAN3 shall discuss to abbreviate the network controlled repeater as NWCR.
Proposal 11: RAN3 shall send an LS to RAN2 for RAN3’s progress on NCR management.
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21 Network controlled repeater

21.1 General
[TBD]
X1 NWCR manegement
The following figure describes the NWCR management procedure. 
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Figure 21.X-1 NCR management
1. The NWCR requests to setup a new connection from RRC_IDLE.

2/2a. The gNB completes the RRC setup procedure.

3. The first NAS message from NWCR, piggybacked in RRCSetupComplete , is sent to AMF.

4. Upon NAS registration procedure, AMF authorizes the NWCR.

5. The AMF prepares the UE context(e.g. NWCR context) data with the NWCR authorized indicator and sends it to gNB.

NWCR forwards the NCR ID to gNB and gNB validates the NWCR by checking whether the received ID is included in the list which is pre-configured by OAM.

NOTE 1: Step 6 is optional.

21.X2 NWCR-OAM connectivity

A PDU session can be established between NWCR and OAM for data transmission.
OAM may configure a NWCR ID to each NWCR. The ID may be used for the validation function which is optionally performed by gNB.

OAM may configure a list of NWCR IDs to the NWCR supported gNB. After NWCR accessing the NW via NWCR supported gNB and transmitting its NWCR ID to the serving gNB, the gNB may perform the validation function and accept the NWCR accessing requirement only if the NWCR ID is included in the gNB’s NWCR ID list.
<<<<<< END OF CHANGE >>>>>>

Annex B CR for TS 38.413

3GPP TSG-RAN WG3 #118
R3-22XXXX
14 Nov – 18 Nov 2022

Toulouse, France
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	38.413
	CR
	XXXX
	rev
	
	Current version:
	17.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	x
	Core Network
	X


	

	Title:

	Introduction of Network Controlled Repeater

	
	

	Source to WG:
	ZTE

	Source to TSG:
	R3

	
	

	Work item code:
	NR_netcon_repeater-Core
	
	Date:
	  2022-11-03

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 












release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
…
Rel-15
(Release 16)
Rel-16
(Release 17)
Rel-17
(Release 18)
Rel-18
(Release 19)

	
	

	Reason for change:
	In RAN3#117bis_e, the following agreement has been agreed:

The NCR authorization indicator is provided from AMF to gNB explicitly over the NG interface. 

This CR is used to capture the agreement on NCR. AMF should provide NCR authorization indicator to gNB explicitly via NGAP.

	
	

	Summary of change:
	Introduce NWCR authorization indicator in the following NGAP message:

- INITIAL CONTEXT SETUP REQUEST

- UE CONTEXT MODIFICATION REQUEST



	
	

	Consequences if not approved:
	NCR authorization over NGAP is not supported.

	
	

	Clauses affected:
	3.2, 8.3.1.2, 8.3.4.2, 9.2.2.1, 9.2.2.7, 9.3.1.xxx

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


<<<<<< START OF CHANGE >>>>>>

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GC
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8.3
UE Context Management Procedures

8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance. The procedure uses UE-associated signalling.

For signalling only connections and if the UE Context Request IE is not received in the Initial UE Message, the AMF may be configured to trigger the procedure for all NAS procedures or on a per NAS procedure basis depending on operator’s configuration.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.

If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use;

-
if supported, store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [31];

-
store the received NR V2X Services Authorization information, if supported, in the UE context;

-
store the received LTE V2X Services Authorization information, if supported, in the UE context;

-
store the received NR UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services;

-
store the received LTE UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services;

-
store the received PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.287 [33];

-
store the received Management Based MDT PLMN List information, if supported, in the UE context;
-
if supported, store the received IAB Authorization information in the UE context;

-
store the received 5G ProSe Authorization information in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;

-
store the 5G ProSe UE PC5 Aggregate Maximum Bit Rate in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;
-
store the 5G ProSe PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.304 [47].
If the NWCR Authorization Indicator is contained in the INITIAL CONTEXT SETUP REQUEST message, the target NG-RAN node, if supported, shall store this information in the UE context and consider this UE as an authorized NWCR.

<<<<<<NEXT CHANGE >>>>>>
8.3.4
UE Context Modification

8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE context modification: successful operation

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-
if supported, store the received IAB Authorization information in the UE context.

If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
If the UE Security Capabilities IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store them and take them into use together with the received keys according to TS 33.501 [13].
If the Index to RAT/Frequency Selection Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9].
If the RAN Paging Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the NWCR Authorization indicator is contained in the UE CONTEXT MODIFICATION REQUEST message, the target NG-RAN node, if supported, shall store this information in the UE context and consider this UE as an authorized NWCR.

<<<<<<NEXT CHANGE >>>>>>
9.2.2.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O
	
	AMF Name

9.3.3.21
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	C-ifPDUsessionResourceSetup
	
	9.3.1.58
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>PDU Session NAS-PDU
	O
	
	NAS-PDU

9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer

	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	>>PDU Session Expected UE Activity Behaviour
	O
	
	Expected UE Activity Behaviour

9.3.1.94
	Expected UE Activity Behaviour for the PDU Session.
	YES
	ignore

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network
	YES
	reject

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	reject

	Security Key
	M
	
	9.3.1.87
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	UE Radio Capability
	O
	
	9.3.1.74
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	Location Reporting Request Type
	O
	
	9.3.1.65
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	Enhanced Coverage Restriction
	O
	
	9.3.1.140
	
	YES
	ignore

	Extended Connected Time
	O
	
	9.3.3.31
	
	YES
	ignore

	UE Differentiation Information
	O
	
	9.3.1.144
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.3.1.155
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.3.1.160
	
	YES
	ignore

	RG Level Wireline Access Characteristics
	O
	
	OCTET STRING
	Specified in TS 23.316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription.
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.3.1.168
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	Time Synchronisation Assistance Information
	O
	
	9.3.1.220
	
	YES
	ignore

	QMC Configuration Information
	O
	
	9.3.1.223
	
	YES
	ignore

	Target NSSAI Information
	O
	
	9.3.1.229
	
	YES
	ignore

	UE Slice Maximum Bit Rate List
	O
	
	9.3.1.231
	
	YES
	ignore

	5G ProSe Authorized
	O
	
	9.3.1.233
	
	YES
	ignore

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate

9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	NWCR Authorization Information
	O
	
	9.3.1.xxx
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.


	Condition
	Explanation

	ifPDUsessionResourceSetup
	This IE shall be present if the PDU Session Resource Setup List IE is present.


<<<<<<NEXT CHANGE >>>>>>
9.2.2.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	Security Key
	O
	
	9.3.1.87
	
	YES
	reject

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	New AMF UE NGAP ID
	O
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	New GUAMI
	O
	
	GUAMI

9.3.3.3
	
	YES
	reject

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	RG Level Wireline Access Characteristics
	O
	
	OCTET STRING
	Specified in TS 23. 316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription.
	YES
	ignore

	Time Synchronisation Assistance Information
	O
	
	9.3.1.220
	
	YES
	ignore

	QMC Configuration Information
	O
	
	9.3.1.223
	
	YES
	ignore

	QMC Deactivation
	O
	
	9.3.1.222
	
	YES
	ignore

	UE Slice Maximum Bit Rate List
	O
	
	9.3.1.231
	
	YES
	ignore

	Management Based MDT PLMN Modification List
	O
	
	MDT PLMN Modification List

9.3.1.243
	
	YES
	ignore

	5G ProSe Authorized
	O
	
	9.3.1.233
	
	YES
	ignore

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate

9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	NWCR Authorization Information
	O
	
	9.3.1.xxx
	
	YES
	ignore


<<<<<<NEXT CHANGE >>>>>>
9.3.1.xxx NWCR Authorization Info

This IE is used to indicate whether this UE can be treated as an authorized NWCR.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NWCR Authorization Indicator
	M
	
	ENUMERATED (true, ...)
	


<<<<<< END OF CHANGE >>>>>>
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1
Overall description

RAN3 has discussed the solution for NCR management and preferred to consider the hybrid solution which contains both CN level authentication&authorization solution and RAN level validation solution for NCR management in Rel-18. 

RAN3 understands that OAM-NCR connectivity shall be supported. PDU session can be used for data transmission between NCR and OAM.

The agreements RAN3 made are shown below:

[Relevant agreements to be added]
More details can also be found in the attached TS38.300 pCR.

2
Actions

To RAN2:   3GPP RAN3 kindly asks RAN2 to take RAN3 agreements into account and provide feedback if any.
3
Dates of next RAN WG3 meetings

Updated meeting schedule can be found at: https://portal.3gpp.org/?tbid=373&SubTB=381#/ 

RAN3#119

2022-02-27 - 2022-03-03

Athens, GR

NCR
gNB
AMF
2a.RRCSetupComplete
3. INITIAL UE MESSAGE
5. UE CONTEXT SETUP
1.RRCSetupRequest
2.RRCSetup
4. Upon NAS registration, AMF authorizes the NCR and sends indicator to gNB
6. RAN Validation



_1234567893.unknown

_1234567894.unknown

NWCR
gNB
AMF
2a.RRCSetupComplete
3. INITIAL UE MESSAGE
5. UE CONTEXT SETUP
1.RRCSetupRequest
2.RRCSetup
4. Upon NAS registration, AMF authorizes the NCR and sends indicator to gNB
6. RAN Validation



_1234567890.unknown

